


Firstly, thank you for purchasing this product, before use, please read this manual carefully to avoid
the unnecessary damage! The company reminds you that the proper user will improve the use effect
and authentication speed.

Without the consent by our company, any unit or individual is not allowed to excerpt and copy the
content of this manual partially or thoroughly and spread the content in any formats.

The product being described in the manual perhaps includes the software whose copyrights are
shared by the licensors including our company. Except for the permission from the relevant holder,
any person cannot copy, distribute, revise, modify, extract, decompile, disassemble, decrypt, reverse
the engineering, lease, transfer, sub-license the software, or perform other acts of copyright
infringement, but the limitations applied to the law is excluded.

@ Due to the constant renewal of products, the company cannot undertake the actual product in
consistence with the information in the document, or any dispute caused by the difference
between the actual technical parameters and the information in this document. Please forgive
any change without notice.
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Today, security is rapidly increasing concern for modern companies. This management system helps
customers to integrate operation of safety procedures on one platform. The system is divided into
ten modules, namely: Personnel, Access, Attendance, Elevator, Hotel Systems, Visitor Systems,
Parking Systems, Patrol Systems, Video Systems and Systems Management. Personnel System,
Video System and System Management modules are in the public section, respectively, while the
access control and elevator systems are in use.

QO Powerful data processing capacity, allows management of data for 30,000 people.

O

Multilevel management role-based level management secures user data confidentiality.

QO Real-time data acquisition system ensures prompt feedbacks of data to the manager.

Q CPU: Dual core processor with speeds of 2.4GHz or more.

O

Memory: 4G or above.

QO Hardware: Available space of 30G or above. We recommend using NTFS hard disk partition
as the software installation directory.

QO Monitor Resolution: 1024*768px or above.

O Supported Operating Systems: Windows 7 / Windows 8 / Windows 8.1 / Windows 10 /
Windows Server 2008/2012(32/64).

O Supported Databases: PostgreSQL(Default), SQL Server & Oracle (Optional)
QO Recommended browser version: IE 11+/Firefox 27+/Chrome 33+

2zsNote: You must use IE 8.0 or newer version for fingerprint registration and matching.

Personnel primarily consists of two parts: first, Department Management settings, used to set the
Company’s organizational chart; second, Personnel Management settings, used to input personnel
information, assign departments, maintain and manage personnel.
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Access Control is a WEB-based management system which enables normal access control functions,
management of networked access control panel via computer, and unified personnel access
management. The access control system sets door opening time and levels for registered users.

It can achieve cross-regional attendance centralized control through shift and shift management.
You can apply for Appended Receipt, Leave, Overtime, etc. in Exception Management. At the same
time you can set access / parking as attendance and other functions.

Elevator Control is mainly used to set device parameters (such as the swiping interval for taking
elevators and elevator key drive duration), manage personnel's rights to floors and elevator control
time, and supervise elevator control events. You may set registered users' rights to floors. Only
authorized users can reach certain floors within a period of time after being authenticated.

It provides hotel service management functions covering check-in, overstay, check-out, rate
settlement, and lock setup and management.

Visitor is a web-based management system that implements entry registration, exit registration,
snapshot capturing, visitor quantity statistics, and reservation management, as well as shares
information among registration sites. It is highly integrated with the access control system and
elevator control system and generally used at reception desks and gates of enterprises, to
understand and manage visitors.

Automatic and intelligent vehicle management using computer networks to effectively and
accurately monitor and manage vehicles at all exits and entrances.

The online patrol system in the access control devices can help enterprise management personnel
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to effectively supervise and manage the patrol personnel, plans and routes. In addition, periodic
statistics and analysis can be performed on the patrol routes and results.

Video provides video linkage function to manage the Video Server, view the Real-Rime Video, and
query the Video Record, popup the Real-Time Video when linkage events happen.

System Management is primarily used to assign system users and configure the roles of
corresponding modules, manage database such as backup, initialization and recovery, and set
system parameters and manage system operation logs.
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2. System Operations

2.1 Log into the System

‘ ? Login @)\ Fingerprint ‘

After the software is installed, you may double-click the ZKBioSecurity icon to enter the system. You
may also open the recommended browser, and input the IP address and server port in the address
bar. Input http://127.0.0.1:8088 by default.

If the software is not installed in your server, you may input the IP address and server port in the
address bar.

Enter user name and password, click [login], or click [Fingerprint] and then press the administrator
fingerprint to enter the system.

= Note:

1. The user name of the super user is [admin], and the password is [admin]. After the first login to
the system, please reset the password in [Personnel Information].

2. If you select the HTTPS port during software installation, input the server IP address and port
number (for example, https://127.0.0.1:8448) in the address bar and press Enter. The following
page may be displayed:

% Your connection is nhot secure

The owner of 192.158.214.143 has configured their website improperly. To protect your information from
being stolen, Firefox has not connected to this website.

Learn morea...

\:\ Report errors like this to help Mozilla identify and block malicious sites
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Here, you need to add a site exception following the exception adding prompts after you press
Advance. Different operations may be performed in different browsers.

3. If you select the HTTPS port during software installation, the following message may be
displayed on the login page:

) Click here for driving detecting abnormal processing

Click Connect. On the page that is displayed, download issonline.exe and corresponding certificates
before using functions such as fingerprint and external devices.

2.2 Personal Self-Login

Click [Personal Self-Login], the personnel can reserve visitor for themselves. The personnel must be
registered in the system. The login account and password is the personnel number and password
registered in the system. The default password is 123456. For more details about the Reservation of
visitors, please refer to Reservation.

2.3 Dashboard

After logging in, the main page is displayed as follows. You can click on the upper left

corner of the interface to return to the main page while in another page.

Welcome, admin @ e @ @ @.) 0

Instrument Panel =- My Quick Operation

Biometric Data 5] 0 0 0 0
6 Peﬂple Total Event Normal Event [Exception Event a ‘Alarm Event
Total User ) Dﬂl] vy A 0
@ k| E

No event records today!
g £, System message
with Cara Witn Fingerprint With Password with Face with

Total Device Without Card Without Fingerprint Without Password Without Face Witho!

[cXe]

Access Attendance Visitor + AccessModule Setting

Event Trends Week month Year o

Monday Tuesday Wednesday Thursday Friday Saturday Sunday

Event Exception TOP5 57 Area Monitor 5]

# 2 AreaName & Person Area

This panel allows you to view statistics of each module and monitor real-time system events. Click
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&=- My Quick Operation . . . .
=" - to configure the quick connection function of each module.

Add Person  Department  Issued Card Record Search Device  Device Monitoring  Real-Time Menitoring Area  Device Personnel Area Sefting  Time Zone  Shift Device Menitoring  Real-Time Monitoring  Elevator Levels
Alarm Monitoring  Map ~ Time Zones  Access Levels Personnel Schedule All Transactions

Wno Is Inside  All Transactions  Events From Today

Reception  Reservation  Card Center Entry Registration ~ Visitor ~ Reservation License Plate Registration  Vehicle Management Patrol Monitoring ~ All Transactions  Patrol Records Today
Last Visited Location Channel Entrance and Exit ~ Temporary Vehicle Charge

Overtime Charge ~ Fixed Vehicle Charge

Instrument Panel =- My Quick Operation

You may quickly access to desired pages through functions in the module.

Click % to edit the function lists in the top right corner of every module.

2.4 Activate the System

Please refer to the corresponding license document.

2.5 Modify Password

You may modify the login password in [Personal Information]{@
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Resst Password
Password™

Sup=ruser State
Raole Group

Auth Departrnent

Ernail
First Mame
Last Mame

Fingerprint

Confirm Password”

0
||I:.l
W
=]

Iadmin
Usemame should be composed bebween 1-30 characiers
and in letters, numbers,or symbols (@L.-+).

=
| |

Password is a composition of 4 to 18 characters, default is
111111,

|
@
|
|

If you ==lect no depariment, you will possess all
department rights. by default.

If you s=lect no ares, you will possess all ares nighis by

default.

Reqister
Download Driver

Check [Reset Password] box to modify the password.

#Note: The super user and the new user are created by the super user (the default password for the
new useris 111111). The user name is case-insensitive, but the password is case-sensitive.

2.6 Customer Service

Click the [Customer Service] button on the top right corner of the interface to submit your

problems and obtain help.

2.7 Exitthe system

Click the [Logout] button on the upper right corner of the interface to exit the system.
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3. Personnel System

Before using the other functions, please configure the personnel system: Personnel and Card
Management.

3.1 Personnel

Personnel system includes these modules: Department, Personnel, Custom Attributes and
Parameters.

3.1.1 Department Management

Before managing company personnel, it is required to set company departmental organization chart.
Upon first use of the system, by default it has a primary department named [General] and numbered
[1]. This department can be modified but can't be deleted.

Main functions of Department Management include Add, Edit, Delete, Export and Import
Department.

® Add a Department

1. Click [Personnel] > [Personnel] > [Department] > [Add]:

Ifthe new department in the depanment failed to show the list, please contact
the administrator fo re-authorize the user to edit the department!

Department No.*

Departmeant Name*

Sart

Farent Department

T T BT

Fields are as follows;

Department No.: Letters and numbers are available. It cannot be identical to another department.
Length shall not exceed 30 digits.
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: Any character, maximum combination of 100 characters. Different levels of
department names can be repeated.

: Supports only numbers. The valid range is 1-999999999. The smaller the number of department
sort in a same level, the higher ranking a department has. If not filled in, it will be arranged in
accordance with the added order.

. Select parent department from the pull-down list. Parent Department is an
important parameter to determine the Company’s organizational chart. On the left of the interface,
the Company’s organizational chart will be shown in the form of a department tree.

2. After editing, click [OK] to complete adding, click [Cancel] to cancel it, click [Save and new] to
save the edit and continue to add news.

To add a department, you may also use [Import] to import department information from other
software or other document into this system. For details, see Common Operations.

Click [Personnel] > [Personnel] > [Department] > [Edit].

1. Click [Personnel] > [Personnel] > [Department] > [Delete]:

Prompt

Are you sure you want to perform the delete
operation?

2. Click [OK] to delete.

#Note: If the department has sub-departments or personnel, the department cannot be deleted.

Ll’ Export Department
L,J' Download Department Import Template

a) Export Department includes Exporting Department and Downloading Department Import
Template.

b) Department: can be exported in EXCEL, PDF, CSV file format.
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The File Type [EXCEL File

Export Mode (@) All data (Can export up to 40000 data)
() Select the amount of data to export (Can export up to 40000 data)
From the aricle 1 Strip, is derived 100 Data

. T

ZKTECO
Department
Department Parent Department
Number Department Name Number Parent Department Created Date
2017-12-15 09:06:
hotel Hotel
51
4 Financial 1 General 2017-12-15 09:06:
Department 48
Development 2017-12-15 09:06:
3 1 General
Department 48
Marketing 2017-12-1509:06:
2 1 G I
Department enera 48
1 General 2017-1 2;113 509:06:

¢) Download Department Import Template: Excel template file can be exported, and department
import can only be done by using department templates.

The File Type [EXCEL File

Export Mode (@) All data (Can export up to 40000 data)
() Select the amount of data to export (Can export up to 40000 data)
From the article | { Strip, is derived | 100 Data

.

3.1.2 Personnel

When using this management program, the user shall register personnel in the system, or import
personnel information from other software or document into this system. For details, see Common
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Operations.

Main functions of Personnel Management include Add, Edit, Delete, Export and Import personnel,

and Adjust Department.

1. Click [Personnel] > [Person] > [New]:

Personnel ID*

First Name

Gender

Certificate Type

Social Security Mumber
Reservation Code

Biological Template Quantity

Access Control

Levels Settings
[ Master

New

| Department*

123456

@0

Time Attendance

Add
Check All
Clear All

Last Name
Password
Certificate Number
Mobile Phone
Birthday

Card Number

Elevator Control Flate Register

Superuser

Device Operation Role
Delay Passage
Disabled

Set Valid Time

General

Personnel Detail

No
Ordinary User
O
O
O

ave and New il

(Optimal Size 120*140).
Browse Capture

[=ou

- It must be unique. 9 characters at max, length, the valid range is 1-79999999, it can be
configured based on actual conditions. The Personnel No. contains only numbers by default but may

also include letters.

= Notes:

(1) When configuring a personnel number, check whether the current device supports the
maximum length and letter inclusion of the personnel number.

(2) When modifying the maximum length or letter inclusion of a personnel number, please enter
into Personnel > Parameters to set.

. Select from the pull-down menu and click [OK]. If the department was not set
previously, you can only select the default [Company Name] department.

: The max length is 50.
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: Set personnel gender.

. Set personnel password. Only supports 6-digit passwords. If password exceeds the
specified length, the system will truncate it automatically. It cant be same with others and duress
password.

: There are four types of Certificate: ID, Passport, Driver License and Others. Click

[zg] icon to recongnize the Certificate automatically. Please refer 3.1.4 Parameters and 11.2.5 Client

Register to see how to register.
:Click [zg] iconand the Certificate information will display automatically.

: Set personnel social security number. The max length is 20.
: The max length is 20, and its optional.
: The max length is 6, the initial password is
- Input the actual employee’s birthday.
: The max length is 10, and it shouldn't be repeated.

: The picture preview function is provided, supporting common picture formats,
such as etc. The best size is 120x140 pixels.

® Browse: Click [Browse] to select a local photo to upload.
® (Capture: Taking photo by camera is allowed when the server is connected with a camera.

. Enroll the Personnel Fingerprint, Finger Vein or Duress
Fingerprint. To trigger the alarm and send the signal to the system, press the Duress Fingerprint.

Biological Template Quantity & 0

1) Move the cursor to the fingerprint icon position, a registration pop-up and drive download box
will appear, click [Register].

2) Select a fingerprint, press in the sensor by three times, " will be
prompted.

3) Click [OK] to finish registration.
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Please zelect a finger Fingerprint registered Successfully.

UU@& @00 UU@@ BB

Click a fingerprint to delete. If you need to register a duress fingerprint, check the Duress Fingerprint

box.

2Notes:

If fingerprints are duplicated, “Don't repeat the fingerprint entry” will be prompted.

If the fingerprint sensor driver is not installed, click “Install drive” and the system will prompt to
download and install driver.

After the fingerprint sensor driver is installed, if fingerprint register button is grey in IE browser
while it is normal in other browsers (such as Firefox, Google), you may change the settings of IE
browser, as follows:

1) In IE browser, click [Tools] > [Internet Options] > [Security] > [Credible Sites], add
http://localhost to the credible sites, then restart the IE browser.

2) In'IE browser, click [Tools] > [Internet Options] > [Advanced] > [Reset] to pop up a dialog of
Reset Internet Explorer Settings, click [Reset] to confirm; then restart the IE browser (this step
can be used when step1 has no effect).

3) If above settings are all invalid, please execute following operations (take IET1 browser as an
example): click [Tools] > [Internet Options] > [Advanced] > [Security], check the option of
[Allow software to run or install even if the signature is ..], and remove the tick before [Check
for server certificate revocation], then restart IE.

4) If the browser is below IE8, the fingerprint registration page will be different:
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Please select a finger. Fingerprint registered

The finger %’T‘S%%%ﬁ%” 4

Right Hand
Middle Finger

Click the checkbox to register or delete fingerprint. Click the checkbox to register or delete fingerprint.

i — =

5) The system supports the access from the Live20R fingerprint device and the fake fingerprint
prevention function.

Suspected Take fingerprint, please re-register.

A\

29

2. Setthe Access Control parameters for the personnel. Click [Access Control]:
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Access Control Time Attendance Elevator Control Flate Register Personnel Detail

Levels Settings Add Superuser No ﬂ
[ Master Check All
Clear All Device Operation Role Ordinary User ﬂ
Delay Passage |
Disabled O
Set Valid Time O

: Click [Add], set passage rules of special positions at different times.

Add to Lewels.
The current query conditions: Maone
Alternative Salected(0)
O Level Name Time Zone N Level Name Time Zone

bl

==

50 rows per page - Total of 0 records

:In access controller operation, a super user is not restricted by the regulations on time
zones, anti-passback and interlock and has extremely high door-opening priority.

: Select administrator to get its levels.

- Extend the waiting time when the movement of persons. Suitable for people with
disabilities or other special needs populations.

: Temporarily disable the personnel’s access level.

: Set Temporary access level. Doors can be set to open only within certain effective
period of time. If not checked, the time to open the door is always active.

#Note: The number of a person, whether departed or in service, must be unique. The system, when
verifying, will automatically search the number in the departure library.

The Personnel Information List, by default, is displayed as a table. If Graphic Display is selected,
photos and numbers will be shown. Put the cursor on a photo, details about the personnel will be

ZKBioSecurity 3.1.0.0 or above Page |15



shown.
#Notes:

(1) Not all the devices support the “Disabled” function. When a user adds a device, the system will
notify the user whether the current device support this function. If the user needs to use this
function, upgrade the device that originally does not support the function.

(2) Not all the devices support the "Set Valid Time” function of setting the hour, minute, and second.
Some devices only allow users to set the year, month, and day of the active time. When a user adds a
device, the system will notify the user whether the current device support this function. If the user
needs to use this function, upgrade the device that originally does not support the function.

3. Setthe Time Attendance parameters for the personnel. Click [Time Attendance]:

Access Control Time Attendance Elevator Control Flate Register Personnel Detail

Attendance Area

Aftendance Calculation | Yes |
[] Area Name

Device Operation Role Employee

:You can set the staff attendance area.

: Set if the attendance needs to be calculated or not. Select [Yes] for
calculating attendance. Select [No] for not calculating the attendance.

: Set the authority of the device and send it to the corresponding device.

4. Setthe Elevator Control parameters for the personnel. Click [Elevator Control]:

Access Control Time Attendance Elevator Control Flate Register Personnel Detail
Levels Settings Add Superuser NO
Check All
Clear All Set Valid Time Il

:In elevator controller operation, a super user is not restricted by the regulations on time
zones, holidays and has extremely high door-opening priority.

: Set Temporary elevator level. Floor buttons can be set to be pressed only within the
effective period of time. If not checked, the time to press the floor button is always active.

2 Note: The Elevator level must be set in advance.

5. Set the Plate Register parameters for the personnel. Click [Plate Register]:
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Access Control Time Attendance Elevator Control Flate Register Personnel Detail

License Plate Parking Space @

: The user needs to register the license plate.
- Parking space corresponding to the vehicle.
#Note: 6 license plates can be added for a single person.

6. Click [Personnel Detail] to enter the detail information and edit interface, complete personnel

detail info.
Access Control Time Attendance Elevator Control Flate Register Personnel Detail
Emiail Event Notification O
Employee Type — Hire Type —
Job Title Street
Birthplace Country
Home Phone Home Address
Oifice Phone Office Address

nn

and”." are

u o

: Set the available email address of the personnel, the max length is 30. The ",
supported. If the Event Notification is checked, the Email is required.

: After checking this menu, the system will send email to this person once an
access or an elevator event occurs. If there is no setting to email sending server, the Email Parameter
Settings window will pop up. Please refer to E-mail Management for the setting information.

7. Afterfilling in the information, click [OK] to save and exit, the person will be displayed in the
added list.

Click [Personnel] > [Personnel], select a person, click [Edit].

Click [Personnel] > [Person], select a person, click [Delete] > [OK] to delete.

zNote: Delete a person, all information about the person will be deleted.
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1) Click [Personnel] > [Person], select a person, click [Adjust Department]:

Selected person®

To new
Department*

Transfer reason

2) Select "To new Department”.

3) Click "OK" to save and exit.

® Statistics

Click [Personnel] > [Person] > [Statistics]. View the number of personnel, the number of fingerprints,
facial number, finger vein number, card number, gender and other statistical information.

Statistical Type Current Total

Male

Female

Personnel Quantity
Fingerprint Cuantity
Faoa Quantity
Finger Vein CQuantity

s T s R s Y s T % T o N s |

MNumber of cards held

® Export

Click [Personnel]> [Personnel]> [Export] to export personnel information, personnel biolmetric
template and personnel import template.
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L’ Export Personnel

L‘J" Export Biometric Template

L’ Download Personnel Import Template

1. Export Personnel: Personnel basic information is all checked(selected); check custom attributes
according to needs.

[WBasic Information

Personnel ID

Export Personnel

First Name

Last Name

Department. .

Department...  [/] Gender [] Birthday [+ Password
[] Certificate Type [] Cerificate Nu...  [] Card Number [w] Email
[«] Reservation C_.. [w] Mobile Phone
[[JCustom Attributes [[] Employee Type [_] Hire Type [] Job Title [] Street
[] Birthplace [] Country [] Home Phone [] Home Address
[] Office Phone [] Office Address
The File Type EXCEL File ﬂ
Export Mode (@) All data (Can export up to 40000 data)
() Select the amount of data to export (Can export up to 40000 data)
From the article 1 Strip, is derived 100 Data
ZKTECO
Person
Personnel ID First Name Last Name D:'P::::m Departmant Name Gender Birthday Password Certificate Type | Certificate Number Card Number Email Reservation Code Mabile Phone
1 Jery Wang 1 General Male 1980-04-23 1 1 TP443560 4481253 m 123458 50406464
2 Lucky Tan 3 D;:::’:::‘m Female 1902-12-08 2 3 784515 8155266 T78@abc.com 123456 4425621
2040 Shemry Yang hoted Hotel emale 1987-12-01 2840 1 741741 1411237 555@qqg.com 123456 145145145
Leo Hou 4 DZ::;?:L' Male 1998-12-22 3 1 23687 13271770 3232@qq.com 123456 34342543
4 Bemy Cao 1 General emale 2007-12-05 4 4 T45685QQWA 13582341 QWA@zzz.com 123458 74755468
5 Necol e 2 Dng;::r:':a' Male 2017-01-10 5 1 2242311 13260070 3322@qq.com 123456 BE45454
8 Amber Lin 4 DZE:::::_‘_ emale 2017-07-04 ] 1 784525004 48228036 787878@eru.com 123456 44820545
7 Jacky Xiang 1 General 2016-01-05 7 8 ©es1213232 8323004 434@qq com 123456 54243231
8 Glori Liu 2 Dn;‘:::’:_:?‘_ Female 1905-12-05 8 1 433114354 8130166 087 @abed com 123456 77545353
2 Lilian Mei 3 D;::::::_‘m emale 1982-12-23 e 1 X522030 9505030 8080@pp.com 123456 212121
2. Export Biolmetric Template.
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The File Type EXCEL File W

Export Mode

(@) All data (Can export up to 40000 data)

() Select the amount of data to export (Can export up to 40000 data)

From the article 1 Strip, is derived 100 Data

Personnel ID First Name Last Name Biometric Biometric Biometric Biometric Biometric Template

TExTUzbeAAAFDXEECAUHC cTQAAAIDMKBAAAAND MG/ TADWLYgANACKAYQCZABAPFwD2DzoM1g
ACAX4HIA/QACGPSQBOABUEBQCHAISLhACID+MMNACTAIEMSOBgAVOMIACOAIMAAAESAVIpQ
AyD+4PKgABARWGHwBaAAEPKAB+AOMFjwDhAFILgACWD+QPrgCHANQPEg+SACAPTAAXAFCAQQ
CpAN4MNwWCDDSIL+wAQAYMFTwBeAVYMOwDyAJQASgBAABMPIAA/DHUPDAD+ABQKT Q8w AIBIA
CBAFs0IQDCAAQLuwCqD/QLagDABoP3w/vAD4MSgAZADIBwW CpAJKEB W BsDwBPBAASA foEeAB2
AdMPSQDY AbsKNAADACBPNgA 1DsBKSgBF AZBMDABFACAKZADIABYFv0zqOS4STBKT/XT wilZgAp|
BENfF8gE3SfYBofYhyrOrF78btpY dkc5854P1kg+v18I{gBTIRX w 4ellFyQVphsBKzHZQddf7nY zNnbwD
DpyGa+MPgaVLh4uMyKTd59/0scw/SHBKRIGUGH PSv4KY BSaVeXNMmBaLEg3XjeBNv QY Rifk =PV
QpghCretAtIHToTQFIhSKJbw THAZ X/ Y TiBmODaHF ogyT9BB)zBtr0iH 1KC zZZ/3nNWeFoH Y CMpEdcg+B6)
48aUS001n]v fQrQZdAIZFHACSIsgFOXIWIWCHSIKPAWE+0Pu1g/MPLOBD TN+ O QdwixZnnaevECritd
Ee114Y08ATOFILCE+vrQlUGhal S5qb3dTsPlU4AArcn wrFdAVrQ/S+/gQANAFUZAKARAFTWTppxXRO
B2wW.iGaevvOccETAOYNRIKZ4XACFY GAHAYBTLBFQDYGly OcWpaEACtZYBT c2cHAH
AgAThLCwDmMAEF wm/MZhcBCETvnTEZsNpcWivAwWAQKBAJOKHNYhnROwWMRV wAwWAZ 1W.Igny0s
BkBC1yQwiKhnge1uwMF)wFvBAOIRFIORAQEMVXLT zorCwMKEwMLAwWWgH/UvDFgBSaY Zgwh 4w
MLCOwSvfMIEAMRSDAMHBU14YG1ZEgHIepZKve 3dx G2k, yg: KpCg3fNwa
F2dnSW1QD1i39g4C ihM7CAB3] 7 DrFxfH+wcLAgQFNK
RRXMNcGAD1YJzFeY|CwsHCwLXBxWREDgCCsPAT/S3x0cA4CADEDZ FEZMCKHAEOsVke Y IAHTBIB
MBXMWEDwBtst7+8SnESfSFCADMSIL+R1wJAJSIA/BHTUFAcU3HC/P40D2IBXH fiw TpFDw +NvHDE w/
cEHVvoAAaS/D/sp0/1 GTSEOAKPEHjr8+vHB/IMAMQ3Fvskmio+/BAM ABVwiL+wP/+wDj+SROWAUAS
NSfw/rNBABO1VPAB/40DSDhNPsywQf8QA0BBeEUsEFCwWvd ZT8+1tFONIFY eLewPz7/Dn8+PDEw 17
BwP4BwWAMPIBNER 9Q2MBJRAUGRDY ich+xhDTHTbSCBEWEpX/LDP
wcQ7RWDivvwSgUQRyBaBVQBHO0ILCwFEccuWBIBERBEMOMECBDNzcDwsH/BVKBH+40WkoXEK2
1INBPPTT+vw+1ZLARDQPVIAZXATV +XBbZTACSWNEEXWVEQ=

1 Jerry ‘Wang 1 Fingerprint 10 4 1

3. Download Personnel Import Template: Export personnel template, you can configure the
corresponding fields (including custom attributes fields) to be exported, the required fields
(Personnel ID, Name, Department ID, Department Name) do not support configuration.

[w/|Basic Information Personnel ID

Department.

[v] Certificate Type

[] Reservation C...

[[] Employee Type

[] Birthplace
[] Office Phone

First Name

Gender

[v] Certificate Mu...

[w] Mobile Phone

[] Hire Type
[] Country
[] Office Address

The File Type |EXCEL File

Last Name
Birthday
[] Card Number

[] Job Title
[] Home Phone

Department...

Password

v Email

[] Street

[ ] Home Address
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® [mport

Click [Personnel]> [Personnel]> [Import] to import personnel information and personnel biolmetric
template. It only supports personnel information template for import.

E Import Personnel
E Import Biometric Template

® Card Printing

Click [Personnel] > [Person], select a person, and click [Print Card].

Card Template | Default Template Edit Template Add Template Delete Template

Printer |

Front

Total Progress ||

Personnel MName Department Name Print Status
ID

123456 Herbert George Marketing ‘Waiting

Name: Herbert George
Dept: _ Marketing

ID 123456

Date: 2017-06-28

Select a card template and a printer and click [Print Card].
1. To add a template, click [Add Template].
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Template Mame®
Front® &) Vertical () Transverse

Back® @ Vertical () Transverse

Enter [Template Name], select the template direction, and click [OK]. The left figure below is a vertical
template and the right one is a transverse template.

Left Margin
Top Margin
Text

Font Size

Select Field

[ Parsonneal ID [C] Name

(] Department (] Hire Date

[] Gender [] Mobile Phone
(] Photo ) Email

Insert Picture Insert Backaround Picture

Insert Text Insert Underscore

A Double click to delete the inserted picture, text, underline.

o L o

Page |22
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Select Field
B ] Personnel ID [C] Name
() Department ] Hire Date
] Gender ] Mobile Phone
[CJ Phota ) Email

Insert Picture Insert Underscors
Insert Text Insert Backaround Picture
A\ Double click to delete the inserted picture, text, underline

B =T

(1) Select fields.

Select Field
[ | Personnel ID [ Name
[ | Department [ Hire Date
[ | Gender [ ] Mobile Phone
|| Photo [] Email

Select corresponding fields. The fields will be displayed in the template. You can drag the fields to
change the field coordinate.
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Personnel ID

(2) You can insert pictures, background images, texts and underlines into the template.

Enter the text to be inserted in [Text] to insert texts to the template.

Left Margin
Top Margin
Text

Font Size

108

233

Persannel ID

18px

Left Margin
Top Margin
Text

Font Size

105

239

FKTeco

18px

= Notes:
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1) Click ¥ to delete inserted fields.

2) Double-click inserted pictures, texts or underlines to delete them.

3) Upload a background image of 635 x 1010 pixels for a vertical template and a background
image of 1010 x 635 pixels for a transverse template.

2. To edit a template, click [Edit Template]. The procedures for editing a template are the same as

those for adding a template and will not be mentioned here.

#Note: By default, neither of the vertical template nor the transverse template can be edited. Only

user-defined templates can be edited.

3. To delete a template, click [Delete Template].

Prompt

Are you sure you want to perform the delete
operation?

Click [OK] to delete the template.
#Note:

By default, neither of the vertical template nor the transverse template can be deleted. Only
user-defined templates can be deleted.

Some personal attributes can be customized or deleted to meet different customers' requirements.
When the system is used for the first time, the system will initialize some personal attributes by
default. Customized personal attributes can be set for different projects according to requirements.

1) Click [Personnel] > [Personnel] > [Custom Attributes] > [New], edit the parameters and click [OK]
to save and exit.
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New

Attribute Mame”

Input Type® FPull-down List T

Aftribute Value®

*

Row

Column®

- Must be filled in and not be duplicated. Max length is 30.

non

: Select the display type, includes “Pull-down List”, "Multiple Choice”, “Single Choice” and
“Text”.

: Suitable for the Pull-down List, Multiple Choice and Single Choice of input type. Use
a " to distinguish the multiple values. If the input type is Text, the attribute value is not suitable.

: The column and row of a field are used together to control the display position of the
field. Numerals are supported. The column number cannot exceed 99, and the row number can only
be 1 or 2. The combination of the column and row must not be duplicated. As shown in the
following figure, starting from Employee Type, it is in the first column and first row, and Hire Type is
in the first column and second row.

Access Control Elevator Control Fersonnel Detail
Email Event Notification ]
Employee Type — r Hire Type — r
Jab Title Street
Birthplace Country
Home Phone Home Address
Cffice Phane Cffice Address

Click [Edit] below operations to modify the corresponding attribute.

Click [Delete] below operations to delete an unneeded attribute. If the attribute is in use, the system
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will prompt before confirming to delete.

#sNote: The custom attribute will not recovery once deleted.

1) Click [Personnel] > [Personnel] > [Parameters]:

Personnel 1D Setting

The Maximum Length:a |

Support Letters: () Yes (®) No

Card Setling
The Maximum Length: Bits(Binary)
Card Format Display: (@ Decimal (") Hexadecimal
Multiple Cards per Person:() Yes (®) No

Registration Client

Certificate Recognition
(O OCR (") IDReader

Registration Code* | Regisier [[e] @ Download OCR V2.0 Driver
Card Printing
Registration Code* |[—— | Register '

2) Set the maximum length of personnel number and whether it supports letters.

3) Set the maximum length (binary number) of the card number that the current system supports.

4) Set the card format currently used in the system. The card format cannot be switched when the

system has a card.

5) Set whether the Multiple Cards per Person function is enabled in the system.

6) Registration Client

» If nodriver has been installed, the [Download Driver] link is displayed. Click the link to download
and install the driver.

Reqgistration Client

Cerificate Recoanitian

OCR IDReader

Reqgistration Code® Download Driver

Card Frinting

Registration Caode®
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» Enter the corresponding registration code and click [Register].
Card Printing

Registration Code*

#sNote: Click [System] > [Authority Management] > [Client Register] to view the registration code.

8) Click [OK] to save the setting and exit.

After the multiple cards per person function are enabled, you can set multiple cards on the
Personnel page.

£roess Control Elewator Control More Cands. Personnel Detsil
Secondary Card == @ Secondary Card = ®
Secondary Card = ®

#sNote: Not all devices support the Multiple Cards per Person function. For details, please consult
the technical personnel.

There are three modules in card management: Card, Wiegand Format and Issue Card Record.

1) Click [Personnel] > [Card Manage] > [Batch Issue Card]:
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Batch Issue Card

A\ Personnel ID on y supports input figures, and only shows persons with no card issued [max. 300)! The device only reads the unregistered card when the issuing way is reader.
Start Personna 1D End Personnel ID Generate List
Card Enrollnnent Method USE Resder out Card Mumbsr OK Clear
Device
MNumber of Fersons with Mo Card Issuea:l Mumber of Issued Cards:0
Personned D First Name Last Mame Department Mame Mumber Personnel  First Mame LastMame Deparment Card Mumber
MName

[ saveandnew ll ox W cancel |

2) Enter Start and End Personnel No. and click [Generate List] to generate personnel list and show all
personnel without cards within this number series.

#sNote: The Enter Start and End Personnel No. only support numbers.
3) Select Card Enrollment Method: USB Reader or device.

For the use of USB reader, punching on the Issue machine directly. The System will get the card
number and issue it to the user in the left list.

For the use of device, you need to select the position of punching, click & [Start to read], the
system will read the card number automatically, and issue it to the user in the left list one by one.
After that, click = . [Stop to read].

#sNote: During Batch Issue Card, System will check whether the card number issues card or not, if
card has been issued before, the system will prompt “The Card Number has already been issued”.

4) Click [OK] to complete card issue and return.

Wiegand Format is the card format that can be identified by Wiegand reader. The software is
embedded with 9 Wiegand formats. You may set the Wiegand card format as required.

(% Refresh [ new ([ Delete [E) Card Formats

O Mame Mode Site Code Auto Operations
[0 Wiegsnd Formst25 Mode One a Yes Edit
[0 Wiegsnd Formst28a Mode One a Nao Edit
[0 Wiegsnd Formst34 Mode One a Yes Edit
[0 Wiegsnd Formst34a Mode One a No Edit
[0 Wiegsnd Formst38 Mode One a Yes Edit
[0 Wiegsnd Formst37 Mode One a Yes Edit
[0 Wiegend Formst37a Mode One a MNo Edit
O Wiegsnd Formst50 Mode One a Yes Edit
O Wiegsnd Formstas Mode One a Yes Edit
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This software supports two modes for adding Wiegand Format, if mode 1 does not meet your
setting requirement, switch to mode 2. Take Wiegand Format 37 as an example:

Name" JNiegand Format3T
Totsl Bit* ar
Site Code™ [y
Auto ]
(@) Mode One
First Parity Checkip) 1
Second Parity Check{p) kD)
Odd Parity Checkio) Even Parity Check(e) CID(c) Site Code(s) Manufactary Code{m)
csart Bit Theﬂa;;um Start Bit TheL!;I:;:lﬁ'n.'lum ceart Bit TheLr\:ra;Emm Start Bit Themum ceart Bit ﬁemem
20 15 1 12 18 18 2 18 ] o
() Mode Two
Card Check Format” PS55555555555555500CC0000C00OO0C00000E
Parity Check Format™

o coe |

Format Specifying:

P indicates Parity Position, s indicates Site Code, ¢ indicates Cardholder ID, m indicates Manufactory
Code, e indicates Even Parity, O indicates Odd Parity, b indicates both odd check and even check, x
indicates parity bits no check.

The previous Wiegand Format 37: the first parity bits (p) check “eeeeceeeeceeeeceee”, the second
parity bits check “0000000000000000000". Card Check Format only can be set “p, x, m, ¢, s, Parity
Check Format only can be set “x, b, o, e".

® Card Formats Testing

If the number on the card is different from the number that is displayed after you swipe the card, you
can use this function to calibrate the Wiegand format. The page is displayed as follows:
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Device * | Click fo select

Read Card Clear Card Information

Site Code Card Number*

wowt I
{")Cand 2
(C)Cand 3

Original Card Mumber

,ﬁ. When you contiune to read a new cand, please manuslly switch to the next cand.

Card format

Odd-Even Parity Format

[JAuste calculste site code while the site code are left blank

Select a device that supports the card formats testing function and input the number and site code

(optional) on the card.

1) Click [Read Card] and swipe the card on the device reader. The original card number read by the
device is displayed in the input box on the right.

2) Click [Recommend Card Format]. The Wiegand card format recommended for the input card
number is displayed below.

3) If [Auto calculate site code while the site code is left blank] is selected, the software calculates the

site code based on the card format and card number.

4) Click [OK]. The page skips to the Wiegand Format Adding page to save the recommended

Wiegand format.

#Note: The card formats testing function is supported only by certain devices.

3.2.3 Issue Card Record

Used to record the life cycle of a card and display the operations performed on the card.

Card Number

The current query conditions: None

(% Refresh

Card Number Personnel ID

3333 423
22222 222
1111 25

Action

First Name
dany

Jack

Last Name

Micro

Chen

Marew

Action

Issue Card

Issue Card

Issue Card

pent
LX)

Issue Card Date
2015-05-26 15:30:50
2015-05-26 15:30:42

2015-05-26 15:30:29

Change Time
2015-05-26 15:30:50
2015-05-26 15:30:42

2015-05-26 15:30:29
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#Note: The cards and card issuing records of an employee will be deleted altogether when the
employee is deleted completely.

For details about this function, please refer to its user manual.
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The system needs to be connected to access controller to provide access control functions. To use these
functions, user must install devices and connect them to the network first, then set corresponding
parameters, so you can manage devices, upload access control data, download configuration information,
output reports and achieve digital management of the enterprise.

Add access device, set the communication parameters of connected devices, including system
settings and device settings. When communication is successful, you can view the information of
connected devices, and perform remote monitoring, uploading and downloading etc.

There are two ways to add Access Devices.
1. Add Device by manually

(1) Click [Access Device] > [Device] > [New] on the Action Menu, the following interface will be
shown:

TCP/ IP communication mode RS485 communication mode
New New
Device Name* Device Name®
Communication Type* * TCPAP( ) RS485 Communication Type” TCPIIP (@ RS485
Serial Port Number* COM1 v

IP Address*

.
Communication port* 4370 RS5485 Address

(Range1-63)

Communication Password
R3485 Address Code Figure
Control Panel Type Four-Door Access Conl v

Area* Area Name

Switch to Two-door Two. Baud Rats”
way
Communication Password
Add to Level ——— A

Control Panal Type Four-Door Access Conf v
Clear Data in the Davice
when Adding Area Area Name
. Switch to Two-door Two-way
Al evice
& Add to Level —— v

Clear Data in the Device when
Adding

'y 3

: Enter the IP Address of the access controller.
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: The default value is 4370.
: COM1~COM254.

: The machine number, the range is 1-63. When Serial Port No. is same, it is not
allowed to set repeated RS485 addresses.

: Same as the baud rate of the device. The default is 38400.

: Display the code figure of RS485 address.

: Any character, up to a combination of 20 characters.
: The max length is 6 with numbers or letters.
& Notes:

1) You do not need to input this field when it is a new factory device or just after the initialization.

2) When setting the standalone device's communication password and communication password to
0, it means no password; however, for access control panel, it means the password is O.

3) You need to restart the device after setting the door sensor of the standalone device.

: One-door access control panel, two-door access control panel, four-door access
control panel, Standalone Device.

: You need to set this option if the device supports setting the time zone and the device
time zone is not in the same time zone as the server. This option does not appear for devices that do
not support setting the time zone. The newly added device defaults to synchronize server's time
zone.

. Specify areas of devices. After Area Setting, devices (doors) can be filtered by area upon
Real-Time Monitoring.

: When the control panel type is set to the four-door access control
panel, the four-door access control panel can be switched to the two-door two-way access control
panel in the system.

: Automatically add the device to the selected level. The device cannot be automatically
added to the selected level if the number of personnel exceeds 5000. You can add personnel after
the device is successfully added.

: Tick this option, after adding device, the system will clear all
data in the device (except the event logs). If you add the device just for demonstration or testing,
there is no need to tick it.

(2) After editing, click [OK], and the system will try to connect the current device.
If successful connect, it will read the corresponding extended parameters of the device.

. includes serial number, device type, firmware version number,
auxiliary input quantity, auxiliary output quantity, door quantity, device fingerprint version, and
reader quantity etc.
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#Note: When deleting a new device, the software will clear all user information, time zones,
holidays, and access control levels settings (including access levels, anti-pass back, interlock settings,
linkage settings etc.) from the device, except the events record (unless the information in the device
is unusable, or it is recommended not to delete the device in used to avoid the loss of information).

< TCP/IP Communication Requirements

Support and enable TCP/ IP communication, directly connect device to the PC or connect to the
local network, query IP address and other information of the device;

< RS485 Communication Requirements

Support and enable RS485 communication, connect device to PC by RS485, query the serial port
number, RS485 machine number, band rate and other information of the device.

2. Add Device by Searching Access Controllers

Search the access controllers in the Ethernet.

(1) Click [Access Device] > [Device] > [Search Device], to show the Search interface.
(2) Click [Search], and it will prompt [Searching...... .

(3) After searching, the list and total number of access controllers will be displayed.

Search Device

‘ No device found? Download Sesrch Tools to Local Disk

| Searched devices count:2

. Total Progress 100% Mumber of devices added:1
|P Address Davice Type Serigl Mumber
IP Address MAC Address Subnet Mask Gateway Address Serial Number Device Server Address Ciperations
Maodeal
182.168.217.221 2662662560 1D2.168.217.1 2635161600001  inBIC480 Pro Add
2182701 2652552850 102188.0.254 14863635477750 ACP Thiz device has been added

25 Note: UDP broadcast mode will be used to search access device, this mode cannot perform

cross-Router function. IP address can provide cross-net segment, but must be in the same subnet,
and needs to be configured the gateway and IP address in the same net segment.

(4) Click [Add Device] behind the device.
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If the device is a pull device, enter a device name, and click [OK] to complete device adding.

Device Name® 192.168.214.9

Communication Password

Area”

Add to Level
Clear Data in the Device when Adding (]

A [Clear Data in the Device when Adding] will delete data in the device (except event
record), please use with caution!

.

Clear Data in the device when adding: Tick this option, after adding device, the system will clear all
data in the device (except the event logs).

If the device is with a push firmware, the following windows will pop-up after clicking [Add]. After
configure IP address and port number when tick IP Address in [New Server Address] option, or
configure domain address, port number and DNS when tick Domain Address in [New Server Address]
option, device will be added to the software automatically.

Device Name® 92.168.214.201 |

New Server Address® (®|P Address (Domain Address
|192 168 . 214 . 43 |

New Server Port |en33 |

Communication Password | |

Area® | Area Mame =|

Add to Level |_ v ‘

Switch to Two-door Two-way ]
Clear Data in the Device when Adding ]

A [Clear Data in the Device when Adding] will delete data in the device (except event
recard), please use with caution!

ECE
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Device Name” 192.168.214.229

New Server Address® (P Address (s Domain Address

biosecurityxmzkteco.com
New Server Port® 80
DNS* 8
Communication Password
Area” Area Name
Add to Level —_—

Switch to Two-doar Two-way [

Clear Data in the Device when Adding O

A\ [Clear Data in the Device when Adding] will delete data in the device (except event
record), please use with caution!

New Server Address: To add device by IP Address or Domain Address, part devices can be added to
the software by entering domain address.

New Server Port: Set the access point of system.
DNS: Set DNS address of the server

Clear Data in the Device when Adding: Check this option, after adding device, the system will clear
all data in the device (except the event logs). If you add the device just for demonstration or testing,
there is no need to tick it.

#Note: When using one of the three add device methods above, if there exist residual data in
original device, after a new device added to the software, please sync original data to it by clicking
[Device] > [Synchronize All Data to Devices], otherwise these original data may conflict with normal
usage.

(5) The default IP address of the access device may conflict with the IP of a device on the Local
network. You can modify its IP address: Click [Modify IP Address] behind the device and a dialog box
will open. Enter the new IP address and other parameters (Note: Configure the gateway and IP
address in the same net segment).

#Note: Some PUSH devices support SSL. To use this function, select the HTTPS port during software
installation and ensure that the device firmware supports SSL.

4.1.2 Device Operation

For communication between the system and device, data uploading, configuration downloading,
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device and system parameters shall be set. User can edit access controller within its levels in the

current system, and only can add or delete devices in Device Management if needed.

(C% Refresh @ New m Delete |—_|’ Export Q Search Device ' Enable @ Disable ?é Synchronize All Data to Devices = Mare -
= . L. Upgrade Firmware
(]  Device Name  Serial Number AreaName  Communic Network IP Address RS485 Enable _
Type Connection Parameter Reboot Device
Mode £¥ Get Device Option
@ 192 168214 215 6405163500013 Area Name TCPIP Wired 192168214215 (] 8,, Get Personne! Information

] cetTransactions

T2y synchronize Time

w Set Bg-Verification Options
S SetDevice Time Zone

=

ﬁ} Set The Registration device

I’;’ Set Daylight Saving Time

1 WModify IP Address

g’ Maodify Communication Password

& Modify RS485 Address

E Madify the Fingerprint Identification Threshold
“® Switch network connection

[ View Rules of Devices

% View Device Capacity

Operations

Edit Delete

® Edit or Delete a Device

Edit: Click Device Name, or click [Edit] below operations to open the edit interface.

Delete: Select device, click [Delete], and click [OK] to delete the device.

Device Name® |rz1s.2?.t11

Caomrmunication Type® () TCPAP () RS485 (&) HTTP
Serial Numbar 14263635477750

IF Address® 216 .27 -0 -1
Camrmunication port™ G065

Cantrol Fan! Typs Four-Door Access Coni ||
Area® Ares Name

o cee ]

For the meanings and settings of the above parameters, see the relevant chapters for details. ltems

displayed in grey are not editable. Device Name must not be identical to the name of another

device.

Access Control Panel Type cannot be modified, if the type is wrong, user need to manually delete

the device and add it again.

® Export
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Device information can be exported in EXCEL, PDF, CSV file format.

The File Type EXCEL File W
Export Mode (@) All data (Can export up to 40000 data)
() Select the amount of data to export (Can export up to 40000 data)
From the article 1 Strip, is derived 100 Data
[ ok
ZKTECO
Device Name Serial Number Area Name IR Nehnrk IFi::I‘; RE485 Parameter Enable Device Model Register device Firmware Version

Type i

192.168.218.60 20100501899 Area Name

1982.168.218.60

Enable

C3-400Pro

AC Ver47.7.3033
Jun 16 2017

® Disable/Enable

Select device, click [Disable/ Enable] to stop/ start using the device. When communication between
device and the system is interrupted or device fails, the device may automatically appear in disabled
status. After adjusting local network or device, click [Enable] to reconnect the device and restore

device communication.

® Synchronize All Data to Devices

Synchronize data in the system to the device, select device, click [Synchronize All Data to Devices]

and click [OK] to complete synchronization.
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Selected Device
(e Controller : 192 168.0.225

|#|Access Authority [#|TimeZone, holidays |#|Doar parameters
|#|Linkage |#|Interlock |#|AntiPassback
Clear All |#|First-Person Gpen Door [#/Multi-Person Qpen Doar (#\Wiegand Format
|« Auxiliary Qutput
parameters

Total Progress

[ |
e

Fs

&Note: [Synchronize All Data to Devices] will delete all data in the device first (except transactions),
and thus download all settings again. Please keep the net connection stable and avoid power
down situations, etc. If the device is working normally, please use this function with caution.
Execute it in rare user situations to avoid impact on normal use of the device.

® Upgrade Firmware

Tick the device that needs to upgrade firmware, click [Upgrade firmware] to enter edit interface, then
click [Browse] to select firmware upgrade file (named emfw.cfg) provided by Access software, and
click [OK] to start upgrading.

#sNote: The user shall not upgrade firmware without authorization. Contact the distributor before
upgrading firmware, or upgrade it with instruction by the distributor. Unauthorized upgrade may
bring problems that affect your normal use.

® Reboot Device
Reboot the selected device.
® Get Device Option

Get the common parameters in the device. For example, get the firmware version after the device is
updated.

® Get Personnel Information

Renew the current number of personnel, fingerprints, finger vein and face in the device. The final
value will be displayed in the device list.
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Get transactions from the device into the system. Two options are provided for this operation: Get
New Transactions and Get All Transactions.

: The system only gets the new transactions since the last time transactions
were collected and recorded into the database. Repeated transactions will not be rewritten.

: The system will get all of the transactions again. Repeated Entries will not be
rewritten.

When the network status is operating well and the communication between system and device is
normal, the system will acquire transactions of the device in real-time and save them into the system
database. However, when the network is interrupted or communication is interrupted for any
reasons, and the transactions of the device have not been uploaded into the system in real-time,
[Get Transactions] operation can be used to manually acquire transactions of the device. In addition,
the system, by default, will automatically acquire transactions of the device at 00:00 each day.

#sNote: Access controller can store up to 100 thousand of transactions. When transactions exceed
this number, the device will automatically delete the oldest stored transactions (delete 10 thousand
transactions by default).

Synchronize device time with current server time.

Setting parameters of the device connected to the server.

(1) Select the device which shall be on line, click [More] > [Set Bg verification parameters]:
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Selected Device
(# The devices which have disabled background verification : 192 1658.0 225

Set Bg-Verification Options

Background verification Enable v

[fthe device is offline Standard Access Leve ¥

Total Progress

Background verification: Enable or Disable Background verification function.

[f the device is offline: If the controller is offline, device has levels of Standard Access Level or Access
Denied.

(2) After setting, click [Start] button to issuing the Background verification parameters Settings.

#Note: If you need advanced access control functions, please enable [Background verification], and
issue the background verification parameters to the device.

® SetDevice Time Zone

If the device supports the time zone settings and is not in the same time zone with the server, you
need to set the time zone of the device. After setting, the device will automatically synchronize the
time according to the time zone and server time

® Set Daylight Saving Time
According to the requirements of different regions, set Daylight Saving Time rules.
® Modify IP Address

Select device and click [Modify IP address] to show the modification interface. It will obtain real-time
network gateway and subnet mask from the device (If obtaining fails, IP address cannot be modified).
Enter new IP address, gateway, and subnet mask. Click [OK] to save settings and quit. This function is
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the same as [Modify IP Address Function] in Device. The difference is when searching control panels,
the devices has not been added into the system, while the current Modify Device IP Address is
regarding added devices.

® Modify Communication Password

Enter the old communication password before modification. After verification, input the same new
password twice, and click [OK] to modify the communication password.

#Note: Communication password cannot contain space; it is recommended that a combination of
numbers and letters be used. Communication password setting can improve the device security. It is
recommended to set communication password for each device.

® Modify RS485 Address
Only the devices that use RS485 communication and with no DIP Switch can modify RS485 address.

® Modify the fingerprint identification threshold (Ensure that the access controller supports
fingerprint function)

The fingenprint identification [35?03

thresheid”

User can modify the fingerprint identification threshold in the device; scale is 35-70 and 55 by default.
When add device, the system will read the threshold from the device. User can view the threshold in
devices list. Batch operation is permitted.

{ Switch network connection

Metwork Connection Mode ) Wired 4G (@) Wifi
Search WIF

Wireless 35ID° TP-LIMK_GD9C_xinxiao

Wireless Key®

Cancel
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This function is applicable to InBio5 series access control panels, which is used to switch currently
network connection mode of control panel.

{ View Rules of Devices

View the Access rules in the device.

First-Person Mormally Open

Multi-Person Opening Door

Door Sensor

Active Time Zone W

Passage Mode Time Zone

Background verificst Between multiple rules
Globsl Anti-Passback e
A\ Linkage and global
linkage, anti-passhack
and global anti-passback
are sat at the same time,

there may be conflicts.

Global Imterleck

Global Linkage

® View Device Capacity

Check the capacity of personnel’s fingerprint in the device.

R &

182.165.217.221 2/50000

.“ I you find that the data is not consistent with the device, please synchronize the data of the two before the query!
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® Set the Registration device

Only when set the registration device, standalone device's data such as personnel can automatically
upload.

Set The Registration device Yes B

4.1.3 Doors

1. Click [Access Device] > [Device] > [Door] to enter Door Management interface (click “Area Name”
in the left, system will automatically filter and display all access devices in this area).

Dcorteme | | OwnedDeues Area Mame Morew O, (%)

The current query conditions: Nane

(% Refresh || Remote Opening W/ Ensble () Disable | | RemoteClosing IS# CanoslAlsrm % Remote Nommslly Open = More +

O  Door Mame Area Mame Cwned Device Serisl Number Door Number  Enable  Active Time Zone: Door Sensor Verifostion Mode Cperations

pe

O 2627011 AresNeme 2182701 1480383547770 1 ] 24-Hour Accessible Mane Card or Fingerprint Edit
O 2627012 AresMeme 2182701 1426383647TTED 2 [] 24 Hour Acsessible Mane Card or Fingerprint Edit
O 2ez7013 Ares Meme  216.27.0.1 1496383547770 3 L] 24 Hour Accessibie Mane ‘Card or Fingerprint Edit
O 2627.014 AresNeme 2182701 1480383547770 4 ] 24-Hour Accessible Mane Card or Fingerprint Edit
O 1s2163217.221-1 Ares Name 162.163.217.221 3E3I5161600001 1 [] 24-Haur Accessible Nane Card or Fingerprint Edit
O 1sziea7zn- Area Mame 102,162 217221 3635161600001 2 L] 24 Hour Accessibie Mane ‘Card or Fingerprint Edit
O 182.183217.221-3 fres Name 102.163.217.221 30361600001 3 ] 24-Hour Accessible Mane Card or Fingerprint Edit
O 1821632172214 Ares Name 162.163.217.221 3E3I5161600001 4 [] 24-Haur Accessible Nane Card or Fingerprint Edit

® Door parameter modification:

Select the door to be modified, and click Door Name or [Edit] button below operations to show the
Edit interface:

ZKBioSecurity 3.1.0.0 or above Page |45



Edit
Device Mama" 218.27.0.1 Door Mumber” 1
Door Name* Active Time Zone® 24-Hour Accessible ﬂ
\erfication Mode® Card or Fingerprint ﬂ Lock Open Durstion® L3 second{(-254
\iegand Formst Futo ¥ REX Mode" Uniock ™|
Operate Interval® 2 second(0-254 REX Delay second(5-254
Dioor Sensor Type® Mone ﬂ REX Time Zone 24-Hour Accessible ﬂ
Close and Reverse State | Anti-Passback Duration of o rminute(0-120
Enirance
Dioor Sensor Delay second(1-254 Duress Password Mazimum & Bit Integer
Passage Mode Time Zone e ﬂ Emergency Password 2 Bit Integer,
Disable Alarm O
Mult-Person Operation 1 econd{S-
Inferval”
The above setlings are copied to —_— ﬂ

:Itis not editable.

: System automatically names it according to doors quantity of the device. This
number will be consistent with the door number on the device.

#Note: By default, the number following the underline in the Door Name is consistent with the
Door Number, but 1/2/3/4 in anti-passback and interlock refer to Door Number rather than the
number following the Door Name, and they are not necessarily related.

: The default is "device name _door number”. The field allows user to modify as required.
Up to 30 characters can be entered.

: By default, both are null. Active Time Zone must be input, so that the door can be
opened and closed normally. Passage Mode Time Zone must be set within the Active Time Zone.

#Note: For a door, currently in Normal Open state, consecutive verification of a person having
access level for the door for 5 times (verification interval should be within 5 second.) can release the
current Normal Open status and close the door. The next verification will be a normal verification.
This function is only effective at the Active Time Zone of specified door. And within the same day,
other Normal Open intervals set for the door and First-Person Normally Open settings will not take
effect anymore.

: Used to control the delay for unlocking after punching. The unit is second
(range: 0~254 seconds), and the default is 5 seconds.

- Interval between two punches, the unit is second (range: 0~254 seconds), and the
default is 2 seconds.
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: Only one entry is allowed with a reader in this duration. The
unit is minute (range: 0~120 minutes), and the default is 0 minute.

: None (no detect door sensor), Normal Open, Normal Close. The default is NO.
When select Normal Open or Normal Close, you need to set Door Sensor Delay and decide whether
or not Close and Reverse-lock is required. When door sensor type is set as Normal Open or Normal
Close, the default door sensor delay is 15 seconds, and enable close and reverse state.

: The duration for delayed detection of the door sensor after the door is opened.
When the door is not in the Normally Open period, and the door is opened, the device will start
timing. It will trigger an alarm when the delay duration expired, and stop alarm when you close the
door. The default door sensor delay is 15s (range: 1~254 seconds). Door Sensor Delay should be
longer than Lock Open Duration.

: Set locking or not after door closing. Tick it for lock after door closing.

- Identification modes include Only Card, Card plus Password, Only Password, Card
plus Fingerprint, Card or Fingerprint. The default is Card or Fingerprint. When Card plus Password
mode is selected, make sure the door is equipped with a reader with keyboard.

: Select the Wiegand card format that can be identified by the Wiegand reader of
the door. If the punched card format is different with the setting format, the door cannot be opened.
The software is embedded with 9 formats, and the default is automatic matching to Wiegand card
format. (except for the card format name with a, b or ).

. Locking indicates that the door is locked after the exit button is
pressed. Unlocking indicates that the door is unlocked after the exit button is pressed. The default is
unlocking.

- Indicates the alarm delay time for door detection after the exit
button is locked. When the door is unlocked forcibly, the system detects the door status after a
period of time. The default is 10s (range: 1~254 seconds). The exit button has to be locked before
setting this option.

: The button is available only in the specified time segment.

: Based on the lock open duration, the door sensor delays and exit delay, the
duration of entrance is the extra time limit. To function this feature, you need to check [Delay
passage] option to extend when add or edit staff. For example, you may set the duration of entrance
for people with disabilities.

: The time period from the completion of verification to opening door (range: 1~60
seconds).

: The time period during two people verify with card or fingerprint
(range: 1~60 seconds).

: Upon duress, use Duress Password (used with legal card)
to open the door, when opening with Duress Password, it will alarm. Upon emergency, user can use
Emergency Password (named Super Password) to open door. Emergency Password allows normal
opening, and it is effective in any time zone and any type of verify mode, usually used for the
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administrator.

< Duress Password Opening (used with legal card): Password is a number not exceeding 6 digits.
When Only Card verification mode is used, you need to press [ESC] first, and then press the
password plus [OK] button. Finally punch legal card. The door opens and triggers the alarm.
When Card + Password verify mode is used, please punch legal card first, then press the
password plus [OK] button (same to normal opening in card plus password verification mode),
the door open and trigger the alarm.

<> Emergency Password Opening: Password must be 8 digits. The door can be opened only by
entering the password. Please press [ESC] every time before entering password, and then press
[OK] to execute.

When using Duress Password or Emergency Password, the interval for entering each number shall
not exceed 10 seconds, and the two passwords should not be the same.

: check the box to disable the alarm voice in real-time monitoring page.
:Including below two options.

< All doors of current device: Click to apply to all doors of the current access device.

< All doors of all devices: Click to apply to all doors of all access devices within the current user’s
level.

2. After parameter editing, click [OK] to save and quit.

1. Click [Access Device] > [Reader] on the Action Menu, select a reader and click [Edit]:

Door Mame™
Murnber*

Reader Type"

Nama" [102.168.217.221-1-n |

Reader Communication Type WiegandR5485 ﬂ

Encrypt O
The sbove settings are copied to — ﬂ

ﬂ 12 SNCTyYpnon IS Copied 10 & readers of current device

: Name of the reader displayed on the list page.
: Wiegand/R5S485, Wiegand, RS485, and Disabled are available. When a
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communication type is selected, the reader interface on the device receives data (including card and
fingerprint data) only of the specified type.

cncrypt If this option is selected, the device can use only encrypted readers, such as SF10 and
FR1300. Bind/Unbind Camera

Bind camera, if carried out the interaction setting in Linkage or in Global Linkage, it will make a video
linkage (pops up video, video or capture) once there is a corresponding event occurs.

Click [Bind/Unbind Camera] to select a channel or channels:

Channel Name Serial No. Q T

The current query conditions: None

Alternative Selected(0)
O Channel Name Owned Device Serial No. O Channel Name Owned Device Serial No.
] Ih-1 Ih DS-2CD2012-12014081!
==
=
-
S
1<] <] From1To1 [» [ 50 rows per page

Click [OK] to finish.

2z Note: A reader can bind more than one channel.

4.1.5 Auxiliary Input

It is mainly used to connect to devices, such as the infrared sensor or smog sensor.

1. Click [Access Device] > [Auxiliary Input] on the Action Menu, enter into the following page:

Meme [ ] DeviceMame Printed Name Q ®
The current query conditions: Mone

(% Refresh

Marme Devica Mame Number Printed Mame Bound Camers Rermark Operations
Auiliary Inpus-1 216.27.0.1 1 1M1 Edit Bind/Unbind Camers
Auxiliary Inpui-1 182.168.217.221 1 IN1 Edit Bind/Unbind Camers
Auiliary Inpus-2 182.168.217.221 2 N2 Edit Bind/Unbind Camers
Aupiliary Input-3 182.168.217.221 ] =] Edit Bind/Unbind Camers
Aupxiliary Inpui-4 182188 217.221 4 N4 Edit Bind/Unbind Camers

2. Click [Edit] to modify the parameters:
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fusdisry Input-1 |

24-Hour Accessible

Fields are as follows:
Name: You can customize the name according to your preference.
Printed Name: The printing name in the hardware, for example IN5.

Active Time Zone: Auxiliary input is available only in the specified time segment.
#Note: Only Name, Active Time Zone and Remarks can be modified.

3. Click [Edit] to modify the name and remark. Others are not allowed to edit here.
® Bind/Unbind Camera

Bind camera, if carried out the interaction setting in Linkage or in Global Linkage, it will make a video
linkage (pops up video, video or capture) once a corresponding event occurs. For more steps, please
refer to Reader: Bind/Unbind Camera.

&Note: An input point can bind more than one channel.

4.1.6 Auxiliary Output

Mainly connected to alarm, it is used when linkage is working.

1. Click [Access Device] > [Auxiliary Output] on the Action Menu, enter into the following page:
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o[ ] et | e Q0
The current query conditions: Mone

(* Refresh ' Remote Open  * Remote Close | */ Remote Momally Open

O Name Device Name: Number Printed Marne ;;nlszage Mode Time Remark Operations
O  Ausilis =1 216.27.0.1 1 ouT1 Edit
[0 Auilisry Quiput-1 102.188 217221 1 ouT1 Edit
O  Auslisry Output-2 182.188.217.221 2 ouT2 Edit
O Auilisny Output-3 102.188 217221 3 ouTa Edit
[0  Auslisry Output-4 182.188.217.221 4 OuUT4 Edit

2. Click [Edit] to modify the parameters:

Fields are as follows:

Name: You can customize the name according to your preference.

Printed Name: The printing name in the hardware, for example OUT2.

Passage Mode Time Zone: The auxiliary output is in normal open or normal close in this time zone.
#Note: Only Name, Passage Mode Time Zone and Remarks can be modified.

3. Click [Edit] to modify the name and remark.

4.1.7 EventType

Display the event types of the access devices.

1. Click [Access Device] > [Event], the following page is displayed:
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wotera | eeniew — [ Sevem| | e QO
The current query conditions: Mone

(% Refresh [ SetAudio

[]  EventName Evant Number Evant Level Device Name Serial Number Operations
[0  Homal Verify Open o Normal 218.27.0.1 14283635477750 Edit
[0 eify During Passage Mode Time Zone 1 Normal 216.27.0.1 14583635477750 Edit
[0 Ei=tParsonnel Open 2 Normal 218.27.0.1 14282835477750 Edit
[ Muli-Personnel Open 3 Normal 21627.01 14383835477750 Edit
[] Emergency Password Open 4 Normal 216.27.0.1 14353635477750 Edit
[0 Open during Passage Mode Time Zone 5 Mormal ME27.0.1 14282835477750 Edit
[0 Linkage Event Triggered 8 Normal 216.27.0.1 14262635477750 Edit
[0 Caneel Alarm 7 Normal 216.27.0.1 14263535477750 Edit
[0 Eemeie Coening 3 Normal 218.27.0.1 14283635477750 Edit

2. Click [Edit] or click the event type name to edit:

|215.2?.u.1

(1]

oms o
Mormal Verify Open
@Arresdy Exists ()Uplosd

| -]

Copy the abowe settings to |
all devices

Fields are as follows:

Event Level: Normal, Exception, and Alarm are available.

Event Name: It can’t be modified.

Event Sound: Custom a sound being played when the event occurred in real-time monitoring.

Copy the above settings to all devices: This event is applied to all current devices within the
purview of the same user event number.

Set Audio: Same as the event sound. Click [Set Audio]:
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Event Sound (@ Already Exists (_Upload

Play

You may upload a sound from the local. The file must be in wav or mp3 format, and it must not
exceed 10M.

More details about Event Type, please refer to Access Event Type.

4.1.8 Daylight Saving Time

DST, also called Daylight Saving Time, is a system to prescribe local time in order to save energy. The
unified time adopted during the system date is called "DST". Usually, the time will be one hour
forward in summer. It can make people sleep early and get up early. It can also reduce lighting to
save power. In autumn, the time will be recovered. The regulations are different in different countries.
At present, nearly 110 countries adopt DLST.

To meet the demand of DLST, a special option can be customized. Make the time one hour forward
at XX (hour) XX (day) XX (month), and make the time one hour backward at XX (hour) XX (day) XX
(month) if necessary.

® AddDST

1. Click [Access Device] > [Daylight Saving Time] > [New]:

DST Name*

Start Time* MAR v | Second ¥  Sunday ¥ |2 wo'clock
End Time* NOV v || First ¥ | Sunday v |2 v o'clock

£ N T

Set as "Month-Weeks-week hour: minute" format. The start time and end time is in need. For
example, the start time can be set “second Monday in March, 02:00” When the start time arrives, the
system will be advanced one hour. When the end time arrives, the system will turn back to the
original time.

® UseaDST
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DST Setting

Device a4 [ Al
[ 192.168.1.60
[ 192.168.1.135
[ 192.168.1.52

The user can enable the DST setting on a device: In the DST interface, select a DST setting, and click
[DST Setting], select the device to apply the DST setting to and click [OK] to confirm.

= Notes:
1) If a DST setting is in use, it cannot be deleted. Stop the DST before deleting.

2) If a DST setting is in use, the latest modification will be sent to the device. The device
disconnection will lead to transmission failure, and it will continue transmission at the next
connection.

3) In the Door Management module of the access control system, you can enable or disable DST
function. If you enable DST setting, when the start time arrives, the system will be advanced one
hour. When the end time arrives, the system will turn back to the original time. If you have not set a
DST in the device, when you disable DST, the system will prompt “The Daylight Saving Time hasn't
been set in this device”.

By default, it monitors all devices within the current user’s level, click [Access Device] > [Device
Monitoring], and lists the operation information of devices: Device Name, Serial No., Area, Operation
Status, current status, commands List, and Related Operation.

Ares Status | —— ﬂ Device Name Sarial Number
L’ Export m Clear All Command

Davica Name Serial Numbar Ares Opearation Status Current Status Commands List Recently The Abnomal Oparations
State

218.27.0.1 14282535477750 Area Msme Get real-time event Disconnected 52 Disconnected Llear Command Wiew Command

182.183.217.221 3G25161600001 Area Name Get real-fime event Normal o None Clear Command View Command

ZKBioSecurity 3.1.0.0 or above Page |54



® Export

Device commands can be exported in EXCEL, PDF, CSV file format.

The File Type EXCEL File
Export Mode @) All data (Can export up to 40000 data)

() Select the amount of data to export (Can export up to 40000 data)
From the article 1 Strip, is derived 100 Data

ZKTECO
Device Monitoring
. . . ) Recently The
Device Mame Serial Mumber A ation Stat Current Statu Co nds List
rial Mum rea Oper. us 5 mma Abnormal
192.168.218.60 20100501980 Area Mams Get real-time event Mormal o Mons

You may clear command as required. Click [Clear Command] behind the corresponding device:

Are you sure to clear command gueues?

Click [OK] to clear.
= Notes:

(1 After the Clear Command is executed, you can perform the Synchronize All Data to Devices
operation on the device list to re-synchronize data in the software to the device, but this operation
cannot be performed when the user capacity and fingerprint capacity are fully consumed on the
device. Once the capacity is insufficient, you may replace the current device with a large-capacity
one, or delete the right of some personnel to access this device, and then perform the Synchronize
All Data to Devices operation.

(2) Operate State is the content of communications equipment of current device, mainly used for
debugging.

(3) The number of commands to be performed is greater than 0, indicating that data is not
synchronized to the device, just wait.
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4.1.10 Real-Time Monitoring

Click [Access Device] > [Real-Time Monitoring], monitor the statuses and real-time events of doors
under the access control panels in the system in real-time, including normal events and abnormal
events (including alarm events). Real-Time Monitoring interface is shown as follows:

Status Serial Number

Device Name

Doar Ausiliary Input Ausiliary Output Elevator

ol o o i
21827011 218.27.0.1-2 21827013 21627.0.14 182188217
2211

192.168.217 192.163.217 192.183.217
2212 2213 221-4

AllDoors: || Remote Cpening || Remote Closing K Cancel Alsrm  {y Activate Lockdown  (fj Deactivate Lockdawn

[ Remote Normslly Open = More ~

‘Current Totshs @Online:4 & Disable:] @Ofine:d @ Unknown:0 Door Mame
Real-Time Events
Time Ares Devica Event Point Event Description Card Mumber Person Reader Mame erification Mode
20M7-02-08 11:46:15  Ares Name 102.188 217.221(3625161600001) Device Started Other Other
Total Received:1 @MNomal:1 & Exception:0 @Alarm:D Clear Rows Data Ewent Description
Different Icons represent statuses as follows:
Icons Status Icons Status
i Device banned E Door Offline
D?ﬁ
i Door sensor unset, Relay closed F i Door sensor unset, Relay
-/ /Without relay status -/ opened/Without relay status
H E Online status Door closed, Relay F E Online status Door closed, Relay
/ closed/Without relay status -/ opened/Without relay status
Online status Door opened, Relay Online status Door opened, Relay

B & r

closed/Without relay status

opened/Without relay status

Door opened alarming, Relay closed

E 3

Door opened alarming, Relay opened
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Door opening timeout, Relay closed Door  opening  timeout,  Relay

0 o
W /Without relay status, Door Sensor | =/ opened/Without relay status
Opened
e Door opening timeout, Relay closed/ e Door opening timeout, Relay opened/
& Door Sensor Closed ) Door Sensor Closed
° o | Door closed alarming, Relay o o Door  closed  alarming, Relay
u / closed/Without relay status -/ opened/Without relay status
E Door sensor unset, Door alarming, Relay F Door sensor unset, Door alarming,
closed - Relay opened
o Door opening timeout, Without relay i
g & Door locking

status/Door Sensor Closed

#Note: Without relay status, indicates that the current firmware does not support detect relay
status function.

1. Door

By default, the home page displays all doors of the panels within the user's level. User may monitor
one (or several) door by setting the Area, Access Control or Door.

: controls one door or all doors.

To control a single door, right click mouse, and click [Remote Opening/ Closing] in the pop-up
dialog box. To control all doors, directly click [Remote Opening/ Closing] behind Current All.

In remote opening, User can define the duration of a door being open (The default is 155). You can
select [Enable Intraday Passage Mode Time Zone] to enable the intraday door passage mode time
zones, or set the door to Normal Open, then the door is not limited by any time zones (open for 24
hours).

To close a door, select [Disable Intraday Passage Mode Time Zone] first to avoid enabling other
normal open time zones to open the door, and then select [Remote Closing].

& Note: If [Remote Opening /Closing] always fails, check whether many devices are disconnected. If
any, check the network.

: Once an alarming door is displayed on the interface, the alarm sound will ring.
Alarm cancellation is involved in control on single door and all doors. To control a single door, put
the mouse on the door icon, a menu will come out, then click [Remote Opening/ Closing] which in
the menu. To control all doors, directly click [Remote Opening/ Closing] behind Current All.

#Note: If [Cancel the alarm] fails, check whether many devices are disconnected. If any, check the
network.

: Set the device as normal open by remote.
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: Remotely sets the door status to locked status. At this time, the door cannot
receive any operations, such as card reading and remote operations. This function is supported only
by certain devices.

:Unlocks a locked door. This function is supported only by certain devices.

. If Real-Time Monitoring is involved in a person, the monitor displays the
personal photo (if no photo is registered, display default photo). The event name, time and name are
displayed.

. After checking this option, it plays a sound once the current page occurs an alarming
even.

Move the cursor to a door’s icon; you can also do the above operations. In addition, you can query
the latest events from the door.

E Status

192,182
anq. Daevice: 182.188.217.221
Serial Mumber: 2535151800001
Number: 4
Dwoor Sensor: Mo Door Sensor
Relay: Closa
Alarm: MNone
Do

Remote Opening
Remote Closing
Activate Lockdown
vent Desc  Deactivate Lockdown Reads
Cancel Alarm
Remote Momnally Open
Enable Iniraday Passage Mode Time Zone
Disable Infraday Passage Mode Time Zone

Cuery the latest events from the door

: Click to quickly view latest events happened on the door.

:If you swap an unregistered card, in real-time monitoring interface, will turn up
a record with a card number. Right click that card number will show you a menu, click “Issue card to
person”, you can assign that card to one person.

System automatically acquires monitored device event records (by default, display 200 records),
including normal and abnormal access control events (including alarm events). Normal events
appear in green, alarm events appear in red, other abnormal events appear in orange.

2. Auxiliary Input

Real-time monitor the current auxiliary input events.

ZKBioSecurity 3.1.0.0 or above Page |58



Serial Mumber

Area Status | —— V| Device Name
Door Augdliary Imput Auxiliary Qutput Elevsator
(=
Auzdliary Auziliary Auxiliary Auiliary Aucaliary
Input-1 Input-1 Input-2 Input-3 nput-4
¢ Unknown:0 Auxlisry Input Name

Cumrent Total:5 @ Onlin=:4 & Dissble:] @ Offine:1

Real-Time Events
Time Area Device Event Point Event Description Card Number Person Reader Name \erification Mode
3. Auxiliary Output
You can perform Remote open, Remote Close, Remote Normally Open.
Area Status  |-—— ﬂ Device Name Serial Number
Door Auedliary Input Auziliary Output Elevator
Al Doors: Remote Open Remote Close "¢ Remote Normally Open
2
Auzdliary Auziliary Auxilisry Pardliary Aurdliary
Output-1 Output-1 Output-2 Output-3 Output-4
Current Total:5 @ Online:4 g Dissble:0 @Ofine:1 & Unknown:D Aurdiliary Output Name
un
Real-Time Events
Reader Name Werification Mode

Time Ares Device Event Point Event Description Card Mumber Person

4. Elevator
About the real-time monitoring of elevator, please refer to Real-Time Monitoring.

Monitor alarm events of doors. If a door sends an alarm and is not confirmed, the page will always

display the alarm events.

¥y Acknowledge
Event Point Event Description Person Status

B Time Device
[ 2015-01-2313:55:40  192.168.100.181 Can not connectto server Mone

#Note: The alarm type description will display only when the firmware version of the device
supports, or Event Description will only display “alarm”, detail types will not distinguish.

: Select the door in alarm status, and click [Cancel alarm], the system will send email to
alarm monitoring recipient’s mailbox (The mailbox must be set in the Parameters )

#sNote: When a door has multiple alarm states, it will display just one alarm type description in the
descending severity order, the order as follows: tamper-resistant alarm > duress alarm (password +
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fingerprint) > duress password or fingerprint alarm > unexpected opening alarm > opening timeout
alarm > device disconnects alarm.

Before using map, click [Access Device] > [Map] > [Add] to add a map first. After successful adding,
user can add door, zoom-in, zoom-out map (and the door on the map), etc. If users need to change
position of icon or the map, click [Save Positions] to save the current change, then the user can view
the setting at next visit.

- User can add or delete map as needed.
- User can edit map name, change map or the area it belongs to.

: User can add a door on the map, or delete an exist one (right click the
door icon, and select [Delete Door]), or adjust the map or position of the door or camera icon (by
drag the door or camera icon), adjust size of the map (click [Zoom in] or [Zoom out] or click [Full
Screen)).

: Move the mouse to a door, the system will automatically filter and display the
operation according to the door status. User can remote opening / closing, cancel alarm, etc.

(1) In adding process, users need to select the belonging area for map. The area is relevant to the
user access levels, user can only view or manage the map within levels. If the belonging area of a
map is modified, all doors on the map will be cleared, user need to add manually again.

(2) When administrator adds a new user, he can manage the user operation rights by role setting, such as Save
positions, Add Door, Add Camera, etc.

= Notes:

(1) In map modification, user can select to modify the map name but not the path, only need to
cancel the tick before Modify Path.

(2) The system supports to add multi doors at the same time. After door has been added, user needs
to set the door position on the map, and click [Save].

(3) In door icon modifying, especially zoom out the map, the margin of upward and leftward shall
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not be smaller than 5 pixels. Or system will prompt error.

(4) Recommend adding map size under 1120 * 380 pixels. If the multi clients access the same server,
the display effect will be differed according to resolution of screen and the setting of browser.

4.2 Access Control Management

4.2.1 Access Control Time Zones

It set usage time of a door; the reader is usable during valid time periods of certain doors and
unusable during other time periods. Time Zone can also be used to set Normal Open time periods,
or set access level so that specified users can only access specified doors during specified time
periods (including access levels and First-Person Normally Open).

The system controls access according to Time Zones (up to 255 time zones). The format of each
interval for a time zone: HH: MM-HH: MM, Initially, by default the system has an access control time
zone named [24 hours Accessible]. This time period cannot be modified and deleted. The user can
add new Access Control Time Zones that can be modified or delete.

1. Add Access Control Time Zone

(1) Click [Access Control] > [Time zones] > [New] to enter the time zone setting interface:

Tuesday
Wednesday
Thursday

oo

Friday
Saturday
Sunday
Holiday Type 1
Holiday Type 2
Holiday Type 3

[=]
=

| Monday |
| Tuestay |
| Wednesday |
| Thusday |
| ey
=
I
it ]
==
|_tHolday Type 3|

Q
=}
=
=
=
=]
=
o
o
&
£
=
=
=]
=4
3
7]
B
=
o
&
a

Save and New

The parameters are as follows:
Time Zone Name: Any character, up to a combination of 30 characters.

&sRemarks: Detailed description of the current time zone, including explanation of current time zone
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and primary applications. The field is up to 50 characters.

: One Access Control Time Zone includes 3 intervals for each day in a
week, and 3 intervals for each of the three Holidays. Set the Start and End Time of each interval.

- If the interval is Normal Open, just enter 00:00-23:59 as the interval 1, and 00:00-00:00 as the
interval 2/3. If the interval is Normal Close: All are 00:00-00:00. If only using one interval, user just
needs to fill out the interval 1, and the interval 2/3 will use the default value. Similarly, when only
using the first two intervals, the third interval will use the default value. When using two or three
intervals, user needs to ensure two or three intervals have no time intersection, and the time shall
not span days. Or the system will prompt error.

: Three holiday types are unrelated to the day of a week. If a date is set to a holiday type, the
three intervals of the holiday type will be used for access. The holiday type is optional. If the user does not
enter one, system will use the default value.

:You can quickly copy the settings of Monday from Tuesday to Sunday.

(2) After setting, click [OK] to save, and it will display in the list.

: Click the [Edit] button under Operation to enter the edit interface. After editing, click [OK] to
save.

: Click the [Delete] button under Related Operation, then click [OK] to delete, or click [Cancel]
to cancel the operation. A time zone in use cannot be deleted. Or tick the check boxes before one or
more time zones in the list, and click the [Delete] button over the list, then click [OK] to delete, click
[Cancel] to cancel the operation.

Access Control Time of a holiday may differ from that of a weekday. The system provides access
control time setting for holidays. Access Control Holiday Management includes Add, Modify and
Delete.

(1) Click [Access Control] > [Holidays] > [Add] to enter edit interface:
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New

Haliday Name*

Holiday Type* Holiday Type 1 v
Start Date” 20150319
End Date” 20150319
Recurring No v

Remark

: Any character, up to a combination of 30 characters.

. Holiday Type 1/2/3, namely, a current holiday record belongs to the three holiday
types and each holiday type includes up to 32 holidays.

: The date format: 2010-1-1. Start Date cannot be later than End Date otherwise the
system will prompt an error. The year of Start Date cannot be earlier than the current year, and the
holiday cannot span years.

- It refers a holiday whether to require modification in different years. The default is No. For
example, the Near Year's Day is on January 1 each year, and can be set as Yes. The Mother's Day is on
the second Sunday of each May; this date is not fixed and should be set as No.

For example, the date of Near Year's Day is set as January 1, 2010, and the holiday type is 1, then on
January 1, Access Time Control will not follow the time of Friday, but the Access Control Time of
Holiday Type 1.

(2) After editing, click [OK] button to save, and it will display in holiday list.

Click Holiday Name or [Edit] button under Operations to enter the edit interface. After modification,
click [OK] to save and quit.

In the access control holiday list, click [Delete] button under Operations. Click [OK] to delete, click
[Cancel] to cancel the operation. An Access Control Holiday in use cannot be deleted.

Access levels indicate that one or several selected doors can be opened by verification of a
combination of multi person within certain time zone. The combination of multi person set in
Personnel Access Level option.
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1. Click [Access Control] > [Access Levels] > [Add] to enter the Add Levels editing interface:

New
Level Name*
Time Zong® 24-Hour Accessible v
Area® Area Name

2. Set each parameter: Level Name (unrepeatable), Time Zone.

3. Click [OK], the system prompts “Immediately add doors to the current Access Control Level”, click
[OK] to add doors, click [Cancel] to return the access levels list. The added access level is displayed in
the list.

Prompt

Immediately add doors to the current Access
Control Level?

#Note: Different doors of different panels can be selected and added to an access level.

Add/Delete Personnel for Selected Levels:

(1) Click [Access Control] > [Access Levels] > [Set Access By Levels] to enter the edit interface, Click
an Access level in left list, personnel having right of opening door in this access level will be
displayed on right list.

(2) In the left list, click [Add Personnel] under Operations to pop-up the Add Personnel box; select
personnel (multiple) and click = = to move to the right selected list, then click [OK] to save and
exit.

(3) Click the level to view the personnel in the right list. Select personnel and click [Delete Personnel]
above the right list, then Click [OK] to delete.

Add selected personnel to selected access levels, or delete selected personnel from the access levels.
Add/Delete levels for Selected Personnel:

(1) Click [Access Control] > [Access Levels] > [Set Access By Person], click Employee to view the levels
in the right list.
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(2) Click [Add to Levels] under Related Operations to pop-up the Add to Levels box, select Level
(multiple) and click == to move it to the right selected list; click [OK] to save and complete.

(3) Select Level (multiple) in the right list, and click [Delete from levels] above the list, then click [OK]
to delete the selected levels.

Setting Access Control for Selected Personnel:

(1) Select a person in the list on the left and click [Access Control Setting].

Access Control Setting

Superuser Mo ﬂ
Device Operation Role Ordinary User ﬂ
Delay Passage |
Disabled |
Set Valid Time O

(2) Setaccess control parameters and click [OK] to save the setting.

Add selected department to selected access levels, or delete selected department from the access
levels. The access of the staff in the department will be changed.

Interlock can be set for two or more lock belong to one access controller, when one door is opened,
the others will be closed, or you cannot open the door.

Before interlock setting, please ensure that the access controller is connected with door sensor,
which has been set as NC or NO state.

1. Click [Access Control] > [Interlock] > [New] to enter the edit interface:
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Devica Mama™ Click to select

Interiock Rule* [ ﬂ

2. Select Device Name. When adding, interlocked devices cannot be seen in the dropdown list, after
deleting established interlock information, the corresponding device will return to the dropdown list.
Interlock setting will vary with the number of doors controlled by selected device:

» A one-door control panel has no interlock settings.
» A two-door control panel: 1-2 two-door interlock settings.

» A four-door control panel: 1-2 two-door interlock, 3-4 two-door interlock, 1-2-3 three-door
interlock, 1-2-3-4 four-door interlock.

3. Select Interlock Rule, tick an item, click [OK] to complete, the new added interlock settings will be
shown in the list.

#Note: When editing, the device cannot be modified, but the interlock setting can be modified. If
interlock setting is not required for the device any more, the interlock setting record can be deleted.
When deleting a device record, its interlock setting record, if exists, will be deleted.

Linkage setting means when an event is triggered at an input point of the access control system, a
linkage action will occur at the specified output point to control such events as verification, opening,
alarm and abnormal of system and list them in the corresponding monitored report for view.

Add Linkage setting:
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Linkage Mame”

Linkage Trigger Conditions*  Add Check All Clear All

M

oo ok J comeel

1. Click [Access Control] > [Linkage] > [Add]:

2. Enter linkage name, select linkage device, select linkage trigger conditions, select input point,

select output point, set linkage action, video linkage and other parameters.

3. After selecting device, corresponding linkage setting will display (System will first judge whether
or not the device is successfully connected and has read extended parameters. If no available
extended parameters, system cannot set linkage. Otherwise, it will show linkage setting according to
the door quantity, auxiliary input and output quantity of currently selected device):
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4 [ Door Event
[ Access Denied
| Anfi-Passback
1 Cancel Alam
[ Disable
|| Door Closed Camecty
[ Door Inactive Time Zone Verify Open

"] Door Inactive Time Zone(Press Exit Button)
| Door Opened Correctly

[ '] Duress Open Alarm

[ Emergency Password Open

[ Exit Button Open

1 Fwit Birtan trinnarcdildiithea d 1 inkae e

&Note: Linkage trigger conditions contain Door Event and Auxiliary Input Event. And “Fail to
connect server”, “Recover connection”, “Device connection off” will be filtered from Door Event.

Device®

Input Point*
~ [ Any
4 [ 216.27.0.9-1
1 216.27.0.1-1-In
1] 218.27.0.1-1-Out
4 [ 21627012
17 216.27.01-24n
17 216.27.0.1-2-0ut

Door

[ 216.27.0.1-1
[ 21627012
[ 21627013
[ 216.27.0.1-4

M Acfion type” |Open
|5{1 -254) Action fime delay” |21}

Save and New < Cancel
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4. Select the Input point and output point, Linkage action, Video Linkage and Email Address.

: Set a linkage name.

. Linkage Trigger Condition is the event type of selected device. Except
Linkage Event Triggered, Enable/Disable Auxiliary Output, and Device Start, all events could be
trigger condition.

: Any, Door 1, Door 2, Door 3, Door 4, Auxiliary Input 1, Auxiliary Input 2, Auxiliary Input 3,
Auxiliary Input 4, Auxiliary Input 9, Auxiliary Input 10, Auxiliary Input 11, Auxiliary Input 12 (the
specific input point please refers to specific device parameters).

:Lock 1, Lock 2, Lock 3, Lock 4, Auxiliary Output 1, Auxiliary Output 2, Auxiliary Output 3,
Auxiliary Output 4, Auxiliary Output 6, Auxiliary Output 8, Auxiliary Output 9, and Auxiliary Output 10
(the specific output point please refers to specific device parameters).

: Close, Open, Normal Open, Lock, Unlock. The default is close. To open, delay time
shall be set, or select Normal Close.

< : Whether to set the pop-up preview page in real-time monitoring, and set the
pop-long.

< : Enable or disable background video recording, and set the duration of background video
recording.

< - Enable or disable background snapshot

:Ranges from 1~254s (This item is valid when Action type is Open).
5. After editing, click [OK] to save and quit, the added linkage setting will be shown in the list.

For example: If select Normal Punching Open Door as trigger condition, input point is Door 1, output
point is Lock 1, action type is Open, delay is 60s, then when Normal Punching Open Door occurs at
Door 1, the linkage action of Open will occur at Lock 1, and door will be open for 60s.

#Note: When editing, you cannot modify the device, but can modify linkage setting name and
configuration. When deleting a device, its linkage setting record, if exist, will be deleted.

If the device and trigger condition are the same, and system has linkage setting record where the
input point is a specific door or auxiliary input, it will not allow user to add (or edit) a linkage setting
record where the input point is Any.

On the contrary, if the device and trigger condition are the same, and the system has linkage setting
record where the input point is ‘Any’, it will not permit user to add (or edit) a linkage setting record
where the input point is a specific door or auxiliary input.

In addition, same linkage setting at input point and output point is not allowed. The same device
permits consecutive logical linkage settings. The system allows to set several trigger conditions for a
linkage setting one time.
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Currently anti-passback settings support in and out anti-passback. In some special occasions, it is
required that the card holder who entered from a door by punching must exit from a door by
punching, with the entry and exit records strictly consistent. The user can use this function just by
enabling it in the settings. This function is normally used in prisons, the army, national defense,
scientific research, bank vaults, etc.

Add Anti-Passback Settings:

1. Click [Access Control] > [Anti-Passback] > [Add] to show the edit interface:

Device Mame™ Click to select

Anti-Passback Rule* [, ﬂ

2. Select device, when adding, devices with anti-passback settings cannot be seen in the dropdown
list. When deleting established anti-passback information, the corresponding device will appear in
the dropdown list again. The settings vary with the number of doors controlled by the device.

» Anti-passback settings of a one-door control panel: Anti-passback between door readers.

» Anti-passback settings of a two-door control panel: Anti-passback between readers of door 1,
anti-passback between readers of door 2, anti-passback between door 1 and door 2.

» Anti-passback settings of a four-door control panel: Anti-passback of door 1 and door 2,
anti-passback of door 3 and door 4, anti-passback of door 1/2 and door 3/4, anti-passback of
door 1 and door 2/3, anti-passback of door 1and door 2/3/4, Anti-passback between readers of
door 1/2/ 3/ 4.

&Note: Door reader mentioned above includes Wiegand reader that connected with access
controller and InBio reader. The single and two door controller with Wiegand reader include out and
in reader. There is only in reader for four door control panel. The reader number of 1, 2 (that is RS485
address or device number, the same below) is for door 1, the reader number of 3, 4 is for door 2, etc.
No need to consider if it is Wiegand reader or InBio reader in setting of anti-passback between doors
or between readers, just make sure in or out reader and set according to the actual requirement. For
the reader number, odd number is for in reader, and even number is for out reader.

3. Select Anti-Passback Rule, and tick one item, click [OK] to complete, and the added anti-passback
settings will be shown in the list.

#Note: When editing, you cannot modify the device, but can modify anti-passback settings. If
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anti-passback setting is not required for the device any more, the anti-passback setting record can
be deleted. When deleting a device, its anti-passback setting record, if exists, will be deleted.

First-Person Normally Open: During a specified interval, after the first verification by the person
having First-Person Normally Open level, the door will be Normal Open, and will automatically
restore closing after the valid interval has expired.

User can set First-Person Normally Open for a specific door (the settings include door, door opening
time zone and personnel with First-Person Normally Open level). A door can set First-Person
Normally Open for multiple time zones. The interface of each door will show the number of existing
First-Person Normally Open.

When adding or editing First-Person Normally Open setting, only select door and time zone. After
successful adding, then add personnel that can open the door. You can browse and delete the
personnel on the right of the interface

Operation steps are as follows:

1. Click [Access Control] > [First-Person Normally Open] > [New], select Door Name and Passage
Mode Time, and click [OK] to save the settings.

Cioor Mame® Click fo select

Passage Maode Time Zone” — ﬂ

2. Click [Add Personnel] under Related operation to add personnel having First-Person Normally
Open level (these personnel must have access control level), then click [OK] to save.

The door will open only after the consecutive verification of multiple people. Any person verifying
outside of this combination (even if the person belongs to other valid combination) will interrupt the
procedure and you need to wait 10 seconds to restart verification. It will not open by verification by
only one of the combination.

(1) Click [Access Control] > [Multi-Person Group] > [New] to show the following edit interface:
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Mew

Group Name*

Remark

: Any combination of up to 30 characters that cannot be identical to an existing group
name.

After editing, click [OK] to save and return, the added Multi-Person Personnel Group will appear in
the list.

(2) Click [Add personnel] under Related Operations to add personnel to the group.
(3) After selecting and adding personnel, click [OK] to save and return.

#sNote: A person can only belong to one group, and cannot be grouped repeatedly.

Set levels for personnel in Multi-Person Personnel Group.

It is a combination of the personnel in one or more Multi-Person Personnel Groups. When setting the
number of people in each group, you can configure one group (such as combined door opening by
two people in one group) or multiple groups (such as combined door opening by four people,
including 2 people in group 1 and 2 people in group 2), and at least one group shall be entered a
number of door opening people not being 0, and the total number shall not be greater than 5. In
addition, if the number of people entered is greater than that in the current group, Multi-Person
Opening Door will be disabled.

Multi-Person Opening Door Settings:

(1) Click [Access Control] > [Multi-Person Opening Door] > [New]:
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|mmmﬂm

Save and New

(2) The number of Multi-Person Opening Door people for combined door opening is up to 5. That in
the brackets is the current actual number of people in a group. Select the number of people for
combined door opening in a group, and click [OK] to complete.

#sNote: The default Credit Card Interval is 10 seconds, it means that the interval of two personnel’s
verification must not exceed 10 seconds. You can modify the interval while the device supports.

4.2.10 Verification Mode

Verification Mode: You can set verification modes for doors and personnel separately in a specified
time segment.

® Add

1. Click [Access Control] > [Verification Mode] > [New] to go to the page for adding a verification
mode rule.

e [— S— — M
o I T E—
Door Vierification Vierif Start Time End Time Verthicst Ve Start Time. End Time ?
oo 0o - o -

Holiday Type 1
Holidsy Type 2

8 88 8 88 88 8

8 88 888 8 8 8 8

B B8 B8 B B B8 B

B E B 288 88 82-=8
m!!m!!!!!!!
8 B8 88 B 88 8 8

8 B8 88 8 88 8 8

8 88 8 88 88 8 8

8 88 888 8 8 8 8
!!!m!!!!!!!
B BE B BB B BB B B

8 88 888 88 8 8

8 B8 88 B 88 8 8

8 88 88 8 88 8 8

§
m!!K!!!!!!E
mmmmmmmmnm§
<
““““““““““5
RIRIRIRIRIRRIRRI R
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Holiday Type 3
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!
i
{
§
:

©
&
a
8

2. Set the following parameters: Select a rule name (not repeatable), the time segment, and
verification mode for a door or person in each time segment.
3. Click [OK] to finish the setting.
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4.0n the list page, you can add or delete doors in the verification mode rule.
#Note: If a rule includes the verification mode for personnel, you cannot select doors with the
RS485 readers when adding doors. You can modify only the configuration on the reader setting
page before adding doors.

: Set appropriate personnel for configured verification mode rule.

Click [Access Control] > [Parameters] to enter the parameter setting interface:

Type of Getting Transactions
() Periodicslly
Interval: |1 ﬂ"mu[s]
() Set the Time For Obtaining Mew Transactions
000 []100 [Jz00 ]300 []400 []500 [J&00 []700  []800 []®00  [J100  []11:400
[]1200 [J1z:00 []14:00 [J1500 [ 1&:00 [J17:00 [J1&:00 []12:00 [J2o00 []21:00 [J2200 [] 23:00
Select All
Real Time Monitoring
[ Open Display Phetes Function
[+ COpen Audio alert function
The Real Time Monitoring Page Pop-up Staff Photo Size  Max Height px
Fiy Refresh the resl-time monitor page after setfing Height

Alarmn Monitoring Recipient's Mailbax

[ (]

Start from the setting and efficient time, the system attempts to download new transactions every
time interval.

The selected Time is up, the system will attempt to download new transactions automatically.

:When an access control event occurs, the
personnel photo will pop up, set the size of the pop-up photos, the range is 80-500px.

: The system will send email to alarm monitoring recipient’s
mailbox when there is an alarming event occurs.

Advanced Access control is optional function. If needed, please contact business representative or
pre-sales engineer, you can use these functions after obtaining license and activating.

#Note: Except Global Linkage, to use other advanced functions you need to enable Background
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Verification. For detail, please see Device Operation.

4.3.1 Zone

It mainly used partition Zones in advanced access control. When using such advanced functions as
Global Zone APB, you must define Access Zones.

® Add

1. Click [Advanced Functions] > [Zone] > [New] to enter the Add Zone interface:

Zone Code®

*

Name

Remark

Coveamanen | o ] ooca ]

2. Set Zone Code, Name, Parent Zone and Remark as required.
3. Click [OK] to save and quit. The added Zone will appear in the list.

What rules inside;

Rule Type Rule Name

Mo set rules.

4.3.2 Reader Define

Reader Define indicates that Reader control from one access zone to another one, it is based on
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access zone. If advanced functions are needed, you shall set the Reader Define.
® Add

1. Click [Advanced Functions] > [Reader Define] > [New] to enter the add interface:

Reader Name* v |

Goes From* n

Goes To" =|

Coneamanen | o J carcer

2. Set Reader Name, Goes from and Goes to as required.
3. Click [OK] to save and quit. The added Reader Define will appear in the list.
® Batch New

1. Click [Advanced Functions] > [Reader Define] > [Batch New] to enter the batch add interface:

Select Reader®  Add Check All Clear All

.ﬁF"lesseaddreader!

-]
-]

Save and New “ Cancel

2. Click [Add], select Reader and Click [OK]
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Name || Owned Device

The current query conditions: Mone
Alternative

Mame
216:27.0.1-1-n
216.27.0.1-1-0ut
216.27.0.1-2-In
216.27.0.1-2-0ut
216.27.0.1-3Hn

216.27.0.1-3-0ut

O
|
|
|
|
|
|
|

216.27.0.1-3-In

~

< 1-16 > 3l

3. Set Goes from and Goes to as required.

43.3 WhoisInside

After enter the zone, you can view all personnel status in the zone by zone tree.

e e B B e

The current query conditions: None
(v Refresh (> Delete Personnel [ # Export

4 Al ] Personnel ID First Name: Last Name Department Card Number Last Access Time Last

[ A acec;ed

® Delete Personnel
Deleting personnel in the selected area will clear the global anti-passback status of the personnel.
® Export

Export selected personnel information in the area; you can export Excel, PDF, CSV format.
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ZKTECO
Total People 10

Personnel 1D First Mame Last Mame Department Card Number Last Access Time La;leaderss
2017-12-18 09:28: | 192.168.218.60-2-
1 Jermy Wang General 4461253 21 In
2 Lucky Tan Development &155288 0 ?-12: B OB:27: | 182.168_218.60-1-
Department 2 In
2017-12-18 08:55: | 182.168.218.60-1-
2840 Shemry Yamg Hotel 1411237 £2 In
3 Leo Hou Financial 12371770 2017-12-18 09:34: | 192.168.218.60-2-
Department 57 In
2017-12-18 09:55: | 192.168.218.680-1-
4 Bemy Cao General 13592341 58 In
Market 2017-12-18 09:34: | 102.168.218.60-1-
5 Necsl Ye arketng 12260079 -
Diepartment a8 In
& Amber Lin Finamcial 4829038 2017-12-18 09:25: | 182.168.218.60-1-
Department 28 In
2017-12-18 09:27: | 182.168.218.60-2-
T Jacky Xiang General B323094 18 In
8 Glos Liu Marketing E180166 2017-12-18 09:34: | 192.168.218.60-2-
Department 20 In
= 17471 -¥F- -1-
o Lilian Mei Development a505030 2017-12-18 09:27: | 192.168.218.680
Department 22 In

Global Zone APB can set Anti-Passback across devices; you can use this function after setting Global
Anti-passback. You must set Access Zone and Reader Define before using, and also the device that has set
Anti-Passback shall issue background verification parameters.

1. Click [Advanced Functions] > [Global Anti-passback] > [New] to enter the add interface:
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Rule Name*

Zong® s ﬂ

The following doors control

access in and out of the

Zone

Anti-Passback Type* Logical Anti-Passback ﬂ

Lockout Duration minute
{(1-500)

Reset Anfi-Passback Status [

Anti-Passback Resetted —_ ﬂa clock

Time

Apply to
Just Selected Personnel
Exclude Selected Personnel

2. Set Rule Name (Unrepeatable), Zone, Anti-passback Type, Lockout Duration, Reset Anti-passback
Status and When to Reset the Anti-passback as required.

: Select an option from the dropdown list, Corresponding doors will display in the text box of ”
The following doors control access in and out of the zone”. At the same time, the doors obey the rule
of one door cannot set as the boundary of two independent Anti-Passback.

:Logical Anti-passback, Timed Anti-passback or Timed Logic Anti-passback.

< : With the entry and exit records strictly consistent in Anti-passback zone,
or door will not open.

< . In Specified time period, user can enter Anti-passback zone for only
once. Time period expired, user state will be cleared, and allow user to enter this zone again.

< - In Specified time period, Users who enter Anti-passback zone
must obey the rule of Logical Anti-passback. If exceeds timed period, system will time again.

: Only select Timed Anti-passback and Timed Logic Anti-passback in Anti-passback
Type, Lockout Duration can be set.

- Tick it to clear Anti-passback status of personnel in the system, and
recover initial state. Only tick this option. When to Reset the Anti-passback can be select. Time of
reset the Anti-passback expired, system will clear all the Anti-passback status of personnel in zone.

: Select time to reset Anti-passback.
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Apply to: All Personnel, Just Selected Personnel and Exclude Selected Personnel three types.
< Apply to All Personnel: Can only edit, does not support select personnel.

< Apply to Just Selected Personnel: The anti- passback only effective for these selected
personnel.

< Apply to Exclude Selected Personnel: The anti- passback only effective for these exclude
selected personnel.

3. Click [OK] to save and quit. The added Global Zone APB will display in the list.

4.3.5 Global Linkage

The global linkage function allows you to configure data across devices. Only push devices support this
function.

® Add

1. Click [Advanced Functions] > [Global Linkage] > [New]:

Linkags Name" [ Apply to sll personnel i

Linkage Trigger Condibons®  Add Check All Clear All Input Point®  Add Checik Al Clear All

™

Save and New

Apply toall personnel: If this option is selected, this linkage setting is effective for all personnel.
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: Set the active time of the linkage setting.

2. Choose Global Linkage trigger conditions, the input point (System will filter devices according to
the choice in first step) and the output point, Set up linkage action. For more details about these
parameters, please refer to Linkage Setting.

#Note: You can select multiple Door Events, but “Fail to connect server”, “Recover connection” and
“Device connection off” will be filtered automatically from Door Event.

3. Click [OK] to save and quit. The added Global Linkage will display in the list.

The global interlock group groups the doors in the global interlock, but to use the global interlock
function, the device must be enabled with background authentication.

1. Click [Advanced Functions] > [Global Interlock Group]> [New]:

MNew
Group Mame® ||
Remark
Group Imterlock |

(1) Any combination of up to 30 characters that cannot be identical to an existing group name.

(2) After editing, click [OK] to save. After confirming that add the door immediately, the information
of added door will appear in the list.

(3) Click [Add Door] under Related Operations to add door to the group.
(4) After selecting and adding personnel, click [OK] to save and return.

:If the option is selected, set global interlock rule for the interlocking group.

The global interlock function allows you to configure data across devices. Only push devices support
this function.

1. Click [Advanced Functions] > [Global Interlock]> [New]:

ZKBioSecurity 3.1.0.0 or above Page |81



Name:
(1) Any combination of up to 30 characters that cannot be identical to an existing name.

(2) After editing, click [OK] to save. After confirming that add the group immediately, the information
of add group will appear in the list.

(3) Click [Add Group] under Related Operations to add door to the group.
(4) After selecting and adding group, click [OK] to save and return.

Group Interlock: If the option is selected, set global interlock rule for the interlocking group.

= Notes:
1.In the same interlock, all the doors in the group cannot be duplicated.
2. When the interlock group exists in the interlock function, it cannot be deleted directly.

4.3.8 Person Availability

It is mainly used to limit valid date/ after the first use of valid days/ use number of times of personnel
in advanced access control area.

Availability Name Zone ®
The current query conditions: None

(% Refresh New ([} Delete {3 Set Zone Properties

[ Availability Name Zone Zone property name Use Detail Operations

O A outside 1 Valid Date Valid Until 2017-12-05 11:28:00 Edit Delete

® Set Zone Properties

ZKBioSecurity 3.1.0.0 or above Page |82



Zone Properties

Browse Personnel

Name ‘

| Remark| ‘ Q,

The current query conditions: None

(T Refresh New (it Delete

The current query conditions: None

(T Refresh  (fi} Delete Personnel

More~

a ®

O Name Use Detail Remark Operatic ] Personnel ID First Name: Department
m |4 valid Date Valid Unfil 2017-1 Edit Add
m |2 After the first use of valid days 10 day(s) Edit Add |
O 3 Use number of times 20 Time(s) Edit Add 0
<! - - ]
1< ¢ 1-3 5 5| S0rowsperpage -  Totalof 3 records 1« ¢ 0 3 3 SDrowsperpage ~  Totalof O records
< > < >

1. Click [Advanced Functions] > [Person Availability] > [Set Zone Properties] > [New], the following

interface will be shown:

Name* | |

|‘v’alid Date

e || —ox | came

Use: The method of use is divided into Valid Date, After the first use of valid days and Use number of

times, corresponding to Date, Days and Times.

2. Click [Advanced Functions] > [Person Availability] > [Set Zone Properties] > [Add Personnel], apply

the zone properties to the specified personnel.
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(@) Query () Department
e[| retane | e[ | cwowms | | e

The current query conditions: Mone

Alterative Selected(0)

O Personnel  First Last O Personnel  First Last Card Gender
D Name Name (o] Name Name MNumber

o 1 Lucia Smith

1« o« 1-1 1 50rowsperpage -

® New

Click [Advanced Functions] > [Person Availability] > [New], the following interface will be shown:

Availability Name* | ‘

Zoneg* | R

Zone Properties™ |—

Select the Zone and Zone Properties to control the person availability.

® Delete

Click [Advanced Functions] > [Person Availability], select an Availability Name, click [Delete] > [OK] to

delete.

4.3.9 LED Data

Click [Advanced Functions] > [LED Datal, the following interface will be shown:
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'] wecome, aamn () 4ot (1) ) @ ()

[ Access Device @ Name Data Type |——— Q ®

The current query cenditions: None
(=, Access Control

(C* Refresh New (i Delete
E]u Advanced Functions [S] []  Name Data Type Text Zone Content Device Block Operations
Zone
define
Who Is Inside
Global Anti-Passback
Global Linkage
Global Interlock Group

Global Inl ck

Person Availability

® Add

Dats Type™ Text

T I T

Name: LED data name.

Data Type:
Text: Send self-defined texts to blocks.
Zone data: Total number of personnel in the zone to be sent and statistical number of
personnel in the departments in the zone.

=z Notes:
1. The access control zone is that in the advanced access control.
2. If the content to be sent is department, please select the department whose statistics are to
be collected.
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Changed data: Real-time information about personnel going in and out displays in the selected
LED block. The content to be sent can be selected.

Click Data Name or [Edit] button under Operations to enter the edit interface. After modification,
click [OK] to save and quit.

In the LED Data list, click [Delete] button under Operations. Click [OK] to delete, click [Cancel] to
cancel the operation.

nou non

Includes "All transactions”, “Events from Today”, “All Exception Events” and so on. You can export
after query.

You can generate statistics of relevant device data from reports, including card verification
information, door operation information, and normal punching information, etc.

About the Normal and abnormal event please refer to Real-Time Monitoring for details.

Verify mode: Only Card, Only Fingerprint, Only Password, Card plus Password, Card plus Fingerprint,
Card or Fingerprint and etc.

#sNote: Only event records generated when the user uses emergency password to open doors will
include only password verification mode.

Because the data size of access control event records is large, you can view access control events as
specified condition when querying. By default, the system displays latest three months transactions.
Click [Reports] > [All Transactions] to view all transactions:

Time From | 2015-02-26 00:00:00 To  2015-05-26 23:59:59 Personnel ID |:| Device Name WMore

The current query conditions: Time From:(2015-02-26 00:00:00) Te:(2015-05-26 23:59:59)

(v Refresh (i ClearAll Data [ # Export

Time Device Name Event Point Event Description Media File Personnel ID First Name Last Name Card Number Department Reader Name Verification
Name Mode

2015-05-26 16:41.52 192.168.1.134  192.168.1.134-1 Normal Verify Open 54 dany nee 2182405 General 192.168.1.134-11 Only Fingerprin
2015-05-26 16:41:49 1921681.134  192.168.1.134-1 MNormal Verify Open 54 dany nee 2182405 General 192.168.1.134-11 Only Fingerprin
2015-05-26 16:41:46 192168.1.134  192.168.1.134-1 Unregistered Personnel 192.168.1.134-11 Only Fingerprin
2015-05-26 16:41:42 192168.1.124  192.168.1.134-1 Normal Verify Open 54 dany nee 2182405 General 192.168.1.134-11 Only Fingerprin,
2015-05-26 16:41:39 192168.1.134  192.168.1.134-1 Unregistered Personnel 192.168.1.134-11 Only Fingerprin
2015-05-26 16:41:37 192168.1.134  192.168.1.134-1 Normal Verify Open 54 dany nee 2182405 General 192.168.1.134-11 Only Fingerprin
2015-05-26 16:41.33 192.168.1.134  192.168.1.134-1 Unregistered Personnel 192.168.1.134-11 Only Fingerprin
2015-05-26 16:41:30 192.168.1.134  192.168.1.134-1 Unregistered Personnel 192.168.1.134-11 Only Fingerprin
2015-05-26 16:41:27 1921681.134  192.168.1.134-1 Normal Verify Open 54 dany nee 2182405 General 192.168.1.134-11 Only Fingerprin
2015-05-26 16:41.24 192.168.1.134  192.168.1.1341 Unregistered Personnel 192.168.1.134-11 Only Fingerprin
2015-05-26 16:41:22 192168.1.134  192.168.1.134-1 Duress Open Alarm 54 dany nee 2182405 General 192.168.1.134-11 Only Fingerprin
2015-05-26 16:41:18 192.168.1.134  192.168.1.134-1 MNormal Verify Open 54 dany nee 2182405 General 192.168.1.134-11 Only Fingerprin
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:You can view or download the photos and videos created in the video system.

:You can export all transactions in Excel, PDF, CSV format.

: Click [Clear All Data] to pop up prompt, and click [OK] to clear all transactions.

Time: 2017-09-1500: 00 : 00 - 2017-12-15 23 : 50 : 50

ZKTECO

All Transactions

Time Device Name Event Paint Event Description | _Personnel ID First Name Last Name Card Number | Department Name | _ReaderName | Werification Mode Area Name Remark
ATAZISIE | jes2ige0 | 1e2.168.218.802 | Doonground Venfy & Amber Lin 4628038 Financial 192.168.218.60-2- Only Card Area Name
Success Department in
192.188.218.60 | 192.188.218.80-1 | Dochground Venty 8 Amber Lin 4828038 Financial 192.166.218.60-1- Only Card Area Name
50 Success Department In
WTAIBIE2E | o0 tea2tpen | 162188218802 | Dooharound Verfy 5 Necol Ve 13260078 Marketing p2188.218.80-2- Only Card Area Name
45 Success Depantment In
FONTA2ASE2E | o) tee21e80 | 1621821880 | Docharound Verfy 5 Necol Ve 13260079 Marketing F2.188.212.80-1- Only Card Area Name
41 Success Department In
2':'7"2;::‘ 1828 | oo qes218.60 | 102.188.218.602 E'““"E:’c“c'::'e”fy 1 Jerry Wang 4481253 General fe21ee Ii‘”:“z' Only Card Area Name
7 2;‘: 828 | oz ies21e60 | 102.168.218.80-1 Ea“ﬁ’;“c::e"f" 1 Jerry Wang 4481253 General 2188 Iiw'” ) Only Card Area Name
2017 2;: 1828 | oz1es212.60 | 102.168.218.80-2 Hac"ﬁ’;‘:::'g"f" 2040 Sheny Yang 1411237 Hotel e2188 Ii's 80-2- Only Card Area Name
NTAZAGIB2E: | tesoimen | 192188218 0.1 | Doohground Verfy 2040 Shemy Yang 1411237 Hotel 182.108.218.60-1- Gnly Card Area Name
20 Sucocess In
ATAZISIELE |5 jesaimen | 102188218 802 | Doonground Venfy o Lilian Mei 0505030 Development 92168.218.00-2- Only Card Area Name
17 Success Department
FONTAZASE2E | ) tee21s80 | 10216821860 | Docharound Verfy o Lilian Mei 0505030 Development F2.188.212.80-1- Only Card Area Name
13 Success Department in
NTAZISABDE: | jesimen | 162168218802 | Doohground Venty 3 Leo Hou 13274770 Financial 192.168.218.60-2- Only Card Area Name
06 Success Deparment In
WTAISIE2E | g0 tee21m00 | 192.108.218.00 | Dooharound Venfy E! Leo Hou 13271770 Financial p2188.218.80-1- Only Card Area Name
01 Suooess Department in
12 =
o7 2‘ ::‘ 1825 | g218a 21860 | 182 188.218.60-1 | Remote Opening Other Cther Area Name
2':'7"2;5 1825 | jopies212.60 | 162.168.218.80-1 | Remote Opening Other Cther Area Name
- 2;;5 1822 | ozies21es0 | 102.168.218.80-2 Ha“"iﬂ"c':;:e"ﬁ’ 1 Jerry Wang 4481253 General 2108 Ii‘”}z' Only Card Area Name
o ;‘: 82| 19218821860 | 162.188.218.80-1 | Remote Opening Other Other Area Name
017 2;;5 1822 | g21ee218.80 | 192.188.218.80-1 | Remote Opening Other Other Area Name
2017-12-15 18:23: [ 102.188.218.60 | 102.160.218.60-2 | Background Verity 1 Jerry Wang 4481253 General 102.168.218.60-2- Only Card Area Name
Gresied on 2071215 153538
Treaa v 2 com T AL N reReeS =
Click [Reports] > [Events from Today] to view today’s records
Fersonnel ID Device Name More
The current query conditions: MNong
(" Refresh [jfj> Clear All Data [ # Export
Time Card Number Personnel ID First Name Last Name Department Device Name Ewvent Point Event Description Media File Reader Name Verification
Name Mode
2015-05-26 16:41:56 2182405 54 dany nee General 192.168.1.134  192.168.1.1341 MNormal Verify Open 192.168.1.134-11 Only Fingerprin
2015-05-26 16:41:54 2182405 54 dany nee General 192.168.1.134  192.168.1.1341 MNormal Verify Open 192.168.1.134-11 Only Fingerprin
2015-05-26 16:41:52 2182405 54 dany nee General 192.168.1.134  192.168.1.1341 Normal Verify Open 192.168.1.134-11 Only Fingerprin
2015-05-26 16:41:43 2182405 54 dany nee General 1921681134  192.168.1.134-1 Normal Verify Open 192.168.1.134-11 Only Fingerprin
2015-05-26 16:41:42 2182405 54 dany nee General 1921681134  192.168.1.1341 Normal Verify Open 192.168.1.134-11 Only Fingerprin,
2015-05-26 16:41:37 2182405 54 dany nee General 1921681134  192.168.1.1341 Normal Verify Open 192.168.1.134-11 Only Fingerprin,
2015-05-26 16:41:27 2182405 54 dany nee General 1921681134  192.168.1.13441 Normal Verify Open 192.168.1.134-11 Only Fingerprin,
2015-05-26 16:41:22 2182405 54 dany nee General 1921681134  192.168.1.13441 Duress Open Alarm 192.168.1.134-11 Only Fingerprin
2015-05-26 16:41:18 2182405 54 dany nee General 1921681134 192.168.1.13441 Normal Verify Open 192.168.1.134-11 Only Fingerprin,
2015-05-26 16:41:14 2182405 54 dany nee General 1921681134 192.168.1.13441 Normal Verify Open 192.168.1.134-11 Only Fingerprin
2015-05-26 16:41:03 2182405 54 dany nee General 192.168.1.134  192.168.1.134-2 Normal Verify Open 192.168.1.134-2- Only Card

You can export all events from today in Excel, PDF, CSV format.
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ZKTECO

Events From Today

Card Numbar Personnel ID First Name LastName | DeparimentMame | Device Name Event Point | Event Description | ReaderName | Verfication Mode | Area Name Remark
2017-12-15 18:28 4628038 8 Amber Lin Financlal 162.168.218.60 | 192.188.218.80-2 | Dockground Vedfy | 182.188.218.80-2- Only Card Area Name
02 Department Success in
ZE'7"2;‘5 18:28 2528038 8 Amber Lin Financis| 19218821860 | 192.188.218.80- | Sockground Venfy | 182.188.213 80-1- Only Card Area Name
50 Department Success in
0171218 1828 13280078 5 Necal ve Marketing 16218021860 | 192.188.218.002 | DooKTOUNd Very | 162.108.218.80-2- Only Card Area Name
a5 Department Suceess in
2017-12-15 18:28 12280078 5 Necal Ye Marksting 162.188.218.60 | 192.188.218.80-1 | Dockground Verify | 162.168.218.60-1- Only Card Area Name
a1 Department Suceess in
2017 2;:: 1828 4481253 1 Jerry Wang General 16218821360 | 102.188.218.60-2 E“"ET:;::EW 2188 Ii'a 80-2- Only Card Arza Name
IS 18 2481253 1 Jerry Wang General 19210821800 | 192.108.218.00-1 | BSHIUNG Venly | IELISEIEET | gy garg Area Name
2017-12-15 18:28 1411237 2040 Sheny Yang Hotel 162.168.218.60 | 192.188.21g.80-7 | Dockground Vedfy | 182.188.218.80-2- Only Card Area Name
3 Suocess in
20171215 18:28 1411237 2040 Sheny Yang Hotel 19218821860 | 192 189218 0.1 | DooKOTOUNd Very | 162.198.218.80-1- Only Card Area Name
20 Suocess in
2017-12-18 18:28 0505030 o Lilian Mei Development 16218221260 | 192188 21g.80-2 | Dockground Venfy | 102.168.218.00-2- Only Card Area Name
i7 Department Suceess in
2017-12-15 18:28 0505930 o Liian Mei Development 162.162.218.60 | 192.188.218.80-1 | Dockground Venfy | 182.168.218.80-1- Only Card Area Name
13 Department Suocess in
2017-12-15 18:28 13271770 3 Leo Hou Financis| 102.188.218.60 | 102.188.218,60- | Bockground Venfy | 182.168.213 80-2- Only Card Area Name
u8 Department Success in
2017-12-15 18:28 12271770 3 Leo Hou Financial 162.162.218.60 | 19218821880+ | Dockground Vedfy | 102.168.218.80-1- Only Card Area Name
0 Department Success in
2017- 2;‘5 s 4481253 1 Jerry Wang Genaral 162.180.218.60 | 192.188.218.60-2 | Doorground Verfy | 162158, 212.60-2- Only Card Area Name
52 Suocess In
20171215 18:23 4481253 1 Jerry Wang General 162.182.218.60 | 192.168.218.80-2 | Dockground Venfy | 182.158.218.80-2- Only Card Arza Name
18 Success in
2017 2";5 ez 4481253 1 Jemy Wang General 162.182.212.60 | 192.168.218.60-2 E“"ET:;:;’“‘V g2 ise Ii'a 82| ooty Card Area Name
2017-12-15 18:23 8155288 2 Lucky Tan Development 192.188.218.60 | 102.188.218,80- | Bockground Venfy | 182.168.213 80-2- Only Card Arza Name
2 Department Success in
71218 1822 2481253 1 Jeny Wang General 16218021860 | 192.188.218.002 | DooKTOUNd Very | 162.108.218.80-2- Only Card Area Name
21 Suocess in
2017-12-15 18:20 2505930 ) Lilian Mei Development 162.188.218.60 | 192.188.210.80-2 | Dockground Verify | 162.168.218.60-2- Only Card Area Name
24 Department Success In
Created on 20171215 153655
e o ERBRGTE SRee A O R [
Time From To Personnel ID I:l Device Name More
The current query conditions: None
(" Refresh i ClearAll Data [ # Export
Personnel ID First Name LastName Card Number Time Department Device Name Event Point Event Description Reader Name Verification Area
Name Mode Name
22201 BF1 BL1 3401273 2015-05-22 20:36:.02 General 192.168.1.109  192.168.1.109-1 Unregistered Personnel 192.168.1.109-1- Only Card Area Nam|
56 anne lee 2182405 2015-05-22 18:07:14 General 1921681134  192.168.1.134-1 Global Anti-passback(iogical) 192.168.1.134-11 Only Card Area Nar
47 liu xiaomei 5764784 2015-05-22 17:57:37 General 192.168.1.47 192.168.1 47-1 Unregistered Personnel 192.168.1.47-1-Ir Only Card Area Narr
800000002 F2 L2 3419842 2015-05-22 17:08:38 Visitor 192.168.1.109  192.168.1.108-1 Normal Verify Open 192.168.1.109-1- Only Card Area Nam|
101 123 1 2826316 2015-05-22 16:26:23 General 192.168.1.134  192.168.1.134-1 Normal Verify Open 192.168.1.134-11 Only Card Area Narm|
800000001 F1 B1 3419842 2015-05-22 16:15:59 Visitor 192.168.1.109  192.168.1.108-1 Normal Verify Open 192.168.1.109-1- Only Card Area Nam|
7698711 7698711 2015-05-22 14:38:32 1.46.0.40 1.46.0.40-1 Emergency Password Open 1.46.0.40-1n Only Card Area Narr|
7139145 7139145 2015-05-22 14:38:32 146.0.9 146.0.9-1 Remote Closing 146.09-14n  OnlyCard Area Nar
6723011 6723011 2015-05-22 14:38:32 146.0.11 1.46.0.111 Verify During Passage Mode Time Z 1.46.0.11-1-n Only Card Area Narr
280032 22200323 SNE 0E 27 14:20:37 1amnz 4amnsa i ahin Intra Ay Barean Mada Tin 4 A8 A& 4 1n  AnlCard .

: Personnel with electronic map authority, click on the
corresponding [Personnel ID], you can locate the specific location of the personnel in the electronic
map by the way of flashing the door.

You can export all personnel final position data in Excel, PDF, CSV format.
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ZKTECO
Last Known Position
Time: 2017-06-1500: 00 : 00 - 2017-12-15 23 : 53; 58

Personnel ID First Name Last Name Card Number Time Depariment Name | _Devioe Name Event Point | Event Desoripion | _Reader Name | Verffication Mode | __Area Name Zone Remark

& Ambar Lin 428008 2017-12-18 18:28: Financial 182.168.218.80 | 192.188.218.80-2 | Background Verfy | 182.165.218.80-2- Only Card Area Name

0 Department Sucsess in
5 Necol Ye 13260079 2017-12-15 18:28: Marketing 182.168.218.60 | 102 198218 603 | DOCKOround Verly | 182 168 218 60-2- Only Card Area Name

45 Department Sucsess in
1 Jery Wang 4481253 - i;’ B2E General 182.168.212.60 | 192.188.218.60-2 B‘]‘*EZ":::MW Tz ‘ss‘i o0z Only Card Area Name
2040 Shemy Yang 1411237 20171215 18:25: Hotel 16218821280 | 192 188218 gz | SRSNGTOUNd Verfy | 162.168.218.80-2- Grly Card Area Name

pe) Sucesss in
a Lilian Mei 2505230 2017-12-15 1825 | Development 182.168.218.80 | 192.186.218.60-2 | DIOKground Verify | 162.188.218.80-2- Only Card Area Name

fid Depariment Sucesss in
3 Leo Heu 13271770 2017-12-15 18:28: Financial 182.168218.80 | 192.188.218.80-2 | Background Verfy | 182.165.218.80-2- Only Card Area Name

o8 Department Sucesss In
2 Lucky Tan 155288 2017-12-15 18:23: | Dewslcpment 182.168.218.80 | 192.188.218.80-2 | Background Verfy | 182.165.218.80-2- Only Card Area Name

0 Department Sucsess in
8 Glori Liv 8180188 2017-12-15 18:20: Marketing 182.168.218.60 | 102 198218 603 | DOCKOround Verly | 182 168 218 60-2- Only Card Area Name

14 Department Sucsess in
4 Beny Cao 13502341 2017 2;;’ T4 General 182.168.212.60 | 192.188.218.60-2 BMEZ”::;IE"W 182 ‘535‘ 8802 Grly Card Area Name
7 Jacky Xiang 323004 2017 2&;’ T4 General 182.168.212.60 | 192.188.218.60-2 Bmg’i‘g;’em 182 uasﬁ 8802 Grly Card Area Name
800000011 Moy Fang a1eg1es Visitor 182.168.212.80 | 162.188.218.80-1 N“"gi'ﬁ:e"'y TS| ony can Area Name
800000010 Tommy Qi 8323004 Visitor 182.168212.80 | 192.188.218.60-2 N”’gﬂﬁ:ew e ‘ﬁa‘i B2 ony can Area Name
800000002 Eiian Peng 13502341 Visitor 182.168218.80 | 182.188.218.80-1 N”’gﬂﬁ:aw b ‘ﬁg‘i BB oy e Area Name
800000008 Goura Viny 1411237 Visitor 182.168218.80 | 192.18B.218.60-2 N”’;ﬂg:aw 11821002 | only Card Area Name
800000007 Manic W 4828038 Visitar 162.168212.80 | 182.188.218.80-1 ngl:e"'y b ‘Es‘i B oy can Area Name
800000008 Bella Yu sap1252 Visitar 162.168212.80 | 192.188.218.60-2 ngl:e"'y b ‘Es‘i B2 ooy can Area Name
800000004 Tom Les 13200079 P : Visitor 162.168212.60 | 192.188.218.60-2 ng;'ﬁ:ew b ‘Bs‘f‘ B2 ooy can Area Name
800000005 Bil Fang g505030 2017-12-16 11:18: Visitor 162.168.212.80 | 102.188.218.602 | MNormal Verfy | 192.188.21B.602- | Only Card Area Name

Creaes o 201 7-1215 378

Created o ZRBISSecirty softuare. Al Rghts reserved

Click [Reports] > [All Exception Events] to view exception events in specified condition. The options
are same as those of [All Transactions].

Time From | 2015-02-26 00:00:00 To | 2015-05-26 23:59:59 Personnel ID || Device Name More
The current query conditions: Time From:(2015-02-26 00:00:00) To:(2015-05-26 23:59:59)

(% Refresh (i ClearAllData [ # Export

Time Event Event Point Device Name Card Personnel  FirstName Last Name Area Departmer Reader Verification Remark
Description Number D Mame Mame Mame Mode
2U15-Ub-Zb 10:44320  LISCONNEcted 1HL108.1.154 Area Name umer umer
2015-05-26 16:41:46 Unregistered Per 192.168.1.134-1 192.168.1.134 Area Name 192.168.1.1 Only Finger;
2015-05-26 16:41:39 Unregistered Per 192.168.1.134-1 192.168.1.134 Area Name 192.168.1.1 Only Finger;
2015-05-26 16:41:33 Unregistered Per 192.168.1.134-1 192.168.1.134 Area Name 192.168.1.1 Only Finger;
2015-05-26 16:41:30 Unregistered Per 192.168.1.134-1 192.168.1.134 Area Name 192.168.1.1 Only Finger;
2015-05-26 16:41:24 Unregistered Per 192.168.1.134-1 192.168.1.134 Area Name 192.168.1.1 Only Finger;
2015-05-26 16:41:22 Duress Open Ala 192 168.1.134-1 1921681134 2182405 54 dany nee Area Name General 192 168.1.1 Only Finger;
2015-05-26 16:32:45 Unregistered Per 192.168.1.109-1 192.168.1.109 Area Mame 192.168.1.1 Only Finger}
2015-05-26 16:32:23 Unregistered Per 192.168.1.109-1 192.168.1.109 Area Name 192.168.1.1 Only Finger;
2015-05-26 168:32:11 Access Denied 192.168.1.109-1 192.168.1.109 2338484 2829 Area Name General 192.168.1.1 Only Card
2015-05-26 16:32.01 Access Denied 192.168.1.109-1 192.168.1.109 1411237 2831 Area Name General 192.168.1.1 Only Card
2015-05-26 16:30:11 Access Denied 192.168.1.109-1 192.168.1.109 1411237 2831 AreaName General 192.168.1.1 Only Card
2015-05-26 16:30:07 Access Denied 192.168.1.109-1 192.168.1.109 2338484 2829 Area Name General 192.168.1.1 Only Card

: Click [Clear All Data] to pop up prompt, and then click [OK] to clear all exception
events.

:You can export all exception events in Excel, PDF, CSV format.
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ZKTECO

Al Exception Events

Timne: 2017-08-1500 : 00 : 00 - 2017-12-15 23 : 59 - 58
Time Event Descripton | Event Paint Device Name Card Number Personnel ID First Name Last Name AaName | Depariment Name | ResderName | Verffication Mode Remark
2017-12-15 17:43: Clpe{'sﬂc:l-ﬂ Interval 102.168.218.60-1 102.188.218.60 Area Name 182.168.218.80-1- Other
03 o0 Short In
2017-12-18 17:42: | OperatonInterval | (oo o e area Hame 182.192.218.60-1- ot
41 too Short In
71215 17:35: | Operation Interval | o5 1 oa 218,801 | 102.168.218.60 Area Name 192.188.218.60-1- Other
to0 Short In
2017-12-18 18:36: | Operation Interval | PR 182.182.218.60-1 e
17 oo Shart In
2017-12-15 16:36: | Operation Interval | (oo o100 ares Name 182.192.218.60-1- oter
08 too Short In
2017-12-1518:34: | Operation Interval | o) 109.218.80-1 | 102.188.212.60 Area Name 162168218 60-1- Other
0o oo Short In
2017-12-15 16:3%: | Operation ntenval | | o R 182.192.218.60-1- o
52 too Short In
2017-12-1518:33: | Operation Interval | o) 109.218.80-1 | 102.188.212.60 Area Name 162168218 60-1- Other
43 too Short In
171215 16:3% | Operation ntenval | | R 162.192.218.60-2- e
35 too Shart In
2017-12-15 18:33: Clpe{'sﬂc:l-ﬂ Interval 102.168.218.60-1 102.188.218.60 Area Name 182.168.218.80-1- Other
14 o0 Short In
20171218 18:08: | Can nat sonnedt ta 192.188.218.60 Area Name Cther Other
54 server
o 2";5 T picsonnected 182.168.:218.60 Area Name Other Other
2017-12-18 1583 | OperatonInterval | e v Name 182.192.218.60-1- e
a5 oo Shart In
2017-12-15 1141 | Operation Interval | oo o se1e00 ares Name 182.192.218.60-1- oter
04 too Short In
20171215 1118: | Operation Interval | o) 109.218.80-1 | 102.188.212.60 Area Name 162168218 60-1- Other
a5 oo Short In
WT7-12-15 15:18: | Operation Intenval | | PR 182.192.218.60-1- e
too Short In
2017-12-15 11:05: 182.188.218 80-1-
) Ant-Passback | 182.162.218.80-1 | 192.188.212.60 2505930 200000005 E Fang Area Name Visitor . Oniy Card
2017-12-15 11:05: | _Ant-Passback | 192.168.218.80-1 | 102.168.218.60 13260072 200000004 Tom Lee Area Name Visitor 182.192.218.60-1- | Oniy Card

Cresed on: 2017

1215183713

Creama o ZKBCSEC STNATE. Al NIz rRzeneT.

View related access levels by door. Click [Reports] > [Access Rights By Door], the data list in the left
side show all doors in the system, select a door, the personnel having access levels to the door will
display on the right data list.

cess Rights By Door Srowse 218.27.0.1-1{1) Opening Personnel
Door Name || Device Name (_* Refresh [ # Export
halewroatiguangciiil pnsSblna) Fersonne! ID First Name L=st Name Depariment
(% Refrash 5 1 1 General
Door Name Dioor Nurmber Owned Deviee 3 3 3 Genersl
21627.0.41 1 218.27.01 2 General
216.270.12 2 218.27.01 4 Genersl
21627043 3 2183701 5 Genersl
216.270.14 4 218.27.01 11 General
162.168.217.221-1 1 102.162.217.221 111 General
162 168 217 2212 2 102 168 217 221 111 Genersl
162.162.017.221.3 3 102.162.217.221 E
162.168.217.221-4 4 102.162.217.221

You can export all the personnel having access levels to the door data in Excel, PDF, CSV format.
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ZKTECO
192.168.218.60-1(1) Opening Personnel

Personnel ID First Name Last Name Department
2940 Sherry Yang Hotel

1 Jerry Wang General
5 Lucky Tan Development
Department

3 Leo Hou Financial
Department

4 Berry Cao General

Marketing
5 Necol Ye Department

6 Amber Lin Financial
Department

7 Jacky Xiang General

. . Marketing
8 Glori Liu Department
Development

9 Lili Mei

nan ©! Department

View related access levels by personnel.

Click [Reports] > [Access Rights By Personnel], the data list in the left side shows all personnel
information in the system, select personnel, doors that the selected personnel has access levels will
display on the right data list.

Access Rights By Persannel Browse 1{1) Having Level to Access
Personnel ID First Name Last Name More (% Refresh [ # Export

The current query conditions: None Dioor Number Door Name

+ Refresh 21827011

Parsonnel ID First Name Lest Name Department Name 21627.01-2

1 1 Genersl 216.27.0.1-3
2 2 Genersl 216.27.0.1-4
‘General 102.168.217.2211

‘General 102.168.217.221-2

moos M oW o

‘Genersal 182.168.217.221-3

182.168.217.221-4

L@ KM s B W R

1M ‘Genersal

1111 Genersl

You can export all the door information in Excel, PDF, CSV format.
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ZKTECO
6(Amber) Having Level to Access

Door Number Door Name
1 192.168.218.60-1
2 192.168.218.60-2
3 192.168.218.60-3
4 192.168.218.60-4

For details about this function, please refer to its user manual.
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5. Attendance Management

To help companies performing information-based attendance management, this software
implements automatic collection, statistics, and query of employee attendance data. This improves
the management of human resource and facilitates the check-in of employees. This software enables
the management personnel to collect statistics and check the employee attendance, and enables
the management department to query and appraise the attendance of all departments, thus
allowing enterprises to accurately acquire the employee attendance data.

Welcome, admin ® @ @ @ C)

Instrument panel =- My quick operation

Biometric data

- s 0 0 0 0
Click to open TottEvont | Nomat svent || Excopton | Aam Event
0 People Event I ..
L I R N
= ) = -
Welcome to ZKBioSecurity3.0 all in one
security solution platform, the software have
lssued Card Number Finger Persons Password Persons Face Persons _i_‘f]g:’]&:ls‘a'[“ successfully on 2017-11-29.
X 0 0 0 T
Total device: - No Card Number No Finger Persons No Password Persons No Face Person S0 pes0e
® @
Access  Aftendance Visitor '+] AccessModule settings

Event Trends Week month Year o

5.1 Device

This function includes adding device, adding area and assigning it to the personnel.

Set the communication parameters of the device. The system can communicate with the device
properly only when communication parameters are configured correctly, including the parameter
settings in the system and the device. After communication succeeds, you can view the information
on the connected device and can perform remote monitoring of the device/upload and download.
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Welcome, admin ® @ @ C)

B —

The current query conditions: None
(v Refresh  [® New (i Detete

[m] Area Number Area Name Parent Area Number Parent Area Name

Area Setfing
Area Name

) Basic Information

=zl shift

=) Schedule
Exception

Calculate Report D ¢ ¢« 1-1 > 3| S0rowsperpage ~ JumpTo 1 M Page Total of 1 records

5.1.1 Area

Area is a concept of space that facilitates management of devices in a specific area.

In this system, area setting is a process of dividing devices by zone. A prominent feature of “Area” is
to allow the system to automatically manage the employee information on devices. According to
requirements, areas can be allocated to devices (one device can belong to one area only), and
employees can be allocated to one or more areas.

® New

(1) Click [Device] > [Area] > [New] to display the new area page.

If the new area in the area failed to show the list, please contact the
administrator to re-authorize the user to edit the areal

Area Number* |

Area Name®

Parent Area” Area Name

Remark

EXTm S T

Schedule
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(2) After the information is complete, click [OK] to finish new addition, click [Cancel] to cancel new
addition, click [Save and Continue] to save new and continue to add.

: Only support letters and numbers, should not be repeated with other area numbers,
the length should not be more than 30.

: Any character, up to 30 characters. (Should not contain quotation marks).

: the system default region as the default parent region, drop-down check box to select
another parent region, click [OK].

Note: any character, up to 50 characters combination.

Click [Device] > [Area], click [Edit] to edit the device information.

Welcome, admin ® @ @ @ C)

B Device &) Area Numher‘ | AreaName | | Q ®
The current query conditions: None
Area
( Refresh [® New [P Delete
Device
[} Area Number Area Name Parent Area Number Parent Area Nama Remark Operations
Personnel Area Setting .
@ |l Area Name Default Edit
0 I Test 1 Area Name / Edit Delets
%
CRE 1. Select the 1 Area Name 5 Click t dit dit Delete
; . ICK 10 edl
required area i
7’ Basic Information
-7l Shift
, Schedule
Exception
Calculate Report ® 1< < 1-3 > 3 S0rowsperpage =~ JumpTo 1 M Page  Tofal of 3 records

(1) Click [Device] > [Area], select the delete you want to delete, click [Delete].

(2) Click [OK] to confirm deletion, click [Cancel] to cancel deletion.

Prompt

Are you sure you want to perform the delete
operation’?

T ST

Note: If there is sub-area or personnel and device under the area, the area cannot be deleted. Also,
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the default area cannot be deleted.

(1) Inthe function menu, click [Device] >

Device Name®
Device Serial Number*
| IP Address®

‘ Communication port*
Attendance Area
Time Zone
Enroliment Device

Data Update Flag

Data Sending Flag
Refresh Duration{Mins)
Timed Sending Time
Timed Uploading Data
The maximum number
of commands to
communicate with the

Server.

Inquiry record time

[Device] > [New], the following page is displayed:

New

] A

4370

Area Name

EiC/GMT+8

O

[w] Attendance Records [] Operation Logs [ Attendance Photo []
Enrall Fingerprint [ Enroll Personnel

[C] Fingerprint Picture [ Edit Personnel [] Modify Fingerprint [] Facial
Enrollment [ Personnel Photo
[] Send Fingerprint Data [] Send Face Data [ Send Photo

1

00:00;14:05
M

20

(2) After the information is complete, click [OK] to finish new addition, click [Cancel] to cancel new
addition.

: Time and attendance device name, any character up to 20.
: Attendance deserial number.
: The IP address of the attendance device.
: Attendance device port default 4370.
: The device for regional division, to achieve regional data management.
: Time and attendance at different time zones.

: If not selected, the user data uploaded by the device will not be processed (the
attendance record of the device will not be checked). If checked, the user data uploaded by the
device will be processed.
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Data Update Flag: Software-based, allowing the device to upload what types of data.

Data Sending Flag: The main function supported by the device, the software determines which data
to send to the device.

Refresh Duration(Mins): How often the device will make a command request.

Timed Sending Time: The device at a certain point in time for data transmission, can be set to 10,
separated by semicolons.

The maximum number of commands to communicate with the server: The maximum one-time
pull command, the maximum value for processing.

Inquiry record time: Query the record interval time of the device.

The current query conditions: Nons o el @] e' 6.
(+ Refresh [ New m Delete /' Enable @ Disabled ?é’. Synchronize sofiware data to the device = More =
Attendance Data Checking
D Area Name O Device Name  Device Serial Communic; |P Address ,\"«tiendam:@E i Face Device F
Number Type Area 5[ ® Upload Data again 6 Quant Model
@Jﬁb Clear Device commands.
@ Public Message @'
@W Clear the attendance photos
Clear the attendance transactions
w Reboot device
§&+ Gel Device Option @'
1. Refresh

Click Refresh to get latest Device List Status Information.
2. Delete
Select device and click [Delete] to remove device and its information.

3. Enable

After the device is enabled, the upload and download of data are enabled normally. (When the
device is enabled, it can choose whether it is a registration device or not).

Are you sure you want to perform the Enable
operation?
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4. Disable
After the device is disabled, the device is not allowed to upload and send data.
5. Synchronize software data to the device

Select the device to be synchronized and send the corresponding device area data in the software
to the device.

6. Attendance Data Checking

Select the device to proofread data, select the proofing date, the software issued a command to
proofread the software and device attendance data.

Start Time*

End Time*

7. Upload Data again

Select the device in which you want to upload data. Click to enter the check box to upload the data
type: attendance record / personnel information / attendance photo, click the confirmation to get
such information again from the device.

Whether to upload attendance records ]

Whether to upload Personnel ]
information
Whether to upload attendance photos [

8. Clear Device Commands

Select the device to be cleared. It clears the operation command issued by the software in the
setting.

9. Public Message
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You can set public message in the device so that the device can display short messages on the page
(Not all the devices supports this function).

Clear the attendance photos
Select the device. This function will clear all the attendance photo records from the device.
Clear the attendance transactions
Select the device. This function will clear all the attendance data records from the device.
Reboot Device
Select the device you want to restart; the software sends a reboot command and restarts the device.
Get Device Option

Select the device for which you want to get information, click Get software to send command, get
the device related parameters, such as: serial number, IP address, device model, firmware version
number, etc.

Click the corresponding operation under the "Edit" function in the device list.

Welcome, admin @ @ @' @ C)

Authorized Company: ZKTeco

Il [t th AU O
Ll ‘ D ‘ B B &8 8
B Device &) Device Name | | Device Serial Number Q ®

The current query conditions: None
Area

Refresh New Delete  ~/ Enable Disabled {3 Synchronize sofiware cala to the device = More ~

£
E [ Area N
=2 Device Name  Device Serial Communic: P Address Aftendance Enable Online Commal Persor Finger Face Device Operations
Parsonnel Area Setting Number Type Area State Status tobe Quant Quant Quant Model
execute
@ 123 11111111 HTTP 122111411111 Area MName & e [ 5 4) Kl Edit Delete View Command

" 1. Select the 7
required device 2. Click to edit l

El Calculate Report ® 4 » ¢ ¢ 1-1 5 5 S0rowsperpage v  JumpTo 1 [1Pags  Total of 1 records

After clicking [View Command], the page will navigate automatically to device commands page in
system management module to show command queries.
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EE Basic Management @M  submit Time From | |10 Serial Number Back To Results Morew Q. (X
The current query conditions:  Serial Number:(111111111)
Authority M: it
EE-} uthority Maragerent ("% Refresh m Clear Commands E Export
‘Communication D Serial Number Content Immediately Cmd Submit Time Return Time Returned Value
D
Specifies area for Personnel.
B vovee ) — T — ] E—
The current query conditions: None e
Area 9) @) J @ @
O Refresh @ Area Personnel Setting ﬁ Delete Personnel @ Private Message ?é Resynchronize to device
Device
D Area Name O Personnel  First Last Name D Name Area Biolagical Template Quantity
Personnel Area Setting D Name
O 2840 sherry Development Department  Area Name @D eD Erﬂ
O 3212 Chew1  Yhouss2  Development Department Area Name @D ﬁD @r 1}

Refresh

Click [Refresh] to view the latest personnel information for a particular area.

Area Personnel Setting

ko s @ @ @ @ ()

The curent query conditions: Nong

| Lastame |

| B (* Refresh  [® Area Personnel Sefting [ Delete Personnel Private Message [ Resynchronize to device
4 [ Area Name
[ Test
[ Test..

[ Personnel First Lest Name  Department Name Attendance Area Biological Templzte Quantity
[

Name

2. Click on required Area_J

1. Click here

§) Basic Information

[ Schedule

B Exception

[=] calculate Report o 1< i | SOwowsperpsge - JumpTo 1 JOPage  Total of O records.

After selecting the area, click on the area personnel settings, select the staff, whom you want to

assign in a particular attendance area.

ZKBioSecurity 3.1.0.0 or above Page |100




() Query () Depariment

Personnel ID || First Mams Last Mame I:I Card Number I:I Morsw O @
The current query conditions: None
Altemative Selected(0)
[m} Depariment Name  Personnel  First Last Gende Card = Depariment Mame  Personnel  First Last Gende Card
ID Mame Name Mumber D Mame Mame Mumber
==
=
=
==
i« ¢« 0 » | GShrowsperpage -  Total of @ records
o

Since here we are using it first time so we won't get any personnel name. Once you add personnel,
you will get the personnel name in the list above.

3. Delete Personnel
This function helps to delete personnel from assigned area(s).
4. Private Message

We can set message for an employee, which will be displayed to employee on the device at a
defined time. (Useful for the supported devices)

5. Resynchronize to device

Once we have assigned area(s) to the personnel, we need to send all the data to the device of that
area(s), so that personnel attendance matches will the information.

Are you sure you want to perform the
Resynchronize to device operation?
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Since the attendance system is not the same in all companies, you need to manually set the
attendance parameters to ensure the accuracy of the final attendance calculation. The attendance
rule setting is a major way to demonstrate a company’s attendance system.

(1) Basic Rule Setting

Basic Rule Setting Calculate Settings Other Settings

Check-in Rule Earliest Principle The Shortest timetable period should exceed
(minimum 10 minutes)

Check-out Rule Last Principle The Longest timetable period should be within 600
{maximum 1200 minutes)

Late&Early Leave Segment 1 Segment 2 Segment 3

Severity Level Setting Late Setting 1 — |10 11 — |15 16 — |30

Early Leave Setting 1 —|5 B — 10 1" — |30

Late&Early Leave No Statistics Overtime Yes

Counted as Absent

Leave Calculation Take the leave receipt

Standard

Earliest Principle: By default, it takes the first check-in in the effective range,

Closest Principle: It will take the closet check-in in the effective card-taking range of the working
hours in the punch card records.

Late Principle: By default, it takes the last punch card record within the range of valid attendance
range;

Closest Principle: It takes the punch card record closest to the closing time within the range of valid
attendance).

: 120 (default); Range: 10-999;
Required.

: 600 (default); Range:
10-1440; Required.

: Segment 1: Slight, Segment 2: Medium, Segment 3:
Severe, the start and end of these three segments are the limits, which means not allowed to
check-in after the ranges (S/ight 1-10, Medium 11-15; if late or early leave exceeds the Severe settings
limits, the default is late, there is no distinction of the severity.

: No (default), Yes means if there is late or early leave, then the
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time period is recorded as absence.

: Yes (default), No; the first overtime switch for statistics, if set to No, all overtime
will not be calculated.

(2) Calculate Settings

Basic Rule Setiing Calculate Settings Other Settings
Hour Conversion Rule (®  Take the result calculated by the formula as the standard;
Formula: Hours = Minutes / 60 The remainder is greater than or equal to | 55 Recorded as an hour, or count for half an hour or ignore;
The remainder is greater than or equal to | 25 Recorded for half an hour, otherwise ignored;

Decimal point accurate to digits 1

: Take the result calculated by the formula as the standard;

The calculation results are taken as the criterion, and then the decimal place of the calculation result
is retained in combination with the exact digits of the decimal point.

: The result of the calculation is processed according to rules, and then the decimal
places of the calculation result are retained in combination with the precise digits of the decimal
point. As set in above figure, if the result is 55 min, then it will take as 1 hour, and if the result is 25
min, then it will take as half an hour.

Defaultis 1, available choices are 1,2 & 0.

(3) Other settings

Basic Rule Setting Calculate Settings Other Seitings
Shift time period span, attendance First day
calculation result
Schedule Priority Order Personnel-=Departmer Intelligent Matching Shift Principle Least Exception

Sets the representation of the attendance

results in the report.

Expected/Actual 4 Late < Early = Absent o

No Check-in [ No Check- 1 Leave |0 Overtime  +
out

Adjust Rest o Append - Trip A Out o

Attendance

»  The first day. The effective working hours of the second day count to the first day;
» The second day:The effective working hours of the first day count to the second day.

: Personnel - Group - Department, Personnel - Department - Group (default),
Department - Personnel - Group, Department - Group - Personnel, Group - Personnel - Department,
Group - Department — Personnel. The attendance calculation is done based on this priority order.

: Longest Working duration, Least exception (default). The
longest working duration will calculate each shift respectively to obtain the most effective longest
time shift. The Least exception will consider the shift which has minimum number of the exceptions
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(such as late, leave early, etc.).

: Set the required symbol for the
following data; Expected/Actual, Late, Early, Absent, No Check-in, No Check-out, Leave, Overtime,
Adjust Rest, Append Attendance, Trip, Out. Repeated symbols are allowed.

(1) In the function menu, click [Basic Information] > [Holiday] > [New], the following page is
displayed:

New
Number® It is recommended to start with H, such as H
Name* It is recommended to name with [Year]+[Holi
Start Time 2017-11-30 D0:00:00
End Time 2017-11-30 23:59:00

Rermark

(2) After the information is entered, click [OK] to finish new addition, click [Cancel] to cancel new
addition, click [Save and Continue] to save and continue adding.

:Length 5, required;
Character length 20; required;
Holiday start date, the format is date and time;
:Holiday end date, the format is date and time;

: Character length 50;

Select the Holiday which need to be deleted and click [Delete].

Select holiday which need to be edited and click [Edit] beside holiday information.
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5.2.3 Leave Type

® Adding

(1) Inthe function menu, click [Basic Information] > [Leave Type] > [New], the following page is
displayed:

2. Click New to add

New
Number” Itis recommended to start
Name® Itis recommended to end\

1.Click Leave Type | &5 v e Smtor ]

T B BT

(2) After the information is entered, click [OK] to finish new addition, click [Cancel] to cancel new
addition, click [Save and Continue] to save and continue adding.

(3) The default system has 8 kinds of leave: Casual leave, Marriage leave, Maternity leave, Sick leave,
Annual leave, Bereavement leave, Breastfeeding leave, custom. We can edit these leaves but
cannot delete it.

® Delete

Select the leave type and click [Delete] to delete.
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2. Click Delete

1. Select Leave Are you sure you want to perform the delete

operation?

® Edit

Select the leave type and click [Edit] to edit.

1 1. Select Leave Number* L

Name* Casual Leave

Symbol* T

=t Shift

Field Description:
Number: Required, maximum character length is 3;
Name: Required, maximum character length is 10;

Symbol: Required, maximum character length is 4, displayed in associated report.
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5.2.4 Attendance Point

(1) When adding access control devices in the access system, we can also use it as an attendance
point. Add corresponding attendance point in attendance system, and import the punch
records of the door and calculate it.

(2) In the function menu, click [Basic Information] > [Attendance Point] > [New], the following
page is displayed:

Attendance Point Name™

Device Module™ Access Control

B
Area Nama™ Area Nams [~]
1. Select Attendance Point

(3) Select the device, click [OK] to complete the new, click [Cancel] to cancel the new. (Every door
in access system can be used as an attendance point. The number of the doors is the same as
the attendance points quantity.)

® Delete

Select the attendance point which needs to be deleted and click [Delete].

5.3 Shift

5.3.1 Time Zone

This function is used to set the time zone that will be used in the attendance calculation and
configuring the information of each parameter with the minimum unit set. For example, allow late /
early leave time, whether it is necessary to Check-in / Check-out, set the time range of Check-in /
Check-out, overtime setting and so on.

Before setting the shift, you should set all possible time segments, that is, time zone setting. Set the
shift before scheduling, setting the attendance rules in the settings will be significant.

Click [Attendance] > [Shift] > [Time Zone] to enter the time zone page:
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The current query conditions: Nons

(v Refresh  [® New (fj Delete [# Export

Basic Information

(] Name Number Timetable Check-n Stat Check-inTime  Check-out Time Check-outEnd  Cperations
Type Time Time

Click on [New] to add a new time zone.

(1) Normal Time Zone

New
Timetable Type® Mormal Time Zane T
Number* Jt is recommended to start Narme* Itis recommended to start
Check-in Start 08 |00 | (HH:MM) Checlk-out Start Time* 17 1|00 | (HH:MM )
Time*
Check-in Time* 09 |00 | (HH:MM ) Check-out Time* 18 1|00 | (HH:MM )
Checlk-in End Time™ 10 1|00 | (HH:MM ) Checlk-out End Time* 19 1|00 | (HH:MM )
Allow Late{Minutes) o Allow Early o
Leave{Minutes)
Must Check-in® Yes A Must Check-out* Yes A
Calculated as Working 1.0 ‘Whether to deduct Yes T
Days between paragraphs™
Start time between 12 |2|00 | (HH:MM ) Time between end 13 |1|00 | (HHMM )
segments” segments” "
“Saveanvew

Set the value of each mandatory field as per the field explanation below:

All fields marked with * are mandatory.

: There are two types of timetable; Normal and Flexible, flexible timetable is
explained in point 2. The system default timetable type is Normal.

: Any combination of numbers or letters. The number shouldn't be identical with another
zone number. The length is 5 characters.

: Should not contain special symbols, the name of the period shouldn't be identical with other
zone name, the length of 10 characters.

: The format is "hour: minute", set
the check-in / check-out as required. The records outside this range will be considered as invalid
records. The Check-in / Check-out start time and Check-in/ Check-out end time shouldn’t be same.
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The system default check-in start time is 08:00, check-in end time is 10:00;
The system default check-out start time is 17:00, the check-out end time is 19:00.

The format is "hour: minutes". Check-in time should be after check-in start
time and Check-out time should be after check-out end time. The system default check-in time is
09:00, Check-out time is 18:00.

X Note: If the Check-out time is less than the Check-in time, it means it is a two days shift span.
Currently the system only supports one day time span.

: The allowed late time is the maximum time
allowed after check-in, leave early is the maximum time allowed before check-out. The check-in and
check-out should be within the effective range to be valid. The system default Allow late and Leave
early minutes is 0.

X For example: If the number of minutes allowed to be late is set as 5, and the working time as

9:00, Suppose A Check-in at 9:03 and B Check-in at 9:06, then A is not late, because his check-in time
is within limit, B is late because he is late T minute more than the set limit. The logic of early leave is
the same.

: Set whether to set check-in and check-out as compulsory while
commuting to work or not within the selected time range. If set as "Yes", then check-in / check-out is
required; otherwise for “No”, it is not required. The system defaults "Yes".

: If the value is set here, the program will count the working days
according to the set value statistics, otherwise, it will count according to the setting in the
attendance rules. The system defaults working days numberis "1".

: This function is used to set the total break time between Check-in and
Check-out. It is set according to the company lunch time and the evening break in nine to six shifts.
The default interval between the deductions is 60 minutes.

: This will be the total effective time of this shift. It is automatically set by the
system as per the Check-in/out details. The formula for calculation is Total minutes between
Check-in and Check-out subtracted by Deducted time(minutes). It also supports manual input, that
is, custom work time can be set. For example, suppose the Check-in is at 09:00 and Check-out is set
as 18:00, and the deducted time is set as 60 minutes. Now the total time in minutes between
Check-in and Check-out is 480 minutes, now to get the Work time we need to subtract deducted
minutes from this time, so the value will be like (480-60 = 420) minutes.

: For calculating the overtime we need to set the time from
which the overtime should start. If it is selected as "Yes", we need to define "Calculated as Overtime
From”. Overtime calculation formula: overtime = Check-out time - Calculated as Overtime From. The
system default overtime start hours is as "18:00"; If the “Delay Time calculated as overtime” is set to
"No" then the time after the check-out time will not be calculated as overtime. The system default is
No.

:If itis selected as “Yes”, then the time after the check-out will be calculated
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as overtime, otherwise, it is normal working time. The system default is No.

(2) Flexible time period

Flexible time period means a time period in which you can punch a number of times within the
defined Check-in and Check-out time range. The system takes the effective length of time period
between the first check-in and the last Check-out as the total working time in the flexible time
period. The flexible time period does not calculate overtime.

Mew
Timetable Type™ Flexible Timetable v
Number® It is recommended to start Name* It is recommended to start
Checl-in Start Time™ pg9 : 00 (HH:MM) Check-out End Tirme* 19 : 00 (HH:MM)
| saveandnew l ok W cancel |

According to the figure above, the specific settings for each field in the flexible time period are as
follows:

: Any combination of numbers or letters. The number should not be identical with another
Timetable. The length is 5 characters.

- It should not contain special symbols and should not be identical with another timetable
name. The maximum length is 10 characters.

: Set the Check-in Check-out time range for this timetable.
The format is "Hour: Minute". The Check-in / Check-out records outside this range will be invalid.

The system default check-in start time is 08:00, the check-out end time is 19:00.
= Note:

(1) The total time defined by the flexible time period shouldn’t exceed 24 hours.

(2) When the Check-out end time is after the Check-in start time, the total duration of the flexible
time period is defined as: Check out end time - Check in start Time.
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(3) When the Check-out end time is before the Check-in start time, the total duration of the flexible

time period is defined as: Check-out end time + 24- Check-in start time.

(4) The Check-out end time shouldn't be same as Check-in start time.

After the information is entered, click [OK] button to save and return to the time period page. In this

time period list, the newly added time period will be displayed.

Mame Mumber Timetable Type |- Q ®

The current query conditions: hNaneg

(_+ Refresh New (i Delete [# Export

] Mame Mumber Timetable Type Checlk-in Start Checl-in Time Check-out Time Check-outEnd  Operations
Time Time

] Flexislel i Flexible Timetable 15:00 04:00 Edit Delate

[ | TestTime 1 Marmal Time Zone 05:00 09:00 18:00 19:00 Edit Delete

]  Test 2 Mormal Time Zone 0&:00 09:00 18:00 19:00 Edit Delete

] Testt 3 Flexible Timetable 05:00 19:00 Edit Delete

[ | Flexible 4 Flaxible Timetable 05:00 19:00 Edit Delete

XNOTE: The time interval between the working hours and off-hours shouldn't exceed the

maximum / minimum time length set by the system. For details, refer to the settings in 5.2.1 Rule.

Name Nurnber Timetable Type |- Q ®

The current query conditions: None

(_* Refresh New @ Delete E Export

] Mame Number Timetable Type Checlk-in Start Checlk-in Time Check-out Time  Check-out End
Time Time
|| TestTime 1 Mormal Time Zone 08:00 09:00 18:00 18:00
[ Test 2 Normal Time Zone 0800 0900 18:00 19:00
[#  Test1 3 Flexible Timetable 0800 19:00
] FRoxdible 4 Flexible Timetable 05:00 19:00
| Flexibley 5 Flexible Timetable 18:00 04 al
-

.1. Select 2. Click Edit J

(1) Asshown above, click [Edit] under "Operation" to enter the time period editing page.

Operations
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(2) Modify the relevant settings as needed, the operation is the same with the new time period.
After the modification is completed, click the [OK] button to save.

Name Nurnber Timetable Type |- Q ®

The current query conditions: None

(_* Refresh New @ Delete E Export

] Mame Number Timetable Type Checlk-in Start Checlk-in Time Check-out Time Check-out End  Operations
Time Time
|| TestTime 1 Mormal Time Zone 08:00 09:00 18:00 18:00 Edit Delete
[ Test 2 Normal Time Zone 0800 0900 18:00 19:00 Edit Delete
[#  Test1 3 Flexible Timetable 0800 19:00 Edit Delete
] FRoxdible 4 Flexible Timetable 05:00 19:00 edit Delete
Edit Delete

| Flexibley 5 Flexible Timetable 18:00 04:00

/ '
.1. Select 2. Click DeleteJ

(1) Select time period(s), click the [Delete] button under the Operation tab to enter the
confirmation page for deleting the time period.

(2) Click [OK] to delete the period and return to the period page.

X Note: If the time period is part of a shift, then it can't be deleted directly; first you need to delete

the all the shifts that uses this time period.

Name Number Timetable Type |—— Q &
The current query conditions: None
(v Refresh  [® New [ Delete [# Export
0] Name MNumber Timetable Theck-in Start Check-in Time Check-out Time Check-out End  Operations
Type Tima Time
[]  TestTime 1 MNormal Time £o 05:00 0900 15:00 19:00 Edit Delete
[ | Test 2 Mormal Time Zo 0500 - 1800 19:00 Edit Delate
Click here |
[ Test1 3 Flexible Timetat 05:00 . i 19:00 Edit Delate
[ Flexible 4 Flexible Timetat 08:00 19:00 Edit Delate
[ Flexible1 L3 Flexible Timetat 18:00 04:00 Edit Delate
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(1) Click the [Export] button as shown in above figure to enter the configuration interface of the
export time period, as shown in the following figure:

Export

The File Type EXCEL File A
Export Mode e All data (Can export up to 40000 data)

Select the amount of data to export (Can export up to 40000 data)

From the article 1 Strip, is derived 100 Data
g B cance
ZKTECO
Time Zone
Name Number Timetable Type | CreckM S cpeckinTime | CheckoutTime | CMeCkoutEnd

Time Time
Mormal Time 1 Normal Time Zone 08:00 09:00 18:00 19:00
Flexible Timetable 2 Flexible Timetable 09:00 18:00
Day Time 3 Normal Time Zone 08:00 08:30 18:00 19:00
Test T4 Normal Time Zone 20:00 20:30 2330 23:59

(2) The export operation is similar to the export of personnel information.

Name Number Timetable Type | -——— Q| ®

The current query conditions: Nane

(% Refrash New @ Delete |—_,’r Export

(] Name Nurmber Timetable Type Check-in Start  Check-in Time  Check-out Time  Check-outEnd  Operations
Time Time

[]  TestTime 1 Narmal Time Zane D&:00 De:00 18:00 19:00 Edit Delate

O Test 2 Narmal Time Zane D&:00 Dg:00 18:00 19:00 Edit Delate

[ Testl 3 Flexible Timetable 0&-00 14:00 Edit Delste

[J  Flexible 4 Flexible Timetable D&:00 19:00 Edit Delete

] Flexible1 5 Flaxible Timetable 18:00 D4:00 Edit Delate

As shown in the figure above, at the top of the time period list information interface, search by "Time

no

zone number", "Time zone name" and "Time zone type" is supported.

Shift is made up of one or more timetable period(s) in accordance with a certain order and cycle of
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sequence. It is set as default shift for staffs. To get staff attendance, first of all we must set the shift.

Click [Attendance] > [Shift] > [Shift] to enter the main menu of shift as shown below. The search
function can be convenient for shift inquiry. The list shows all shifts of the current system. The time
period details list shows the details of the time period of the shift in the form of a chart.

—— New
J s
Schedule Type™ Regular Shift v Color
5| Device Number® Itis recommended to start Name® It Is recommended to start 1. Shift Definition
——
i Unit* day(s) v Cycle(1-99) 5
) Basic Information
& ormae Start Date” 20171204 Cycle Shift in one Month® Yes M s
T Aftendance Mode’ Punch Card According | v Cvertime Mode’ Computer Automatic Ce v 09:00-18:00
4 Overtime Type* Normal Day v
09:00-18:00
Time Zone
Number Name Q ) (BT
" 09:00-18:00
Name Number Checkin  Check-out Calculated as MJHI:;"E?:’&:E Detalls
Time Time Waorking Days — 09:00-18:00
- o
v TestTme 1 0200 1800 10 M0 dayi) R 00 J8.00 09:00-12:00
[INC2day(s) ~ D900-18:00
Test 2 09:00 18:00 10 .
[INO3day(s) ~ 09:00-18:00
[JNO4day(s) ~ 09:00-18:00
[NOSday(s) ~ 02:00-12:00
2. Shift Time period Definition
[EL Schedule @ 3. Shift Cycle and Time
2 e f the timstable detz) 3 t d itindicate that thers 2 timatable s T
If the timetable detail check box can not be checked.it indicate that there is an overlap in the timetabl: perlod Deﬁnmon
@ Exceplion
= [ saveananew ll ok W cancel | 1
i Calcuiate Report shift period, you can delete the time period

If you click the [Add] button, the above interface appears, the shift setting is divided into three parts,
the specific settings as follows:

1. Shift definition:

: There are two types, "Regular shift" and "Flexible shift". The system default is "Regular
shift".

> : One or more normal timetable periods can be selected to form a regular shift
according to the rule. Regular shifts are often used in more regular work places such as
offices, governments and banks.

> : Only one flexible time period can be used to combine flexible shifts. Flexible
shifts are commonly used by dockers and for hourly workers.5

: Currently this field is not effective.5

: Supports any combination of numbers or letters, and shouldn't be identical with another
shift number, the maximum length is 5 characters.

: Any character, shift name shouldn't be identical with another shift, the maximum length is 10
characters.

: The unit of setting cycle, there are three options; Day, Week and Month, the default being the

"day".

: Defines the number of shift cycles, the shift cycle = the number of cycles * units. If the unit is
"day", the range is 1-99; if the unit is "week", the range is 1-15; if the unit is "month", the range is 1-12.
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: Defines the start date of the shift, the date before the start date is not affected by the
shift. The system default start date is the current system date.

: If you have selected "Yes”, then after the cycle is finished, it will restart
again. This field is displayed only when you select Unit of cycle as "Days", it will not be displayed in
"Week" and "Month".

: This function defines the way how the attendance is calculated for this shift.
Below are the 4 ways:

> : This is the system default. The check-in should be as
per the shift timings.

> In this option, the staff only needs to punch a card at any
time of the day.

> : It will take two valid punch card time intervals as an
effective working time.

> : In this option, staff doesn't need to Check-in or Check-out.

: This function decides the calculation of Overtime. Drop-down menus are:

> : The computer automatically calculates whether the
delay time will be calculated as overtime or not.

> - If this option is selected, then the overtime will not be calculated
automatically. It will take the overtime sheet as final. If the check-out time is less than the end
time of overtime, it will not count overtime hours.

> - If this option is selected, then the overtime will not be
calculated automatically. It will take the overtime sheet as final. If the check-out time is less
than the end time of overtime, it will not count overtime hours and will record as absence.

> :When overtime sheet
and automatic calculate overtime both are enabled, system will take the period which has
least overtime.

> : Overtime applied for overtime will not be calculated as overtime
hours.
: Through this option we can set how the overtime after the worktime is considered.
Drop-down menus are:

> : If selected, the entire time period of overtime hours will be marked as normal
overtime.

> : If selected, the entire time period of overtime hours is recorded as rest day
overtime.

> : If selected, the entire time period of overtime hours is marked as overtime work
holidays.

2. Shift time period definition
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After all the fields of the shift definition are entered, you can define the shift time. All the timetable
created earlier will be displayed in the list. You can choose one or more timetable period only when
the time for both are not overlapping.

X Note: Regular shifts can only use the Regular time period, flexible shifts can only use flexible time

period.

3. Shift cycle and time period definition

Once the shift and time periods are defined. the shift cycle and time period can be defined. This part
is mainly to define the rules of the shift. If you do not schedule any time period on one day, you do
not need to go to work that day.

After the setting is completed, click the [OK] button to save and return to the shift page. The newly
added shift information will be displayed in the shift list.

X Note: Here are a few simple shift settings interfaces.

(1) Regular shift with Day as unit:

New
Schedule Type* Regular Shift v Color
Nurnber® 3 Narne® Test
Unit* dayis) v Cycle(1-28)* 7
Start Date* 2017-12-08 Cycle Shift in one Month* Yes A
Attendance Mode® Punch Card According i COvertime Mode* Computer Automatic Cz v
Cvertime Type* Normal Day v
Number Name Q )
Name Number Check-in Check-out  Calculated as M&ng}l?tﬁ;:e Detals
Time Time ‘Working Days —_—
[ 0 :
Testd 1 08:00 1500 10 DO  WeRIHARHD
[#INO2day(s)  09:00-11:00
Test2 2 18:00 04:00 10
¥INO3day(s)  09:00-11:00
~  Testd L] 0g:00 11:00 10 |#INC4day(s)  09:00-11:00
Vv Tests 7 11:59 18:00 1.0 [¥INCSday(s) ~ 09-00-11:00
[INCEday(s)  09:00-11:00
[INOTday(s)  08:00-11:00
If the timetable detail check box can not be checked. it indicate that there is an everlap in the timetaole.
[ saveananew l o W

(2) Regular Shift with Week as Unit:
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Schadule Type® Colar
Number* Name*

Unit* Cycle(1-15)*
Start Date® 2017-12-05

Aftendance Mode® Punch Card According t * Overtime Mode* Cornputer Automatic Cz v

COvertime Type* Normal Day

Number ‘ Name | Q ®

Select All 6 Timetable Details

Name MNumber Check-in Check-out Calculated as Unselect All

Time Working Days
[¥IMonday 08:00-11:00
ITuesday ~ 09:00-11:00
[¥Iwednesday 09:00-11:00
[#[Thursday ~ 09:00-11:00
=S : 18:00 : [#IFriday 09:00-11:00
[Jsaturday ~ 09:00-11:00
[_ISunday 08:00-11:00
[¥IManday 09:00-11:00
[#ITuesday ~ 09:00-11:00

Testl X 1500 0

Test2 : 04:00 0

0
O
I}

Tast4 X 11:00 0

K

If the timetable detail check box can not be checked,it indicate that there is an overlap in the timetabla.

T B TN

X Note: The shift only provides the user with a cycle rule for the selected period of time within the

set period. The unselected dates will be off-day. When a user schedules shift for an employee, he will
simply select the start and end dates and the number of cycle, without having to confirm work-day
and off-day. After the frequency is selected, the system determines which day to go to work
according to the period set by the selected frequency.

® Adding timetable

Select a shift, and click [Add Timetable] to enter the editing interface, set the area in the shift time
and shift period and time period, and increase the shift time period and the period, click [OK] to save
and exit. Then add a time period in the shift.
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Welcome, admin ® @ @ (@J C)

[E5] Device @ Name ‘ | Nurnber | Schedule Type Q

The current query conditions: None

(&) Basic Information
& > Refresn [® New (i Delete [# Export Timetable Details

E.‘ Shift o Name Number  Schedule  Unit StartDate Cycle Shitin  Cperations NO1day(s) 09:00:18:00

Type one Month NODday(s) 00:00-18:00

Time Zone Test Regular Shil day(s) 2017-12-01 Delete Add Timetable Clear Tim NO3day(s) 09:00-18.00

st Regular Shil day(s) 2017-12-05 Delete Timetable Clear Tim

Shift NO4day(s) 09:00-12:.00

Test! Regular Shif Wesk 2017-12-05 Add Timetable Clear Tim

1. Select l 2. Click Add Timetable J

NOSdayls) 09:00-18:00

NOBday(s) 09:00-18:00

|_EL Schedule

@ Exception

J.-_Ill Calculate Report @ J¢ ¢ 1-3 5 3| GS0rowsperpage ~ JumpTo 1 /1Page  Total of 3 records Double-click the shift period, you can delete the time period

A Note: This function can be used when the attendance time period is not consistent throughout
the week or if there are multiple time periods for a shift.

For example: Suppose in a company, every Monday, Wednesday and Friday has (attendance) period
of 9:00-16: 00, and every Tuesday, Thursday has (attendance) period of 10: 00-19: 00.

1. To set this shift we need to first create two timetable periods as shown below:

me, admin

| | TmewbeTe|—— 3. Enter the details and
click Save and New

Timetable Type® Normal Time Zone A
s

Check-in Start Time™ 08 : 00 (HH:MM) Check-out Start Time* 15 : 0D (HH:MM)

Check-in Time" E (HH:MM) Check-out Time* (HHMM)
Checkin End Time* (HHMM)  CheckoutEndTime'  [17 - 00 | (HH:MM)

Allow Late(Minutes) Allow Early

Leave(Minutes)

Must Check-in® Must Check-out®

Calculated as Working Deducted
Days Time(Minutes)

[ZL schedule

Wark Time (Minutes)* 380 Delay Time Calculated No

Calcula 0 ny 50 row Pag records

2. Create atimetable of 10:00 to 19:00 same like above.
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3

Timetable Typa® MNormal Time Zone ¥

Checl-in Start Time* (HH:MM) Checl-out Start Time*
Checl-in Time* (HH:MM) Chetlk-out Time*

Checlk-in End Time* (HH:MM) Checlk-out End Time*
Allow Late{Minutes) Allow Early l:l

Leave(Minutes)

|

Must Check-in* Yes r Must Check-out” Yes r
Days Time(Minutes)
Wark Tima (Minutes)™ 510 Delay Time Calculated Ma v i

EXT ECE BT

3. Now go to shift interface as shown below:

7-El"-'ﬂ 4 - v : Welcome, admin @ @ @ @ C)

Device T Name | Number Schedule Type
The current query conditions: None

0} Basic Information

(v Refresh  [® New [ffp Delete [% Export Timetable Details

O Name Number  Schedule  Unit Cycle StartDate Cycle Shitin  Operations Notday(s)

Type cne e NO2day(s)

Time Zone ] Test Regular Shit day(s) 6 2017-12-01 Yes Delete Add Timetable Clear Tint NO3day(s)
NO4day(s)

NO5day(s)

NOBdaY(s)

1. Click Shift 2. Click Add Timetable J

Exception

Calculate Report D 1< ¢ 1-1 5 31 SDrowsperpage ~+ JumpTo 1 /1 Page  Total of 1 records Double-click the shift period, you can delete the time period

4. After you click [Add Timetable], below shift page will appear:
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Schedule Type® Color

Number* Name*

Unit* Cycle*

Start Date* | 2017-12-06

Attendance Mode® | Punch Card According i v Overtime Mode® | Computer Automatic Cz v

Overtime Type*

| Mormal Day

MNurmber | MName |

Select All 1 Timetable Details

Name MNurnber Unselact All

Check-in
Time Time

Check-out  Calculated as
Waorking Days
[#IMonday 09:00-18:00
[#|Tuesday

[#I\Wednesday  09:00-15:00

[w1  Test 09:00 18:00 1.0

09:00-158:00
O 09:00 16:00 10

O T10-7 10:00 19:00 10 09-00-15-00

[IThursday
[#IFriday
[#Saturday

[¥ISunday

09:00-15:00
09:00-158:00
09:00-18:00

If tha timetable detzil check box can not be checked it indicate that thera is an overlap in the timatable.

5. Since the company's shift schedule is weekly and has the same working conditions every week,
the setting unit is "Week" and the number of cycle is "1".

Add Timet

Schadule Type®

Regular Shift T

Start Date” | 2017-12-06

Punch Card According t v
Normal Day v |7

Number | Name |

Attendance Mode®

Cvertime Type*

Name Nurmber Check-in
Time Time

Test 08:00 18:00
09:00 16:00
10:00 19:00

" 1.Blue shows the defa

Checlk-out Calcu]alﬁ as

Working Days \

Color
Name*

Cycle*

Overtime Mode*

Computer Automatic Cz ¥

2. Once you select the desired
timetable, you will get details
here. Select the desired days

All 8 Timetable Details
Unselect All

[#IMonday
[_|Tuesday
[#/Wednesday  098:00-16:00

09:00-16:00
00:00-18:00
[ Thursday 09:00-16:00
[#IFriday 09:00-16:00
|| 5aturday 08:00-16:00

[1Sunday

ult, uncheck
the default one and Tick and click
on the desired

09:00-16:00

If the timetable detail check box can not be checked,it indicate that there is an overlap in the timetable.
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Since the working days for 09:00 to 16:00 are Monday, Wednesday, and Friday, so select it at the
right side in the "Timetable Details" box.

For Tuesday and Thursday, do same step like above, first tick and click on the timetable and then
select Tuesday and Thursday as shown below:

Add Timetable X
Schedule Type™ Regular Shift T Color =
Number 1 Narme* Example
Unit* Wask A Cycle* 1
Start Date® 2017-12-06
Attendance Mode® Punch Card According t v Overtime Mode* Computer Automatic Cz v
Cverime Type* | MNormal Day T |

2. Select the desired days
Number | Name |

\

Name Mumber  Check-n  Check-out Calculated as 1Y M&ﬂ?ﬁi‘tﬂe Details

Time Time ‘Working Days :
Test 1 02:00 15:00 1.0 Monday UENLAREYD
[« Tuesday 10:00-19:00
[ To4 8 09:00 16:00 10
Wednesday  10:00-19:00
v T10-7 g 10:00 15:00 10 @/ Thurscay R OIo00
Friday 10:00-19:00
| ISaturday 10:00-19:00
[CIgunday 10:00-19:00

1. Tick and click on the desired J

If the timetable detail check box can not be checked,it indicate that there is an overlap in the timetable

EET E=E

8. After the setting is completed, click the [OK] button to save and return to the shift page. The
new shift information will be displayed in the shift list. Click the row where the shift is located to
view the details of the shift time period at the right side of the interface, as shown in the
following figure:

‘M @ [ t -f‘f"l (R = ”: e ;_:“ Welcome, admin @ @ @ @ C)

[E4 Device @D Name Number Schedule Type Q ®
_ The current query conditions: None
i) b ioimaten (> Refresh [@ New (i Delete [ Export Timetable Details
E Shift ) O Name Numbar %::auu Unit cycle StariDate. Cycleitin  Operatans Monday 09:00-16:00
Tuesday 1000-19:00
Time Zone [m) Example 1 Regular Shil Week 1 2017-12-06 No Delete Add Timetable Clear Tim Wednesday 09:00-16:00

; Thursday 10:00-19.00
+ Fricay 09001600
/ Saturday

Click on the shift J

Ssunday

You will find here the
details of the shift J

Schedule

@ Exception

i) Calculate Report o) ¢ ¢ 1-1 3 3| S0rowsperpage ~ JumpTo 1 HPage Total of 1 records Double-click the shift period, you can delete the time period
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As shown in the figure above, the shift on Monday, Wednesday and Friday (attendance) is at 9: 00-16:
00 and on Tuesday and Thursday (attendance) is 10: 00-19: 00.

In the shift list, click the [Clear Timetable] button in the [Operation] column of the shift. This
operation only corresponds to a single shift, batch operation is not available. A confirmation page
will pop up, click the [OK] button to confirm deletion of all the timetable of the selected shift.

Name | | Number| | ScheduleType[ -------- E Q ®

The current query conditions: Nong

(* Refresh [® New [ Delete [# Export

(]} Name MNurmber Schedule  Unit Cycle Start Date  Cycle Shift in Operations
Type one Month
[} Example 1 Regular Shil Week 1 2017-12-06 No Delete Add Timetable Clear Tim
Prompt

Are you sure to clear the timetable for the
selected shift?

In the shift list, click the [Delete] button in the [Operation] column where the shift is located. This
operation only corresponds to a single shift, batch operation is not available), click [Delete] to enter
the deletion confirmation page, click [OK] to delete the selected shift and exit.

Or first select the shift to be deleted (that is, the checkbox in front of the row where the selected shift
is located), click the [Delete] button at the top of the interface to enter the deletion confirmation
interface, and click [OK] to complete the batch deletion operation.

= Note: If this shift is scheduled, it cannot be deleted. You need to delete all scheduled shifts that is

connected this shift before you can delete the shift.

This function will export all the details of the shift in excel, pdf and csv file format.

ZKTECO
Shift
Name Number Schedule Type Unit Cycle Start Date Cydeh?;'::r:n one
Day Shift 1 Regular Shift Day 10 2017-12-15 Yes
Night 2 Regular Shift Day 10 2017-12-18 Yes
Flexible 3 Flexible Shift Day 10 2017-12-18 Yes
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After setting the time attendance and shift cycle, you can schedule it. Schedule management
includes: Group, Group Schedule, Department Schedule, Personnel Schedule and Temporary
Schedule.

= Note: Schedule management is divided into 4 groups, departments, personnel and temporary

scheduling. So, when the shift is scheduled to repeat, then at this time there will be a priority judging.
This priority setting you can find under the [Basic Information] > [Rule] page. The default is
"Personnel-Department-Group", which is the highest priority shift, followed by the department.

Basic Rule Setting Calculate Settings Other Settings

Shift ime period span, attendance First day
calculation result
Schedule Priority Order Personnel-=Departmer Intelligent Matching Shift Principle Least Exception
Sets the representation of the attendance
results in the report.

Expected/Actual 4 Late < Early > Absent o

No Check-in I No Check- ] Leave (4] Cvertime +

out
Adjust Rest o Append . Trip A Out o]

Attendance

In the same type of scheduling for a person, the software processing logic is as follows: Follow-up of
the new shift will overwrite the previous shift. Suppose, you have been added to shift A from June 1
to June 10. Now you have been added in a new shift B from June 5 to June 10, so from June 5 to
June 10 you have to work as per Shift B's schedule.

Before group scheduling, you need to group people with the same attendance rules. Groups mainly
include "Query", "New", "Delete", "Add Personnel", "Edit", "Delete Personnel" and other functions.

Click [Attendance] > [Shift Management] > [Group] to enter the main interface of the group. The
search function can conveniently search the group if you have so many groups in your system. The
list shows all the group present in the current system. The list of people is shown in the Browse
Group Personnel on the right side of the interface.
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7-Eca ' = Welcome, admin @ (D @} (:Q?)) C)

S| Device @ Edit Personnel for Group Browse the Group Personnel

Name | ‘ Number Personnel ID ‘ First Name |

=) Basic Information
= The current query conditions: None The current query conditions: None

Shift ™ (O Refresh [® New (i Delete ( Refresh (i Delete Personnel

[m} Name Number Remark Personnsl ‘Operations [m} Department Personnel ID First Name Last

|, Schedule Qi Hane

Group Schedule
Department Schedule
Personnel Schedule

Temporary Schedule

@ Exception

:l Calculate Report 1¢ <« 0 5 5 S0rowsperpage ~  Total of O records 14 ¢« 0 5 3 SOrowsperpage ~  Total of O recorcs
il ©a al

»| |«

® Adding agroup

Click on the main group interface [New] button, new group interface will pop-up:

Numnber® | It is recommended to start with |

Narne® | It is recommended to start with |

Remark

oo amnen B o ] coeor

Number: Any combination of numbers or letters, group number should not be identical with
another group number, maximum length of 5 characters.

Name: Does not support special characters, group name should not be identical with another group
name. The maximum length is 10 characters.

Remarks: Write any note for this group, if it has some characteristic information; the maximum
length is 50 characters.
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® Edit groups

Numbsr® [B1

MName* | Demo_Group

Remark for Testing purpose

Cancel

(1) As shown above, select a group and click the [Edit] button in the [Operation] column of the
group to enter the editing group interface.

(2) After modifying the fields that need to be modified, click the [OK] button and return to the
group page.
® Delete Group

Edit Personnel for Group

Name| | Mumber | Q

The current query conditions: Mong

(> Refresh [® New | (i Delete

Mame Murmber Remark Personnel Operations
Cuantity

Demo_Group G1 for Testing purpase 0 Add Personnel Edit

(1) Select one or more groups and click the [Delete] button on the upper left of the group list to
enter the confirmation page for deleting the group.

(2) Click [OK] to delete the group and return to the group page.

X Note: If there is a person in the group or in group scheduling, it cannot be deleted. First, you need

to delete all the people in the group and schedule to delete the group.

® Adding Personnel
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me, admin

| Last Name
*) Basic Information ® Query () Department i

|=2L  shift =
; The current query conditions: Nong

Alternative Selected(0)
5, Schedule

(] Department Personnel  First
D N:

Gende Card (] Department Personnel  First Last Gende Card
Name lame: Numbe D

r Name Name Name Number
[ Financial Departme 1 abc Male

(] Marketing Departm 2 Female

Temporary Schedule

|« < 1-2 > 3 S0rowsperpage ~ Total of 2 records

;] Exceplion

lTl Calculate Report

(1) Select a group, and click the [Add Personnel] button in the [Operation] column of the group to
enter the personnel adding interface as shown above.

(2) Select the relevant personnel from the list at left side and move it towards right list. Click the [OK]
button to complete the addition of personnel operations.

= Note:

» Those who have been assigned to this group will be listed at the right side of the group
interface.

» People who have been added to other groups will be deleted from the original group after
they are added to the group.

» To search conditional query, filter through "Department" and get the list of candidates.

® Delete people

Edit Personnel for Group Browse the Group Personnel

B 1. S ] B —

The current query conditions: None ..~ current query conditions: None

(_% Refresh New ffi Delete (> Refresh (i Delete Personnel
O Mame Mumber Remark Personnel Operations O Department Personnel ID First Mame Last
CQuantity Name
[|  Demo_Group G1 for Testing purpose 2 Add Personnel Edi Financial Department 1 abe XYZ
"

\ (]} Maﬁhw abe1 xyzl
1. Click on the . 2. Select Personnel(s) J
desired Group = -
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(1) Asshown in the above figure, select a group and select the person to be deleted in the browse
group on the right. Click the [Delete Personnel] button to enter the interface of confirm
deletion.

(2) Click the [OK] button to delete the personnel.

This function is used to schedule group to the personnel in shift(s). The new group scheduling
interface is shown as below:

New
Start Time* End Tirne*
4 [vfF7> Group List Schedule Type Normal Schedule A
~[] Demo_Group
D D G Schedule  Number MName Unit Cycle Start Date  Cycle Shiftin
SMUUp Type one Month
vl Reqular Shil 1 Example ‘Week 1 2017-12-06 Mo
Regular Shil 2 Test Week 1 2017-12-06 Mo

[ saveandnew W ok W cancer |

For Group scheduling you need to select the group, set start date / end date, shift type, select the
shift.

Select group(s) from the left side of the interface.

Define the start and end date for the group schedule. From the start date the schedule will come
into effect.

: There are two kinds, Normal Schedule and Smart Schedule.

Through Normal Schedule you can only choose a single shift. If you select more than one shift, the
below prompt will appear:
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The normal schedule can only choose one shifil

Through Smart Schedule you can choose more than one shift. After you select smart schedule, the
software will automatically determine the most suitable frequency according to the punch card
records in attendance calculation.

Choose the shift from the list for this group and click [OK].

5.4.3 Department Schedule

The department scheduling operation is same as the group scheduling. The difference is only in the
object of choice. Here we need to select department from the list at the upper left side of the
interface.

Start Time* 12017-12-04 | EndTime’ 2018-02-02

| 4 (M General Schedule Type
[+ ] Marketing Departme
11 Development Depari
17 Financial Departmen

[1[] Hotel

Schedule  Number MName Unit Start Date  Cycle Shiftin
Type ane Month

v Regular Shil 1 Example Week 2017-12-06 No

O Regular Shil 2 Test Week 2017-12-06 No

T S T

5.4.4 Personnel Scheduling

Personnel scheduling operations is completely same as group scheduling, but when scheduling
personnel, the object of choice is personnel at the top left corner of the interface.
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Flease input the Pers

4 M General
4[> Marketing Departme
[ [] abe1(2)
1 [] Development Deparl
4 [+l Financial Departmen
v [ abe(1)
[ Hotel

Start Time*

2017-12-06
Narmal Schedule v

Number Name Unit

Schedule Type
Schedule
Type

& Regular Shit 1 Example  Wask

[l Regular Shit 2 Test Week

End Time*

2018-02-09

Cycle Start Date  Cycle Shift in

one Menth
2017-12-06 No

2017-12-08  No

soeaen ] o ] coea ]

5.4.5 Temporary Schedule

Temporary scheduling operation is same as the personnel scheduling. Because of some sudden
change in work shift for a temporary period, some personnel may be required to work in different
shift for a temporary period. This function is used at this time to allot temporary schedule to the
personnel. Temporary shift schedule has the highest priority in all shift schedules.

Flease input the Pers

| 4 [M[F General

4 [+~ Marketing Departme
[ abet(2)

1] Development Deparl

4 [ |7 Financial Departmen

10 abe(1)
[ Hotel

Start Time*

2017-12-07

Schedule Type

Schedule
Type

Number Name Unit

[ Reqular Shit 1 Example Week

O Regular Shil 2 Test Week

Mormal Schedule A

End Time*

2017-12-08

Start Date  Cycle Shiftin

one Menth
2017-12-06 MNo

2017-12-06 No

EXTn B BTN
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Appended receipt is used to enter records for the personnel in case the person is out on business
trip, missing check-in/out, etc.,, Manual attendance record in the attendance report is called
Appended Receipt. Generally, it is entered by the management staff according to attendance result
and company's attendance rules after the attendance cycle ends. This version does not support the
approval of exception, entered manually in system. Data entered into the system will have an impact
on the attendance calculation results.

Time From | 2017-08-07 D0:00:00 To  2017-12-07 23:59:59 Department Name Personngl ID
The cument query conditions: Time From:(2017-09-07 00:00:00) To:(2017-12-07 23:59:59)
( Refresh [ New (i Delete [# Export

o] Personnel ID First Name Last Name Department Department Punch Time Remark Cperation Time Cperations
Number Name

Business Trip

(1) Click [Exception] > [Appended Receipt] > [New]:

@ Query () Department

Personne\lDl:I First Name Last Name Card Number Morev  Q (%)

The current query conditions: None

Alternative Selected(0)
(] Department Personnel  First Last Gende Card [l Department Personnel  First Last Gende Card
Name D Name Name Number Name D Name Name Number
[J  Financial Departme 1 abc xyz Male
[ Marketing Departm 2 abct xyz1 Female oy
=
<
==
1-2 50rows perpage -  Total of 2 records
Punch Time* 2017-12-07 12:40:45 Remark

Saeanaren | o
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: Select the required personnel for appended receipt, multiple choice is available.

: Set the date and time of punch.

: Enter the reason for appended receipt, the max length is 50.

(2) Afterfilling the information, click [OK] to save and exit, the appended receipt will be displayed in

the added list.

(1) Click [Exception] > [Appended Receipt] > [Delete]:

(2) Click [OK] to delete.

Prompt

Are you sure you want to perform the delete
operation?

You can export selected appended receipt data in Excel, PDF, CSV file format.

ZKTECO
Appended Receipt

Department

Personnel ID First Name Last Name N Department Name Punch Time Remark Operation Time
2017-12-15 08:40: 2017-12-15 16:40:
1 Jerry Wang 1 General

00 51
Development 2017-12-15 08:40: 2017-12-15 16:40:

2 Lucky Tan 2 Department 00 51
2940 Sherry Yang hotel Hotel 2017-12(—,2)5 08:40: 201 7-125-)115 16:40:
3 Leo Hou 4 Financial 2017-12-15 08:40: 2017-12-15 16:40:

Department 00 51
2017-12-15 08:40: 2017-12-15 16:40:

4 Berry Cao 1 General 00 51
Marketing 2017-12-15 09:50: 2017-12-15 16:51:

s Necol Ye 2 Department 00 00
Financial 2017-12-15 09:50: 2017-12-15 16:51:

s Amber Lin 4 Department 00 00
2017-12-15 09:50: 2017-12-15 16:51:

7 Jacky Xiang 1 General 00 00

Personnel may need leave at different circumstances. They can apply and the leave will be displayed

here:
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Device Time From  [2017-08-07 000000 | To |2017-12-07 23:50:59 i | Department Name |:| Personnel 1D | T more
The current query conditions: Time From:(2017-09-07 00:00:00) To:(2017-12-07 23:50:59)

Erlsorancy (C* Refresh @ New ﬁ Delete |—_,’ Export

Shift o Personnel ID First Name Last Name Department Department Leave Type Start Time End Time Remark
Numbar Name

Schedule

Exception
Appended Receipt
Business Trip

(1) Click [Exception] > [Leave] > [New]:
New %
| | ® Query () Department

Personnel 1D l:l First Name Last Name Card Number Morew Q. (%)

The current query conditions: None
Alternative Selected(0)

(]} Department Personnel  First Last Gende Card (]} Deparmeant Personnel  First Last Gende Card

Name D Name Name Number Name ID Name Name Number

[l Financial Departme 1 abc XYz Male

[ Marketing Departm 2 abct Xzl Female ™

[ General 3 abc2 Xyz2 Male =

[ Hoteal 4 abc3 xyz3 Female =

Leave Type® B v

Start Time 2017-12-07 12:48:27 End Time 2017-12-07 12:48:27

Leave Requisition Phato Remark

o
: Select the required personnel, multiple choice is available.
: Set the type of the leave.
: Start time of the leave.
: End time of the leave.
: Upload photo of supporting document for the leave request.
: Enter the reason for leave, the max length is 50.
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(2) After filling the information, click [OK] to save and exit, the leave information will be displayed in
the added list. Click [Leave Requisition Photo] at the end of each line to view the leave
requisition photo

® Delete

(1) Click [Exception] > [Leave] > [Delete]:

(2) Click [OK] to delete.

® Export

Are you sure you want to perferm the delete
operation?

You can export selected leave data in Excel, PDF, CSV file format.

ZKTECO
Leave
Department _
Personnel ID First Name Last Name Number Department Name Leave Type Start Time End Time Remark Operation Time

1 Jerry Wang 1 General Le 2n17-12|-)175 16:36: 2017-1261?5 16236 2017-12;1?5 16:36:
3 Leo Hou 2 Financial Marriage Leave 2017-12-1518:38: | 2017-12-15 18:38: 2017-12-15 18:38:

Depariment g 48 18 53
Marketing 2017-12-15 16:36: | 2017-12-15 16:36: 2017-12-15 16:36:

5 Necol A( 2 Annual Leave

eco © Depariment 19 19 27
_ Financial - 2017-12-1518:38: | 2017-12-15 18:38: 2017-12-1518:39:

6 Amber Lin 4 Department Sick Leave 54 54 00
9 Lilian Mei 3 Development Breastfeeding 2017-12-1518:39: | 2017-12-15 18:39: 2017-12-1518:39:

Department Leave 02 02 10
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Device

Basic Information

Exception

Appended Receipt

Leave
Business Trip

Go Out

Time From | 2017-06-07 00:00:00 To |2017-12-07 23:50:50 Dapariment Name |:| Personnel ID

The current query conditions: Time From:(2017-08-07 00:00:00) To:(2017-12-07 23:59:549)
(% Refresh @ Mew ﬁﬁ% Delete |—_,’ Export

O Personnel ID First Name Last Name Department Department Start Time End Time
MNumber MName

(1) Click [Exception] > [Business Trip] > [New]:

New %

(®) Query () Department

The current query conditions: None

Personnel ID l:l First Name Last Name Card Number Morer O (%)

Alternative Selected(D)
O Department Personnel  First Last Gende Card O Department Personnel  First Last Gende Card
Name D Name Name: Nurmnber Name D Name Name Number
[l Financial Departme 1 abc XyZ Male
[C]  Marketing Departm 2 abc xyzi Female e
[ General 3 abc2 xyz2 IMale =
[l Hotel 4 abc3 xyz3 Female =
<=
1-4 » 3 S0rows perpage  ~  Total of 4 records
Start Time 20171207 13:02:15 End Time 20171207 13:02:15
Rermark

Em T T

: Select personnel need business, it can be multiple choices.

: Start time of the business trip.

: End time of the business trip.

: Enter the description of business trip, the max length is 50.
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(2) After filling the information, click [OK] to save and exit, the business trip information will be
displayed in the added list.

(1) Click [Exception] > [Business Trip] > [Delete]:

(2) Click [OK] to delete.

Prompt

Are you sure you want to perform the delete
operation?

You can export selected business trip data in Excel, PDF, CSV file format.

ZKTECO
Business Trip
Personnel ID First Name Last Name Dilp:r::::m Department Name Start Time End Time Remark Operation Time
2017-12-15 16:37: | 2017-12-15 16:37: 2017-12-15 16:37:
4 Berry Cao 1 General a7 27 21
Marketing 2017-12-18 11:42: | 2017-12-18 11:42: 2017-12-18 11:42:
8 Necol Ye 2 Department 28 28 Go to Shenzhen 51
g Glori Liu 2 Marketing 2017-12-18 11:42: | 2017-12-18 11:42: Go to Thailand 2017-12-18 11:43:
Department 55 55 08
Device Time From | 2017-02-07 00:00:00 To |2017-12-07 23:50:50 Department Name
The current query conditions: Time From:(2017-02-07 00:00:00) To:(2017-12-07 23:50:54)
| Basic Information
(v Refresh [® New [fjt Delete [# Export
O Persannel ID First Name Last Mame Department Department Start Time
Mumber MName
Exception
Appended Receipt
Leave
Business Tnp
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(1) Click [Exception] > [Go Out] > [New]:

(®) Query () Department

The current query conditions: None

Alternative Selected(0)

(] Department Personnel  First Last Gende Card (] Department Personnel  First Last Gende Card
Name D Name Name Nurmber Name D Name Name Number

Financial Departme 1 abc XYZ Male
Marketing Departm 2 abct xyzl Female
General 3, abc2 Xyz2 Male

Hatel 4 abc3 Xyz3 Female

1€ ¢ 1-4 3 3] 50 rows per page - Total of 4 records

Start Time 2017-12-07 13:12:37 ‘ End Time 2017-12-07 1312:37 |

Em N BT

Fields are as follows:

Personnel: Select the required personnel, multiple choices are allowed.

Start Time: Start time of going out.

End Time: End time of going out.

Remark: Enter the description of going out, the max length is 50.

(2) After filling the information, click [OK] to save and exit, the go out information will be displayed

in the added list.

® Delete

(1) Click [Exception] > [Go Out] > [Delete]:

Are you sure you want to perform the delete
operation?

(2) Click [OK] to delete.
® Export

You can export selected go out data in Excel, PDF, CSV file format.
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ZKTECO

Go Out
. Department ) ) y
Personnel ID First Name Last Name - Department Name Start Time End Time Remark Operation Time
2017-12-18 11:43: | 2017-12-18 11:43: . 2017-12-18 11:44:
1 Jemy Wang 1 General Visitor Client
46 46 00
. 2017-12-18 11:43: | 2017-12-18 11:43: . 2017-12-18 11:43:
7 Jacky Xiang 1 General 28 28 Haspital 46
Device Time From | 2017-08-07 00:00:00 To | 2017-12-07 23:50:50 Department Name E
The cumrent query conditions: Time From:(2017-09-07 00:00:00) To:(2017-12-07 23:59:59)
Basic Information
(" Refresh @ New ﬁ' Delate |—_|’ Export
Shift (] Fersonnel 1D First Name Last Name Department Department OT Type Start Time
Number Name
Schedule
Exception
Appendad Receipt
Leave
Business Tnp
Go Out
Adjust and Append
Adjust Shift
(1) Click [Exception] > [Overtime] > [New]:
New e
(® Query (O Department
Personnel ID l:l First Name Last Name Card Number Morew QO (%)
The current query conditions: None
Alternative Selected(0)
O Department Personnel  First Last Gende Card O Department Personnel  First Last Gende Card
Name 1] Name Name Number Name ID Name Name Number
[ Financial Departme 1 anc Xz Male
[ Marketing Departm 2 abct xyzl Female =
] General 3 abc2 xyz2 Male =
[ Hotel 4 abcld xyz3 Female <
<=
1-4 50rows perpage v  Total of 4 records
OT Type Normal OT A
Start Time 2017-12-07 13:18:14 End Time 2017-12-07 13:18:14
Remark
.
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: Select required personnel for overtime, multiple choices are available.

:Normal OT, Weekend OT and Holiday OT three types.
: Start time of overtime.

: End time of overtime.

: Enter the description of overtime, the max length is 50.

(2) After filling the information, click [OK] to save and exit, the overtime information will be

displayed in the added list.

(1) Click [Exception] > [Overtime] > [Delete]:

(2) Click [OK] to delete.

Prompt

Are you sure you want to perform the delete

operation?

You can export selected overtime data in Excel, PDF, CSV file format.

ZKTECO
Overtime
Department X N
Personnel ID First Name Last Name e Department Name QT Type Start Time End Time Remark Operation Time
Financial 2017-12-1516:37: | 2017-12-15 16:37: 2017-12-15 16:37:
3 Leo Hou 4 Department MNomal OT 34 2 37
Marketing 2017-12-18 11:44: | 2017-12-18 11:44: . 2017-12-18 11:44:
5 Necol Ye 2 Depariment MNormal OT 03 0 Finish Project 28
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| Device Time From | 2017-03-07 00:00:00 To | 2017-12-07 22:58:59 Department Name
The curmrent query conditions: Time From:(2017-09-07 00:00:00) To:(2017-12-07 23:59:59)

(v Refiesh [® New (fj Delete [ Export

.‘:5_7 Basic Information

Shift (] Personnel ID First Name Last Name Depariment Department
MNumber Name

Schedule

Exception

Appended Receipt
Leave

Business Trip

Go Out

Overiime

Adjust Shift

(1) Click [Exception] > [Adjust and Append] > [New]:

New .

| (® Query () Department

Personngl ID l:l First Name Last Mame Card Number Morew  Q (%)

| The current query conditions: None

| Alternative Selected(D)
‘ ] Department Personnel  First Last Gende Card ] Department Personnel  First Last Gende Card
Name ID Name Name Number Name 0 Name Name Number
(] Financial Departme 1 abc XyZ Male
[ Marketing Departm 2 abc xyz1 Female =y
[ General 3 abc2 Xyz2 Male &=
] Hotel 4 abc3 Xyz3 Female =
==
| 1-4 50 rows perpage v  Total of 4 records
| Adjust Type Adjust Rest v
| Adjust Date* 2017-12-07 Rermnark

EXT B EEEE

: Select the required personnel, multiple choice is available.

: Select from Adjust Rest and Append Attendance. Adjust Rest is when you are on a shift
but you want to rest; Append attendance is the opposite
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: The date and time of adjustment.

: When the adjust type is Append Attendance, it is necessary to select the
corresponding shift.

: Enter the reason of adjust and append, the max length is 50.

(2) After filling the information, click [OK] to save and exit, the adjust and append information will
be displayed in the added list.

(1) Click [Exception] > [Adjust and Append] > [Delete]:
(2) Click [OK] to delete.

You can export selected adjust and append data in Excel, PDF, CSV file format.

ZKTECO
Adjust and Append
Department ] . i}
Personnel ID First Name Last Name — Depariment Name Adjust Type Adjust Date Schedule Name Remark Operation Time

Append o 20171218 13.54:

1 Jemry Wang 1 General e 2017-12-18 Day Shift 123 o
Development Append 20171218 1355

2 Luc Tan 3 2017-12-18 Flexible 456

ky Depﬁnment Attendance 40
9 Lilian Mei 3 Development Adjust Rest 20171218 adustrest | S017-12181145:

Department 02

Device ) Time From | 2017-03-07 00:00:00 To | 2017-12-07 23:59°59 Department Name

The current query conditions: Time Fram:(2017-08-07 00:00:00) To:(2017-12-07 23:59:59)
(* Refresh New (i Delete [ Export

Shift () (] Personnsl  First Name Last Name Department Department Adjust Type Adjust
= In} Nurnber Narmne Date

)} Basic Information

y Schedule
| Exception

Appended Receipt
Leave

Business Tnp

Go Out

Overtime

Adjust and Append

Adjust Shift

(1) Click [Exception] > [Adjust Shift] > [New]:
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Adjust Type Adjust the personal shif *
R —

First Namsa

Department Mame

Adijust Date 2017-12-07 Original Scheduls Name |:|

Remark

E EEE T

(2) Adjust Type is divided into three shifts:

A. Adjust the personnel shift in the same day: It will adjust one personnel’s shift in the same

day.

B. Adjust the personnel shift in other days: It will adjust one personnel’s shift in different days.

C. Two people exchange: It will exchange shifts of two different people in different days.

A. Adjust the personnel shift in the same day:

Adjust Type |Adjust the personal shif v |

Personnel 1D* | |

First Name
Department Mame

Adjust Date 2017-12-13 Original Schedule Name

Remark

Cooeamonen | oc ] o]

Personnel 1D: The max length is 32. (Fill the correct ID. After you enter the ID and click on the next

field, the Name and Department are automatically filled.)

First Name: Obtained automatically based on Personnel ID.

Department Name: Obtained automatically based on Personnel ID.

Adjust Date: The date and time of adjustment.

Remark: Enter the description of adjust shift, the max length is 50.

(3) After filling in the information, click [OK] to save and exit, the adjust shift information will be

displayed in the added list.
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B. Adjust the personnel shift in other days:

Adjust Type |Aﬂjust the personal shif

Personnel ID* | |

First Name |

Department Name |

Adjust Date |2{]1?-1 2-07 Adjust Date P2l]‘1 7-12-07

Remark

BT R T

Personnel 1D: The max length is 32. (Fill the correct ID, after you enter the ID and click on the next
field, the Name and Department are automatically filled.)

First Name: Obtained automatically based on Personnel ID.
Department Name: Obtained automatically based on Personnel ID.
Adjust Date: The date and time of adjustment.

Adjust Date: The date and time of adjustment.

Remark: Enter the description for the shift, the max length is 50.

After filling the information, click [OK] to save and exit, the adjust shift information will be displayed
in the added list.

C. Two people exchange:

Adjust Type | Two people exchange ¥ |

Personnel ID* | | Adjust Personnel ID*

First Mame Adjust Personnel Name

Department Name Adjust Department Name

Adjust Date 2017-12-07 Adjust Date 2017-12-07

Remark

Cooeamanen I ox— J~ caca ]

Personnel 1D The max length is 32. (Fill the correct ID, after you enter the ID and click on the next
field, the Name and Department are automatically filled.)

First Name: Obtained automatically based on Personnel ID.

Department Name: Obtained automatically based on Personnel ID.
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: The date and time of adjustment.

ID number of the adjust personnel. The max length is 32. (Fill the correct ID,
after you enter the ID and click on the next field, the Name and Department are automatically filled.)

: Obtained automatically based on Personnel ID.
: Obtained automatically based on Personnel ID.

: The date and time of adjustment.

You can export selected adjust shift data in Excel, PDF, CSV file format.

ZKTECO
Adust Shift

Department ‘Adjust Personnel | Adjust Personnel | Department N
Personnel I3 First Name Last Name e Department Name | Adjust Type Adpust Date Personnel ID iy e o P Department Name | Adjust Date Remark Operation Time
Financial | Agust the personal - n 2017-12-18 12:5
3 Leo Hou 4 Deparimant | shit moerasgs | 211218 2017-12-18 o
‘Adjust the personal B
4 Bery Cao General shift in the same 20171218 Change to flexible 'W"zi;' 1400
day
Marketing Two people. . Marketng 1o o 2017-12-18 14.02
5 Necal Ye 2 Degarment exchange 2017-12-18 B Glori Liu 2 Degariment 2017-12-18 exchange 21

Attendance calculation can be done by selecting the department on the left department hierarchy
or by selecting the right person. If both are selected, they are overwritten. After selecting the
personnel click attendance calculation, a confirmation box will pop-up.

Time From |2017-09-07 000000 | To 20171207 235959 | Personnsl ID I:l First Name

The current query conditions: Time From:(2017-09-07 00:00:00) To:(2017-12-07 23:50:50)

(T Refresh  [#] Attendance Calculation

41 s BanzE) (] Personnel  First Last Departmen Department Name
[wi [ Marketing Department(1) 2] Mame  Mame Mumnber
[t D Development Depariment(0) 1 abc XyZ 4 Financial Department
i Financial Department(1
M0 i 0 [ ahe ¥zl 2 Marketing Department
[1[[] Hotel(D) Prompt

Are you sure to perform attendance
calculations?

Check-in should take earliest principle, such as 9:00 to work, sign at 8:55, 9:01, then take 8:55 as

check-in; Check-out should take last principle, such as 18:00 off work, sign at 18:01, 18:20, then take
18:01 as check-out.
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The first step: The preparation of the filter conditions. That is, the number of days of inquiries, search
by personnel or by department, if select the department and personnel at the same time, search by
personnel first. For example, if a certain department is checked in the left department tree and some
personnel are checked in the right side, then it will only calculate the attendance of those selected
personnel.

The second step: Initialize the basic data. That is, the basic personnel information, holidays, time
zone data, shift data, temporary schedule, personnel schedule, group schedule and department
schedule.

The third step: Cycle through the personnel.

1. Initialize overtime, leave, business trip, go out, adjust shift, append, the transactions and shift
results;

2. Batch delete personnel attendance calculation record data;
3. Cycle shift results, the secondary analysis of attendance;

A. Get the above initialization of the corresponding data (personnel, the actual check-in
time, shift, etc)):

B. Judge whether the staff need attendance:
If the staff does not need attendance, process by free punch directly;

If the staff needs attendance, respectively, according to attendance mode (Punch Card
According to Normal Shift, Punch once at any Time in a Day, Only Calculate the Punch
Card Time, Free Punch) and process exception data to calculate attendance.

C. Batch add personnel attendance calculation record data;

First check the shift of each personnel current day; then judge each type of work in the day, then
take the punch record, take leave list; then take the adjust rest information; take the business trip, go
out data; take attendance parameters, finally, calculate and save into the database.

Calculate attendance when a personnel's “Attendance Calculation” is set to “Yes”. (See in Personnel)
If the personnel do not need attendance, then any data of the personnel will not appear in the
attendance calculation.

If there is no schedule and no temporary schedule, the system considers that day is a day off and will
not calculate attendance.

If “Delay Time Calculated as Overtime” in Time Zone is set to “Yes”, it will calculate overtime
according to the settings in attendance parameters, and then round according to the rounding rules.
If “Calculated as Overtime” in Time Zone is set to “Yes”, then this section is overtime hours, according
to the shift overtime representation, it will be calculated directly into Normal OT, Weekend OT or
Holiday OT.
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Divided into round down, rounding and round up:

Round down: When the calculated value exceeds the minimum unit after the remainder, the extra
part will be discarded.

Rounding: When the calculated value exceeds half of the minimum unit after the remainder, a
minimum unit will be carried in. If it is less than half of the minimum unit, it will be discarded directly.

Round up: If the calculated value exceeds the minimum unit after the remainder, a minimum unit
will be carried.

1. When there is a normal schedule, the system considers that day to be a working day. However, if
add an additional temporary schedule (the time period is overtime), system only considers the
additional temporary schedule as overtime.

2. If there is no schedule and no temporary schedule, even if personnel have attendance records,
not for attendance calculation.

3. If there is no schedule but temporary schedule, the system calculates attendance according to
the temporary schedule.

4. The order to search the shift:

Personnel, department, group three types of schedule can be arranged in the following six
combinations:

(1) Personnel> Group> Department: Personnel schedule has the highest priority; followed by Group
schedule; the last is Department schedule;

(2) Personnel> Department> Group: Personnel schedule has the highest priority, followed by
Department schedule; the last is Group schedule;

(3) Department> Personnel> Group: Department schedule has the highest priority, followed by
Personnel schedule; the last is Group schedule;

(4) Department> Group > Personnel: Department schedule has the highest priority, followed by
Group schedule; the last is Personnel schedule;

(5) Group> Personnel> Department: Group schedule has the highest priority, followed by Personnel
schedule; the last is Department schedule;

(6) Group> Department> Personnel: Group schedule has the highest priority, followed by
Department schedule; the last is Personnel schedule.

If there is a holiday setting and the day is a holiday, it will always be recorded as not working.
Attendance is not calculated even if there is schedule and punch record data.
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Total Progress

The Temporary Schedule has initialized!
The Personnel Schedule has initialized!
Calculate Report The Group Schedule has initialized!

i The Department Schedule has initialized!
The second analysis has completed. 70% I:]
The second analysis has completed. 100%
The second analysis has completed. 100%

The window will close after 4 second(s). Suspend Close

Departmental Report

5.6.2 Transaction

Attendance records of all employees will be displayed on this interface, including the attendance
record of uploaded attendance transactions. The record of the normal punch on the device will be
uploaded to the software as the original record. When a particular data is selected, the details will be
displayed on the right side of the page.

weicome, 2amn (1) (1) @) @ ()

Authorized Company: ZKTeco

Device (@B TimeFrom 2070907000000 | To [2017-12-07 235950 | Persomnel 1D FistName [ | LastName

The current query conditions: Time From:(2017-09-07 00:00:00) To:(2017-12-07 23:59:59)

Basic Information :
(> Refresh [ # Import atiendance recard from access control module Attendance Details.
Shift ) 4 7 General(0)

~ Aftendance Photo
irst Last Name Departmen Departmen Device Serial

Personnel  Fi
D Name Number Name Number

[7] Marketing Department(2)

=l Schedue '] Development Department(1)

[ Financial Department(1)

[ Hotel(D)
Exception

Calculate Report Personnel ID

First Name

- Department
Calculate o B Name

Aftendance
Datetime

Device Serial
Number

Leave Summary
Daily Report
Monthly Detail Report

Monthly Statistical Report

< |

Departmental Report

I« <« 0 » 5 EDrowsperpage ~ JumpTo 1 /0 Page  Total of O recards

® |Import Attendance record

The attendance time records can be imported into attendance records through this function. Select
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the start time and end time to import, check the attendance point list and click OK.

2l B re. & x
Start Time: 2017-12-07 00:00:00
End Time 2017-12-07 23:59:00
Attendance Point List Please select the attendan

Attendance point list: Only the device which is set in Attendance Point under [Basic information] >
[Attendance point], will be listed here.

= attendance point

Aftendance Point Name l:l Q @

The current gquery conditions: None

Alternative Selected(D)

O Attendance Point Mame Device Name O Attendance Point Name Device Name

==

Eed

|« <« 0 » 3 G0rowsperpage ~  Total of O records

® Export

It will export the attendance record data. Currently it can be exported either in three types of file
EXCEL / PDF / CSV. You can also choose the amount of data to be exported or select the maximum
amount which supports up to 40,000 records.
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i Export

The File Typa EXCEL File r
Export Mode ®) All data (Can export up to 40000 data)
Select the amount of data to export (Can export up to 40000 data)

From the article 1 Strip, is derived 100 Data

ZKTECO
Transactions
Department Device Serial Attend
Personmel 1D First Name Last Mame A LA Depariment Mame Viee =ena Aftendance Area " :anc:e Data Sources
Number Number Datefime
- P p——— -
8 Glori Liu 2 Marketing 20100501009 AreaName | 201712181833 | Access Control
Department 13 Device
- P —— c
8 Glori Liu 2 Marksting 20100501209 AreaName | 201712181833 | Access Control
Department 14 Device
2017-12-15 168:33: Arccess Control
2040 Shemry Yang hate! Hotel 20100501009 Arza Name 55 tontra
16 Device
2017-12-15 16:33: Access Control
T Jacky Xiang 1 General 20100501909 Area Mame == . ontr
20 Device
2017-12-15 168:33: Access Control
7 Jacky Xiang 1 General 20100501509 Area Name ! == ent
2 Device
o 17-12-15 18-33- PY—
9 Lilian Mei 3 Development 20100501888 AreaName | U 12IBIEEE =5 Contral
Department 23 Device
2017-12-15 168:33: Access Control
1 oJ W, 1 G 1 20100501909 Area N
emy ang enera 2a Name o7 Device
2017-12-15 16:33: Access Control
1 J W, 1 G 1 20100501909 Arsa N
ermy ang enera ea Name 20 Device
2017-12-15 168:33: Access Control
1 J W, 1 G 1 20100501909 Area N
ermy ang enera ea Name 24 Device
— P ———— C
5 Lucky Tan 3 Development 20100501509 Area Name 20M7-12-15 16:33: Access C ontrol
Department 42 Device
= P ——— =
2 Lucky Tan 3 Development 20100501009 Area Name 2017-12-15 16:33: Acoess - ortrol
Department 43 Device
Development . 2017-12-15 18:33: Arccess Control
2 Lucky Tan 3 Department 20100501900 Area Name 5 Device
Dievel t 2017-12-15 168:33: Access Control
2 Lucky Tan 3 evelopmen 20100501509 Area Name == ent
Department 59 Device
Devel t 2017-12-15 16:34: Arccess Control
2 Lusky Tan 3 EvEiopmen 20100501009 Area Name 55 Lonte
Departrment oo Device
2017-12-15 16:34: Arccess Control
1 J W, 1 G 1 20100501909 Arsa N
ermy ang enera ea Name 0% Device
2017-12-15 16:34: Arccess Control
1 J W, 1 G 1 20100501909 Area N
ermy ang enera ea Name 04 Device
. 2017-12-15 16:34: Access Control
1 Jemy Wang 1 General 20100501909 Area MName 05 Device
1 Jemy Wang 1 General 20100501909 Area Mame 2017-12-15 16:34 Access Control
Created on: 2097-12-15 18:38:17
Created from ZKBloSecurty sofware. Al nights reserved. wm

The table shows personnel’s daily attendance status, punch time, the early leaving time, the latest
time, the detailed punch time during the selected period.
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Welcome, admin @ @ @) @) C)
TimeFom (2017013000000 | To 017-1243235w50 | PemomelD | | Q. ®

The current query conditions: Time From:(2017-0-13 00:00:00) Tex(2017-12-13 23:58:59)
BB (C* Refresh  [# Export

A EnTEE, ] Personnel  First Last Name Departmen Departmen Record Date Record Earliest Latest Punch Time
[ Administracién(0) D Name Number  Name Times  Time Time

sic Information

[7] Ingenieria(o)
[7] Contabilidad(0)
[ Hotel{0)

‘_.L Schedule General  2017-12-13 14:47:25  14:2353  14:17:25,14:20:27,14:22:02;14:22:19;14:23:53

@ eption
R cakuate

1
1 General  2017-12-13 1417:30 142358 14:17:3014:17:36,14:20:30,14:22:06,14:22:24;14:23:58
1 General 2017-12-13 14.22:00 142400 14.22:00,14:22:12,14:24.00

1 General  2017-12-13 14:47:38  14:23:56  14:17:35;14:20:23;14:20:36;14:21:57;14:23:56

1 General  2017-12-13 1421115 142312 1421:15,14:21:21;14:22:26,14:23:12

1 General 2017-12-13 142146 142310 14.21.46,14.21.51,14.22:20,14.23.10

1 General  2017-12-13 142247 14:23:06  14:22:47;14:22:53,14:23:06

1

General  2017-12-13 142336 14:2346  14:23:36,14:23:41,14:23:46

0
m
m
m
m
m
m

.o

Departmental Report
Annual Report

Automatic Report

¢ ¢ 1-8 5 5 SOrowsperpage ~ JumpTo 1 /1 Page  Total of 8 records

® Export

It will export the daily attendance record data. Currently it can be exported either in three types of
file EXCEL / PDF / CSV. You can also choose the amount of data to be exported or select the
maximum amount which supports up to 40,000 records.

The File Type EXCEL File
Export Mode @) All data (Can export up to 40000 data)

() Select the amount of data to export (Can export up to 40000 data)
From the article 1 Strip, is derived 100 Data
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ZKTECO
Daily Attendance

Department
Personnel ID First Hame Last Mame T\Ipuambern Department Name Record Date Record Times Earfiest Time Latest Time Punch Time

16:33:27,168:33:28;
16:33:34:1 3

16:34:04;16:34:05;

0

18:04:44;18:04:45;
1 Jamy Wang 1 General 2017-12-15 35 16:33:27 18:28:38 B

174247174248,
17:58:03;1 '
2 Lucky Tan 3 Development 27-12-15 26 16:33:42 18:28:56 17:50:38,17:50:30;
Department 18:04:50;18:05:00;

18:08:35:1 3
18:23:00;18:23:01;

2840 Shemy ‘fang hatel Hotel 20M7-12-15 17 16:33:16 18:28:23

16:35:08;1 &
17:43:01:17:43:02;

Created on: 2047-12-15 18:38:31

Crested from ZKEioSerurty software. Al rights reserved. (5

The report summarizes the valid time for all valid leave records, leave type, within the selected date
range. Select the time range from which you want to see the leave record.

Device Time From | 2017-09-07 00:00:00 To |2017-12-07 23:59:59 Personnal ID Q ®

The current query conditions: Time From:(2017-08-07 00:00:00) To:(2017-12-07 23:58:59)
J Basic Information
(> Refresh [ ¥ Export

4 77 General(1)

Shift Personnel  First Last Departmen Department Casual Leave Marriage Maternity Sick Leave  Annual Leave Bere
D Marketing Department(1) [} Name Name Number Name Leave Leave Leav
[) Development Department(0) m 1 abe xyz 4 Financial Departr 2 ] 0 0 0 0

Schedule

[] Financial Department(1)

1 Hotel(1)
Exception

Calculate Report

Calculate

Transactions

Daily Attendance
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1 abc xyzZ Casual Leave 2017-12-D6 12:45:00 2017-12-07 12:48:00
1 abc RYZ Casual Leave 2017-12-D5 12:57-00 2017-12-06 12:57:00

Click on the leave type number as shown above, a pop-up window shows the person within the
search time frame, leave details of the type, including personnel number, name of person, type of
leave, leave start time, leave end time.

® Export

It will export the leave summary data. Currently it can be exported either in three types of file EXCEL /
PDF / CSV. You can also choose the amount of data to be exported or select the maximum amount
which supports up to 40,000 records.

The File Type EXCEL File W

Export Mode (@) All data (Can export up to 40000 data)

() Select the amount of data to export (Can export up to 40000 data)
From the article 1 Strip, is derived 100 Data
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ZKTECO

Leawve Summary

Persaonnel 1D

First Hame

Last Mames

Department
Mumber

Departrment Mame

Leave Type
Statistics

Jemry

Wang

General

Casual Leave(1)
Marriage Leave(D)
Matemnity Leave(D)

Sick Leawe({D)
Annual Leawe(0)
Bersavement
Leave(D)
Breasfesding
Leave(D) Custom
(L))

Mecol

e

Marketing
Departrnent

Casual Leave(D)
Mammiage Leave(D)
Matemnity Leave(D)

Sick Leawe{D)
Annual Leave(1})
Bersavemeant
Laave(D)
Breastfesding
Leave(D) Customn
(0

Lilian

Miei

Developmeant
Diepartmnent

Casual Leave(D)
Marriage Leave(D)
Matemity Leave(D)

Sick Leave(d)
Annual Leave(0}
Bersavement
Leave(D)
Breastfeading
Leave(1) Custom

4]

Leo

Hou

Finamcial
Departrnent

Casual Leave(D)
Mammiage Leave(1)
Matemity Leave(D)

Sick Leawe(D)

Annual Leave(0}

Coresaied) on: 2097-12-15 18:39:22

Creaied from ZKBoSeoary software. Al rights resenved. 12

This function is used to get the daily report within the specified range of date and time attendance
details of personnel, including attendance, late arrival, early leaving, overtime and so on.
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0 ‘ D ‘ B B B s weicome, amn. (@) (D @ @ O

Device Time From |2017-09-07 00:00:00 | To |2017-12-07 23:50:50 |PersunneHD‘ Q ®
The current query conditions: Time From:(2017-08-07 00:00:00) To:(2017-12-07 23:58.59)
Basic Information
(v Refresh [ Export
Shift @® 4 7 General(1) Ol Personnel Last Depariment Attendance We:  Shift Information PunchTime  Attendance(minute)
[] Marketing Department(1) Name Date
[ Development Department(0) Persor First Numbr Name Numt  Name Work onfoff Shou  Actuz Valid
Scheddle g .P P o Name Time
[} Financial Department(1)
O 2 anct xyzl 2 Marketing D 2017-12-06 We 1 Example  D9:00-16:00; 360 0 0
. [ Hotel(1)
Exception o 1 abc XyZ 4 Financial De 2017-12-08 We 1 Example 09:00-16:00; 3890 0 0
= 2 abet xyzl 2 Marketing D 2017-12-07 Th 1 Example 10:00-19:00; 510 0 0
Calculate Report
o 1 abe XyzZ 4 Financial De 2017-12-07 Th 1 Example 10:00-19:00; 510 0 0
Daily Attendance
Leave Summary
Dail
Monthly Detail Report
Monthly Statistical Report
Departmental Report
Annual Report ol o
1K < 1-4 > 3| 50 rows per page - JumpTo 1 M Page Tolal of 4 records

Automatic Report

It will export the daily report data. Currently it can be exported either in three types of file EXCEL /
PDF / CSV. You can also choose the amount of data to be exported or select the maximum amount
which supports up to 40,000 records.

Export

The File Type EXCEL File
Export Mode (w) All data (Can export up to 40000 data)

() Select the amount of data to export (Can export up to 40000 data)
From the article 1 Strip, is derived 100 Data

i

i

oleln | n sl | 5 elelf
o e|e | (e | o (ufeg

ulnfele]nle]eppf

3
®|afg|n|ele|s = |z

EEHHEEHS

This function will automatically give the detail report for a selected month. The report includes
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attendance status and characters, and summarizes the actual attendance time, absence, leave,
business trips and outings in the month.

I_I] Wetcome, aamin - (@) (1) @) @ (1)

D ’@ BB & 8

Statistics of Month | 2017-12 Personnel ID | Q ®
The current query conditions: Statistics of Month:(2017-12)
() Basic Information
% (v Refresh [ Export
Zzl shift 4 7 General(1) Persor First Last Depar Depafmen 1 2 3 4 5 6 7 8 8 10 1 12 13 14 15 16 17
e D Marketing Department(1) D MName Name Numbi Name Fr  S8a Su Mo Tu We Th Fr Sa Su Mo Tu We Th Fr Sa Su
S . [ Development Department(D) o 1 abc Xz 4 Financial D¢ Rest Rest Rest Rest Restz o
h S [} Financial Department(1) _
w2 anc1 xyz1 2 Marketing D Rest Rest Rest Rest Resto o
[ Hotel(1)
Exception
Calculate Report
Daily Attendance
Leave Summary
Daily Report
Monthly Det:
Monthly Statistical Report
Departmental Report . -
Annual Report 1« ¢ 1-2 3 3| SOrowsperpage ~+ JumpTo 1 A Page  Total of 2 records
Automatic Report Expected/Actual iV Late: < Early : = Absent: o No Check-in:[ No Checkout:] Leave: Q Overlime:+ AdjustRest: o Append Aftendance : ¢

The attendance status is displayed as per following priority at the bottom of the interface:

' Expectedfactual - & Late 1 = Early : = Abzent: = Mo Check-in i [ Mo Check-out @] Leave : O Owerdime @ + Adjust Rest : o Append Aftendance - e Trip:a Out:Q '

It will export the monthly detail report data. Currently it can be exported either in three types of file
EXCEL / PDF / CSV. You can also choose the amount of data to be exported or select the maximum
amount which supports up to 40,000 records.

Export

The File Type EXCEL File
Export Mode (w) All data (Can export up to 40000 data)

() Select the amount of data to export (Can export up to 40000 data)
From the article 1 Strip, is derived 100 Data

HEOHGH!
i
elefe|ele]e

v
efefefefe|e
efefefefe]e
wfsfefefe]e
wfsfefefe]e
efefefefe|e
ofefefefe]e
efefefefe]e
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5.6.7 Monthly Statistical Report

This function will give details for a selected month. The details include personnel attendance
summary status and detailed information, including attendance, late, leaving early, etc.

J T . { : ) " . v Wi
s M EcO | | y o § C Welcome, admin @ @ @‘} & O
Si] Device @Bl  statistics of Month |2017-12 Pesnnelp [ |

The current query conditions: Statistics of Month:{2017-12)
(O Refresh  [# Export
4 7 General(1) O Personnel D: Late(Time(s)) Early(Time(s))

[ Marketing Department(1)

Persor  First Last Numb  Name Should Actual Valid Slight Mediu Seriou Total Slight Mediu Seriou Total
['] Development Department(0) [1s) Name Name
[ Financial Department(1)

_ ) _ [ Hotel(1)
Exception @ B 2 abed %z 2 Marketing D 15.0 00 00 0 i 0

) Basic Information

= Schedule

o 1 abc XYz 4 Financial De 15.0 00 00 a 0 0 o a

Calculate Report

Calculate
Transactions

Daily Attendance
Leave Summary
Daily Report

Monthly Detail Report

40
Departmental Report I¢ ¢« 1-2 » » S0rowsperpage ~ JumpTo 1 M Page  Total of 2 records

® Export

It will export the monthly statistical report data. Currently it can be exported either in three types of
file EXCEL / PDF / CSV. You can also choose the amount of data to be exported or select the
maximum amount which supports up to 40,000 records.

The File Type EXCEL File
Export Mode (@) All data (Can export up to 40000 data)

() Select the amount of data to export (Can export up to 40000 data)
From the article 1 Strip, is derived 100 Data

I T
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Select the date to get the detail record of all the department. Details include, details of all personnel
in the department, attendance, late, leaving early, and so on.

5 ot ThH s — o .
LIl © ‘ M B & & & cezmam @@ @ @ O
Statistics of Month 201712 Cx)
The current query conditions: Statistics of Month:{2017-12)
(v Refresh [ Export
4 £ General(1) O D 1t rs)) Late(Time(s)) Early(Time(s)) Overtime(heur(s))
[] Marketing Department(1)
D D | LD 7 1) Numb  Name Should Actual Valid Slight Mediu Seriou Total Slight Mediu Seriou Total Weeke Weske Holida To
evelopment Departmen
[ Financial Department(1) o 2 Marketing D 15.0 0.0 0.0 0 0 0 0 0 0 0 0 00 00 0D 0O
@ N - . [ Hotel(1) 0o 4 Financial De 16.0 0.0 0.0 o a i) 1} [i] a [i] 1} 0.0 0.0 0.0 00
= xception @D
E Calculate Report
Daily Attendance
Leave Summary
Daily Report
Monthly Detail Report
Monthly Statistical Report
Departmental Report
Annual Report 0 o
Automatic Report 1< <« 1-2 3 3|  50rows perpage ~ JumpTo 1 M Page  Total of 2 records

It will export the department report data. Currently it can be exported either in three types of file
EXCEL / PDF / CSV. You can also choose the amount of data to be exported or select the maximum
amount which supports up to 40,000 records.

Export

The File Type EXCEL File

Export Mode (@ All data (Can export up to 40000 data)

() Select the amount of data to export (Can export up to 40000 data)
From the article 1 Strip, is derived 100 Data
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This function will give details for a selected Year. The details include personnel attendance summary
status and detailed information, including attendance, late, leaving early, etc.

Welcome, aamin () (1) (@) @ ()

o)
Statistics of Year 2017 Personnel ID Q )
The current query conditions: Statistics of Year:(2017)
(T Refresh [ Export
4 £ General(1) O Personnel D: Late(Time(s)) Early(Time(s))
[] Marketing Department(1)
Persor  First Last Numb  Name Should Actual Valid Slight Mediu Seriou Total Slight Mediu Seriou Total
[ Development Department(Q) o Name = Name
Financial Department(1
D 2 (1) o o1 abc XYz 4 Financial De 15.0 00 00 a 0 0 o a 0 0 o
= ) . [ Hotel(1)
Eu S @ B 2 abet xyzl 2 Marketing D 15.0 00 00 0 0 0 0 0 0 0 0
E Calculate Report
Daily Attendance
Leave Summary
Daily Report
Monthly Detail Report
Monthly Statistical Report
Departmental Report
[ 3
Automatic Report £ < 1-2 » »| 50 rows per page - JumpTo 1 M Page Total of 2 records

It will export the annual report data. Currently it can be exported either in three types of file EXCEL /
PDF / CSV. You can also choose the amount of data to be exported or select the maximum amount
which supports up to 40,000 records.

Export

The File Type EXCEL File

Export Mode (@) All data (Can export up to 40000 data)

(1 Select the amount of data to export (Can export up to 40000 data)
From the article 1 Strip, is derived 100 Data
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Automatic report supports Through the set, at a fixed daily, monthly points, the report is packaged as
attachments, to achieve the designated personnel (department, regional staff) to send mail.

(1) Click [Attendance] > [Calculate Report] > [Auto Report] to enter the automatic report page:

Welcome, aamin () (1) (@) @ ()

The current query conditions: None
(O Refresh [® New [} Delete [# Export / Enable () Disabled
(] File Name Report Type File Content Format Send Time Send Mail Mail Receiver  Mail Title Mail Body Status.
Type Freque Interval Receiver
Type
:-,L Schedule
@ Exception
E Calculate Report
Daily Attendance
Leave Summary
Daily Report
Monthly Detail Report
Monthly Statistical Report
Departmental Report
Annual Report i D
RETEDE R 1« < 0 5 | S0rowsperpage ~ JumpTo 1 /0Page  Total of O records

(2) Click [New] to enter the automatic report addition page:
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Report Setting | Iail Delivery tima Serlings|

Report Type® |Transactions T Send Frequency | By Day T |
File Name™ | | - ¥ hour @ |— v %minute
wyyynddd r — ¥ hour @ | — r |m'|nute
HHmmss ¥ — ¥ hour : | — v %nﬂnute
Fisld Field Name : Field Number — ¥ hour : | — ¥ minute
Department Name : {deptNames} — * hour @ | — ¥ minute
Personnel ID : {personFin} — ¥ hour ¢ |— ¥ minute
First Mame : {personMNams}
Device Serial Mumber : {deviceSn} r
Attendance Area : {areaNamea} ||\"1‘F’liI Setting
Attendance Datetime : {attDatetims} Receiver Setting | Set by Persannel v |
File Type™ TAT v Iail Addrags® Enter multiple mailboxes, separated by ~
Content Farmat® The Maximum Length255 Example : E?_négrlr?géjm @foxmail. com;456@foxmail.co ¥
{deptName}00{personPin}01{personMame}02{atiD
atetims}03 Title Settings” IThe Maximum Length50
Body Settings The Maximum Length255

A\ Detected not set sender e-mail, send e-mail function will not work! Click

here to sef the sender's e-mail.

Cooeamanen | o ] comer ]

According to the need set parameters as required. The fields explanation are as follows:

Report Type: Select the desired choice from “Transactions” or “Daily Attendance”. The report will be
according to the selected type. Transactions will give the details related to the device with
Attendance area and time of the personnel. Daily attendance will give the attendance details of the
personnel.

File Name: Consists of 3 parts: custom file name + year, month, day, hour, minute and second, such
as (Department of the original records of the test section 201706271143);

A. The first field is for the custom file name;
B. The second field contain two option for the format of the date: yyyyMMdd and yyyy-MM-dd;
C. The third field contain the hour, minute and second format: Currently it supports HHmmss;
Field: Displays the field name and field code of the current report type.
File Type: Currently it supports TXT.

Content Format: It will define the format of the content in the exported report. For example:
{deptName} 00 {personPin} 01 {personName} 02 {attDatetime} 03.

Mail delivery time settings: Set the frequency of the report from the drop-down list as day or
month;

By Day: You can set a maximum of 6 time points per day, and only once per hour;
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» It can only be setin increasing order of time;

» The minute set in first time point will be same for all other five time points.

Mail Delivery time Settings

Send Fraquency By Day v
04 v hour : | D2 ¥ minute
o0& ¥ hour : 02 ¥ minute
13 ¥ hour : |02 ¥ minute
15 ¥ hour : 02 ¥ minute
20 ¥ hour : D2 ¥ minute
23 ¥ hour : |02 ¥ minute

It support the last day of each month, the first day of each month, the specific date
drop-down box to select 1 to 28;

Iail Delivery time Settings

Send Fraguency By Month v
Last day of the month
First day of the month
® Specific Date | - ¥ (1
28}

: Set the details of receiver mail;
» Receiver settings: Set the receiver as per below options;

0 Set by Personnel: Enter the E-mail address in text box, and if more than one

"

email is there, then put “”" to separate the e-mails.

0 Set by Department: Select a department from the department hierarchy;
0 Set by Area: Select an attendance area from the area hierarchy;

» Title setting: It refers to subject of the mail. The maximum length is 50 characters;

» Body settings: Write the text accordingly. The maximum length is 255 characters;

After setting, click [OK] to save and return to the page for automatic report. In this case, the newly
added automatic report configuration information will be displayed in the automatic report list. By
default, the scheduled task will start.
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The current query conditions: Mone

(v Refresh  [® New [ Delete [# Export = Enable (/) Disabled

O File Name

[ Test

Report Type

Daily Attendance

Content Format
Type

Morew O
Send  Time Send Mail
Freque Interval Receiver
Type

Mail Receiver  Mail Title

{deptName}00{personPind month  firstDayOfMonth  Department 1

Report

Iail Body

® Export

It will export the automatic report data. Currently it can be exported either in three types of file

EXCEL / PDF / CSV. You can also choose the amount of data to be exported or select the maximum

amount which supports up to 40,000 records.

The File Type

Export Mode

EXCEL File

() Select the amount of data to export (Can export up to 40000 data)

(@) All data (Can export up to 40000 data)

From the article 1

Strip, is derived 100

Data

ZKTECO
Automatic Report

File Name

Content Format

transactions

Transactions.

{deptName}00
{personPin}01
{personName}02
IdeviceSn}03
{areaMName}l4
{attDatetime}05

Day

Time Send Interval

Mail Receiver Type

Mail Receiver

Mail Title

Area Report

ABCDEFG

Enable

Daily

Daily Attendance

{deptName}00
{personPin}01
{personName}02
[deviceSn}03
{areaMame}04
atDatetime}05

Transactions

Day

17:10;

Personnel

212@qq.com

Pesonnel Report

ABCDEFG

{deptName}00
{personPin}01
{personName}02
{deviceSn}03
{areaMName}l4
{attDatetime}05

Day

Department

ABCDEFG

Enable

5.7 Homepage Panel

5.4.1 Workaholic

It will display the personnel with the highest actual working hour for the last week or month.
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Q

Workaholic | LastWesk Last Maonth
12h
10h
8h
6h
4h
2h

0h
George Anthony Jack

5.4.2 Today's Attendance Segmented Statistics

Q

Today's Attendance Segmented Statistics

100%
80%
60%
40%

20%

0% Ly hd o
00:00~08:00 08:00~12:00 12:00~14:00 14:00~18:00 18:00~23:59

Statistics is based on this formula; (The number of punch in each time period) / (the total number of
punch from 0:00 - current time) X 100%.

The time period is divided into [00: 00 ~ 08: 00, 08: 00 ~ 12: 00, 12: 00 ~ 14 : 00, 14:00 - 18:00, 18:00 ~
23:59].

5.4.3 Today's attendance

It displays the status of today's attendance in a pie chart style
Actual Personnel number are the personnel who has checked in.
Not Arrived are the personnel who hasn't checked in.

The total number of personnel is Actual Personnel number plus Not arrived.
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Q

Today's Attendance

0
Not Arrived

a
Actual Personnel Number

5.4.4 Abnormal Statistics (this month)

Q

Abnormal Statistics (this month)

4

Late Early Leave Trip Qut Absent

Abnormal Statistics (this month) includes statistics from 1st of present month to the current date. It
will display six unusual circumstances Late, Early, Leave, Trip, Out, and Absent.
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6. Elevator

The following is the manual of online elevator control. If you are using offline elevator control, please
refer to Offline Elevator Control Manual.

The Elevator Control System is mainly used to set device parameters (such as the swiping interval for
taking elevators and elevator key drive duration), manage personnel's rights to floors and elevator
control time, and supervise elevator control events. You can set registered users' rights to floors. Only

authorized users can reach certain floors within a period of time after being authenticated.

6.1 Elevator Device

6.1.1 Add an Elevator Device

There are two ways to add Elevator Devices.

® Add Device by manually

(1) Click [Elevator Device] > [Device] > [New] on the Action Menu, the following interface will be

shown:

TCP/ IP communication mode

.
Comrmunication Type® @ TCPIP () RS485

IP Address® | T ]
Communication port’ 4370

Cornrunication Password

e ™

Each expansion bosrd relay 16

numbsr

Area” Ares Mame '
Clear Data in the Device O
when Adding

Mk [Clear Dat= in the Devics when Adding] will delete data in the device
(except event record), please use with caution!

RS485 communication mode

Devica Name®
Comrmunication Type®
Serial Port Numbser”
RE485 Address™

REZ425 Address Code
Figure

Baud Rata”
Caomrnunication Password
Nurnber of expansion board
Each expansion board relay

number

Ares™

‘Clear Data in the Device
when Adding

Mk [Clear Dets in the Deviee when Adding] will delete data in the davice
(esozept event record), plesse use with caution!

[ ]

O TCRIP @ RS425
com

——

T EEE ST

[P Address: Enter the IP Address of the elevator device.
Communication port: The default is 4370.
Serial Port No.: COM1~COM?254.

T I T

R5485 Address: The machine number, range 1-255. When Serial Port No. is same, it is not allowed to
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set repeated RS485 addresses.
:Same as the baud rate of the device. The default is 38400.

- display the code figure of RS485 address.

Any character, up to a combination of 20 characters.

: The max length is 6 with numbers or letters. The initialized device’s
communication password is blank.

#Note: You do not need to input this field if it is a new factory device or just after the initialization.
: The expansion board number of elevator device controlling.
: Each expansion board has 16 relays.

. Specify areas of devices. After Area Setting, devices (doors) can be filtered by area upon
Real-Time Monitoring.

: Tick this option, after adding device, the system will clear all
data in the device (except the event logs). If you add the device just for demonstration or testing,
there is no need to tick it.

. includes serial number, device type, firmware version number,
auxiliary input quantity, auxiliary output quantity, door quantity, device fingerprint version, and
reader quantity etc.

(2) After editing, click [OK], and the system will try to connect the current device.
If successful connect, it will read the corresponding extended parameters of the device and save.

#Note: When deleting a new device, the software will clear all user information, time zones,
holidays, and elevator access levels settings from the device, except the events record (unless the
information in the device is unusable, or it is recommended not to delete the device in used to avoid
the loss of information).

<> TCP/IP Communication Requirements

Support and enable TCP/ IP communication, directly connect device to the PC or connect to the
local network, query IP address and other information of the device;

< RS485 Communication Requirements

Support and enable RS485 communication, connect device to PC by RS485, query the serial port
number, RS485 machine number, baud rate and other information of the device.

2. Add Device by Searching Elevator Controllers
Search the elevator device in the Ethernet.
(1) Click [Elevator Device] > [Device] > [Search Device], to show the Search interface.

(2) Click [Search], and it will prompt [searching...... .
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(3) After searching, the list and total number of elevator devices will be displayed.

Search Device
Mo device found? Downlosd Search Tools to Local Disk
Total Progress
IP Addrezs Device Type ‘Serial Mumber
IF Addrass MALC Address Subnet Mack Gatewsy Address Serial Mumber Device Type  Set Server Operations

#Note: Here we use UDP broadcast mode to search elevator devices, this mode cannot perform
cross-Router function. IP address can be cross-net segment, but must belong to the same subnet,
and needs to be configured the gateway and IP address in the same net segment.

(4) Click [Add Device] behind the device, and a dialog box will pop up. Enter self-defined device
name, and click [OK] to complete device adding.

(5) The default IP address of the elevator device may conflict with the IP of a device on the Local
network. You can modify its IP address: Click [Modify IP Address] behind the device and a dialog box
will open. Enter the new IP address and other parameters (Note: Configure the gateway and IP
address in the same net segment).

#sNote: The system cannot add Elevator Devices automatically.

Each elevator device has a reader, the reader information can be set.

Click [Elevator Device] > [Reader], select a reader name in the reader list:
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Edit

Device Name® 192.168.1.53

Name" 192.168.1.53-Reader

Operate Interval® 2 second(0-
Verification Mode* Card or Fingerprint v

The above Settings are | —o v

Copied to

:Itis not editable.
: The default format is “Device Name - Reader”, it is editable within 30 characters.
: The interval between two verifications. The default value is 2 seconds, the range is
0~254 seconds.

: The default setting is “Card or Fingerprint”. The Wiegand reader supports "Only
Card”, “Only Password”, “Card or Password”, “Card and Password”, “Card or Fingerprint”. The RS485
reader supports “Card or Fingerprint”. Make sure the reader has a keyboard when the verification

mode is “Card and Password”.

: Apply the above settings to all readers within the current user’s level.

Click [OK] to save and exit.

Click [Elevator Device] > [Floor], select a floor name in the list to click [Edit]:
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Edit

Device Name 192.168.1.53

Floor Number 1

Floor Name® 192.168.1.53-1

Floor Active Time Zone® 24-Hour Accessible v

Floor Passage Mode @~ ———— v

Time Zone

Button Open Duration® 5 second(0-
The above Settings are | —— v

Copied to

:Itis not editable.
: The system automatically numbered according to the number of relays.
: The default setting is “Device Name- Floor Number”, it is editable within 30 characters.

: The default setting is Null. The Floor
Active Time Zones that are initialized or newly added by users will be displayed here so that users
can select a period. When editing a floor, the Floor Active Time Zone must be specified. The key for
closing the related floor can be released continuously only after the effective periods of this floor are
specified. Floor Passage Mode Time Zone takes effect only within the floor effective period. It is
recommended that the floor continuous release period be included in the floor effective period.

- It is used to control the time period to press floor button after verification.
The default value is 5 seconds; the range is 0~254 seconds.

:Including below two options.

< : To apply the above settings to all floors of the current elevator
device.

< : To apply the above settings to all floors within the current user’s level.

It is mainly used to connect to devices, such as the infrared sensor or smog sensor.
1. Click [Elevator Device] > [Auxiliary Input] on the Action Menu, enter into the following page:

2. Click [Edit] to modify the parameters:
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Device Name®

Number*

Name*

Printed Mame

Remark

Auiliary Input-9

5

Fields are as follows:

Name: You can customize the name according to your preference.

Printed Name: The printing name in the hardware, for example IN9,

3. Click [Edit] to modify the name and remark. Others are not allowed to edit here.

6.1.5 Event Type

Display the event types of the elevator devices. Click [Elevator Device] > [Event], the following page

is displayed:
[+ Refresh
Event Mame Event Mo. Event Level Device Mame Serial No.
Mormal Punch Open a Mormal 192.168.90.235 0013130700074
Punch during Passage Mode Time Zone 1 Maormal 192 168.80.235 0013130700074
Open during Passage Mode Time Zone i Mormal 192.168.90.235 0013130700074
Remote Release 8 Normal 192.168.90.235 0013130700074
Remote Locking 9 Normal 192.168.90.235 0013130700074
Disable Intraday Passage Mode Time Zone 10 Normal 192.168.90.235 0013130700074
Enable Intraday Passage Mode Time Zone il Normal 192.168.90.235 0013130700074
Mormal Fingerprint Open 14 Mormal 192.168.90.235 0013130700074
Press Fingerprint during Passage Mode Time Zc 16 Mormal 192.168.90.235 0013130700074
Operate Interval too Short 20 Exception 192 168.80.235 0013130700074
Button Inactive Time Zone{Punch Card) 21 Exception 192.168.90.235 0013130700074
lllegal Time Zone 22 Exception 192.168.90.235 0013130700074
Access Denied 23 Exception 192.168.90.235 0013130700074
Disabled Card 27 Exception 192.168.90.235 0013130700074
Card Expired 29 Exception 192.168.90.235 0013130700074
Password Error 30 Exception 192.168.90.235 0013130700074
Press Fingerprint Interval too Short ] Exception 192 168.80.235 0013130700074
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More details about Event Type, please refer to Elevator Event Type.

By default, it monitors all devices within the current user’s level, click [Elevator Device] > [Device
Monitoring], and lists the operation information of devices: Device Name, Serial No., Area, Operation
Status, current status, commands List, and Related Operation.

Area Status | —— [+] Device Name Serial Number
EExport

Device Mame Serial Mumber Area Operation Status Current Status Commands List  Recently The Abnormal Operations
State

192.168.214 66 0013130700074 Area Nameaa Get real-time event Mormal 0 MNone Clear Command View Command

You can clear command as required. Click [Clear Command] behind the corresponding device:

Prompt

Are you sure to clear command queues?

Click [OK] to clear.
=Notes:

(1) After the Clear Command is executed, you can perform the Synchronize All Data to Devices
operation on the device list to re-synchronize data in the software to the device, but this operation
cannot be performed when the user capacity and fingerprint capacity are fully consumed on the
device. Once the capacity is insufficient, you can replace the current device with a large-capacity one,
or delete the right of some personnel to access this device, and then perform the Synchronize All
Data to Devices operation.

(2) Operate State is the content of communications equipment of current device, mainly used for
debugging.

(3) The number of commands to be performed is greater than 0, indicating that data is not
synchronized to the device, just wait.

Click [Elevator Device] > [Real-Time Monitoring], real-time monitor the status and real-time events of
elevator controllers in the system, including normal events and abnormal events (including alarm
events). Real-Time Monitoring interface is shown as follows:
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Area Device Name

2017-02-10 16: Area Name;

4.66(00131 192.168.

Remotely Release the Button Remotely Lock the Button

Time Area Device Name Event Point Event Description Card Number  Person Reader Name Verification Mode
Mame
2017-02-10 16:11:12  Area Name: 192.168.214.66(00131 192.168.214.66-2 Remote Release Other
2017-02-10 16:11:12  Area Name: 192.168.214.66(00131 192.168.214.66-1 Remote Release Other
2017-02-10 16:11:01  Area Mame: 192.168.214.66(00131 192.168.214 66-Rea Disabled Card 2338484 2829(xinxiao yan¢ 192.168.214.66-Read Card or Fingerprint
2017-02-10 168:10:47  Area Name: 13 4 66(00131 19 Reai Di

or Fingerprint

d or Fingerprint

Total Received:5 @Mormal:2 o Exception:3 @Alarm:0 Clear Rows Data Event Description Play Audio [7/Show Photos

System automatically acquires monitored device event records (by default, display 200 records),
including normal and abnormal elevator control events (including alarm events). Normal events
appear in green, alarm events appear in red, other abnormal events appear in orange.

- All floors with elevator controller in the system is monitored by default, you can target
to monitor one or more floors by Area, Status, Device Name and Serial NO.

. If Real-Time Monitoring is involved in a person, the monitor displays the personal
photo (if no photo is registered, display default photo). The event name, time and name are

displayed.

Click [Remotely Release Button]:
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Input the user password (the system logging password), click [Next Step]:

User Password” ||

For system security, please enter the user password for verification to

proceed to next stepl

4 [ Al
4 [ |F> 192.168.153
1) 192.168.1.531
[ 1) 192.168.1.53-2
[ 1) 192.168.1.63-3
[ 1[0) 192.168.1.534
[ 1) 192.168.1.53-5
[ 1) 192.168.153-6

[ 1) 192.168.1.63-7
[ [ 192.168.1 53-8
[ 1) 192.168.1.53-9
[ [ 192.168.153-10
[ 1) 192.168.1.53-11
[ [ 192.168.153-12

M ann ann a ra an

Previous Step Next Step

Select the floor, and click [Next Step]:
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Remeotely Release the Button

* Remote release: |5 second(1-254)

Enable Intraday Passage Mode Time Zone

Sustained release button

. It determines whether the key corresponding to the selected floor can be pressed.
You can customize the key release duration (15s by default), or select Enable Intraday Passage Mode
Time Zone. You can also directly set the current status of the floor to continuously release. In this
case, the floor is not subject to restrictions of any periods, including Floor Active Time Zone, Floor
Passage Mode Time Zone, and Button Open Duration. That is, the floor will be continuously released
in 24 hours every day.

: To close a floor, you must first set Disable Intraday
Passage Mode Time Zone to prevent the case that the floor is opened because other continuous
open periods take effect. Then, you need to set to close the Remote Lock Button.

: The floor that is set to the continuously release state is not subject to
restrictions of any periods, that is, the floor will be continuously released in 24 hours every day. To
close the floor, you must select Disable Intraday Passage Mode Time Zone.

#Note: If a failure message is always returned for the remote release key, check whether there are
too many currently disconnected devices on the device list. If yes, check the network connection.

Select the options, click [Complete] to finish enabling the button.

Click [Remotely Lock Button]:
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User Password” |

For system security, please enter the user password for verification to

proceed to next stepl

Input the user password (the system logging password), click [Next Step]:

4 [ 27 AN
4 [ 7192168153
[1[) 192.168.1.53-1
[ 1[) 192.168.1.53-2
[ 1) 192.168.1.53-3
[ 1[) 192.168.1.53-4
[ 1[) 192.168.1.53-5
[ 1 192.168.1.53-6

[ 192.168.1.53-7
[ 192.168.1.53-8
[ 192.168.1.53-9
" [ 192.168.1.53-10
[ 192.168.1.53-11
[ 192.168.1.53-12

oM™ ann ann 4 rooan

Previous Step Next Step

Select the floor, and click [Next Step]:
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» Remote Locking

) Disable Intraday Passage Mede Time Zone

Previous Step Complete

Fields are as follows:
Remote Locking: Lock the remotely released button.

#sNote: If a failure message is always returned for the remote lock key, check whether there are too
many currently disconnected devices on the device list. If yes, check the network connection.

Select the options, click [Complete] to finish enabling the button.

6.2 Elevator Rules

It can control buttons of a common elevator and implement unified management on people going
in or coming out of each floor through the elevator controller on the computer management
network. You can set the rights of registered personnel for operating floor buttons on the elevator.

6.2.1 Time Zones

1. Add Elevator Control Time Zone

(1) Click [Elevator] > [Time Zones] > [New] to enter the time zone setting interface:
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Date
Monday : oo o oo oo ooooo oo o ooo oo ooooo oo - oo
Tuesday : oo o oo oo ooooo oo o ooo oo ooooo oo - oo
nesday : oo @ 00 oo : 00 00 : 00 oo : 0o oo : 00
Thursday : oo @ 00 oo : 00 00 : 00 oo : 0o oo : 00

:

iy

[=]
=

Friday
Saturday 00 : 00 00 : 00 00 : 00 00 : 00 00 : 00 00 : 00
Sunday 00 : 00 00 : 00 00 : 00 00 : 00 00 : 00 00 : 00
Holiday Type 1 00 . 00 00 : 00 00 : 00 00 : 00 00 : 00 00 . 00
Holiday Type 2 00 . 00 00 : 00 00 : 00 00 : 00 00 : 00 00 ;. 00
Holiday Type 3 00 . 00 00 : 00 00 : 00 00 : 00 00 : 00 00 ;. 00

Copy Monday's Setting to Others Weekdays: [

Covemanen | oc § carcer

The parameters are as follows:
Time Zone Name: Any character, up to a combination of 30 characters.

Remarks: Detailed description of the current time zone, including explanation of current time zone
and primary applications. The field is up to 50 characters.

Interval and Start/ End Time: One Elevator Control Time Zone includes 3 intervals for each day in a
week, and 3 intervals for each of the three Holidays. Set the Start and End Time of each interval.

Setting: If the interval is Normal Open, just enter 00:00-23:59 as the interval 1, and 00:00-00:00 as the
interval 2/3. If the interval is Normal Close: All are 00:00-00:00. If only using one interval, user just
needs to fill out the interval 1, and the interval 2/3 will use the default value. Similarly, when only
using the first two intervals, the third interval will use the default value. When using two or three
intervals, user needs to ensure two or three intervals have no time intersection, and the time shall
not span days. Or the system will prompt error.

Holiday Type: Three holiday types are unrelated to the day of a week. If a date is set to a holiday type, the
three intervals of the holiday type will be used for access. The holiday type is optional. If the user does not
enter one, system will use the default value.

Copy on Monday: You can quickly copy the settings of Monday from Tuesday to Sunday.
(2) After setting, click [OK] to save, and it will display in the list.
2. Maintenance of Elevator Time Zones

Edit: Click the [Edit] button under operation to enter the edit interface. After editing, click [OK] to
save.

Delete: Click the [Delete] button under Related Operation, then click [OK] to delete, or click [Cancel]
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to cancel the operation. A time zone in use cannot be deleted. Or tick the check boxes before one or
more time zones in the list, and click the [Delete] button over the list, then click [OK] to delete, click
[Cancel] to cancel the operation.

Elevator Control Time of a holiday may differ from that of a weekday. The system provides elevator
control time setting for holidays. Elevator Holiday Management includes Add, Modify and Delete.

(1) Click [Elevator] > [Holidays] > [Add] to enter edit interface:

New

Holiday Mame*

Holiday Type* Holiday Type 1 A
Start Date” 2015-03-19

End Date” 2015-03-19

Recurring No A

Remark

: Any character, up to a combination of 30 characters.

: Holiday Type 1/2/3, namely, a current holiday record belongs to the three holiday
types and each holiday type includes up to 32 holidays.

: The date format: 2010-1-1. Start Date cannot be later than End Date otherwise the
system will prompt an error. The year of Start Date cannot be earlier than the current year, and the
holiday cannot span years.

. It means that a holiday whether to require modification in different years. The default is
No. For example, the Near Year's Day is on January 1 each year, and can be set as Yes. The Mother's
Day is on the second Sunday of each May; this date is not fixed and should be set as No.

For example, the date of Near Year's Day is set as January 1, 2010, and the holiday type is 1, then on
January 1, Access Time Control will not follow the time of Friday, but the Access Control Time of
Holiday Type 1.

(2) After editing, click [OK] button to save, and it will display in holiday list.

Click Holiday Name or [Edit] button under Operations to enter the edit interface. After modification,
click [OK] to save and quit.
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® Delete

In the access control holiday list, click [Delete] button under Operations. Click [OK] to delete, click
[Cancel] to cancel the operation. An Elevator Holiday in use cannot be deleted.

6.2.3 Elevator Levels

Elevator levels indicate that one or several selected doors can be opened by verification of a
combination of multi person within certain time zone. The combination of multi person set in
Personnel Access Level option.

® Add

1. Click [Elevator] > [Access Levels] > [Add] to enter the Add Levels editing interface:

Level Name* |

Time Zones* | 24-Hour Accessible

Area® |Area MName

oI o

2. Set each parameter: Level Name (unrepeatable), Time Zone and Area.

3. Click [OK], the system prompts "Add floors to the current elevator control level immediately”, click
[OK] to add floors, click [Cancel] to return the elevator levels list. The added level is displayed in the
list.

Add floors to the current elevator control level
immediately?
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Add Floor

Floor Mumber Floor Name

The current query conditions: Mone

Alternative Selected(0)
Floor Mumber Floor Name Floor Mumber Floor Name
1 192.168.1.53-1
2 192.168.1.63-2
3 192.168.1.63-3 -
4 192.168.1.534 g
5 192.168.1.53-5 .
<<
6 192.168.1.53-6
7 192.168.1.53-T
From 1 Te 50 [ ] 50 rows per page

#Note: Different floors of different elevator controllers can be selected and added to an elevator
level.

Add/Delete Personnel for Selected Levels:

1. Click [Elevator] > [Set By Levels] to enter the edit interface, Click an Elevator level in left list,
personnel having right of opening door in this access level will display on right list.

2. In the left list, click [Add Personnel] under Operations to pop-up the Add Personnel box; select

personnel (multiple) and click == to move it to the right selected list, then click [OK] to save and
complete.

3. Click the level to view the personnel in the right list. Select personnel and click [Delete Personnel]
above the right list, then Click [OK] to delete.

Add selected personnel to selected elevator levels, or delete selected personnel from the elevator
levels.

Add/Delete levels for Selected Personnel:

(1) Click [Elevator] > [Elevator Levels] > [Set By Person], click employee to view the levels in the right
list.

(2) Click [Add to Levels] under Operations to pop-up the Add to Levels box, select Level (multiple)

and click = ® to move it to the right selected list; click [OK] to save and complete.

(3) Select Level (multiple) in the right list, and click [Delete from levels] above the list, then click [OK]
to delete the selected levels.
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Setting levels for Selected Personnel:

(1) Select a person in the list on the left and click [Elevator Control Setting]. The following page is
displayed:

(2) Set access control parameters and click [OK] to save the setting.
® Set Access By Department

Add selected department to selected elevator levels, or delete selected department from the
elevator levels. The access of the staff in the department will be changed.

6.2.4 Global Linkage

The global linkage function allows you to configure data across devices. Only push devices support this
function.

® Add

1. Click [Elevator] > [Elevator] > [Global Linkage] > [New]:
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Linkage Mame® [ Apply to all personnel il

Linkage Trigger Conditions*  Add Check All Clear Al Input Point*  Add Check ANl Clear All

Quiput Paint

Floor Add Check All Clear All

The fields are as follows:
Linkage Name: Set a linkage name.

Linkage Trigger Condition: Linkage Trigger Condition is the event type of selected device. Except
Linkage Event Triggered, Cancel Alarm, Enable/Disable Auxiliary Output, and Device Start, all events
could be trigger condition.

Input Point: Any, Door 1, Door 2, Door 3, Door 4, Auxiliary Input 1, Auxiliary Input 2, Auxiliary Input 3,
Auxiliary Input 4, Auxiliary Input 9, Auxiliary Input 10, Auxiliary Input 11, Auxiliary Input 12 (the
specific input point please refers to specific device parameters).

Output Point: Lock 1, Lock 2, Lock 3, Lock 4, Auxiliary Output 1, Auxiliary Output 2, Auxiliary Output 3,
Auxiliary Output 4, Auxiliary Output 6, Auxiliary Output 8, Auxiliary Output 9, and Auxiliary Output 10
(the specific output point please refers to specific device parameters).

Linkage Action: Close, Open, Normal Open. The default is closed. To open, delay time shall be set, or
select Normal Close.

Video Linkage:

< Pop up video: Whether to set the pop-up preview page in real-time monitoring, and set the
pop-long.
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< : Enable or disable background video recording, and set the duration of background video
recording.

< : Enable or disable background snapshot
:Ranges from 1~254s (This item is valid when Action type is Open).
2. Click [OK] to save and quit. The added Global Linkage will display in the list.

#Note: It is not allowed to set the same linkage setting at input point and output point. The same
device permits consecutive logical linkage settings. The system allows you to set several trigger
conditions for a linkage setting one time.

1. Click [Elevator] > [Elevator] > [Parameters]:

Type of Getting Transactions
(") Periodically
Interval: |1 ﬂﬁul..'[s]
(@) Set the Time For Obtaining New Transactions
0-00 [J1:00 200 [J=:00 [J 400 [ 500 [J&00 700 [J=&:00 [Je:00 [ 1000 O 11:00
[ 1200 [] 1300 []14:00 [ 15:00 [] 1&:00 [ 17-00 [ 1=-00 [ 12:00 []2o-00 [J21:00 [0 2200 [ 22:00
Select All

Resl Time Monitoring

The Real Time Monitoring Page Pop-up Staff Photo Size  MaxHeight[140 = A\ Refresh the resl-fime monitor page after setfing Height

Type of Getting Transactions

Start from the setting and efficient time, the system attempts to download new transactions every
time interval.

The selected Time is up, the system will attempt to download new transactions automatically.

:When an access control event occurs, the
personnel photo will pop up, set the size of the pop-up photos, the range is 80-500px.

Includes "All transactions” and "All Exception Events”. You can export after querying.
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Because the data size of elevator access control event records is large, you can view elevator access
control events as specified condition when querying. By default, the system displays latest three
months transactions.

Click [Reports] > [All Transactions] to view all transactions:
Time From  2015-02-26 00:00:00 To 2015-05-26 23:59:59 Personnel ID Device Name More:

The current query conditions: Time From:(2015-02-26 00:00:00) To:(2015-05-26 23.59:59)

("* Refresh fjij* Clear Al Data [ # Export

Time Device Event Point Event Description Media File Personnel ID FirstName Last Name Card Number Department Reader Name Verification
Mode

2015-05-22 17:01:00 192.168.60.53 192.168.60.531 Normal Punch Open " jolly wei 3406918 General 192.168.60.53-R¢ Card or Passw
2015-05-22 17:01:00 192.168.60.53 192.168.60.531 Trigger global linkage & ® " jolly wei 3406918 General 192.168.60.53-R¢ Card or Passw
2015-05-22 17:01:00 192.168.60.53 192.168.60.53-2 Normal Punch Open " jolly wel 3406918 General 192.168.60.53-R¢ Card or Passw
2015-05-22 17:01:00 192.168.60.53 192.168.60.53-2 Trigger global linkage [~} @ " jolly wel 3406918 General 192.168.60.53-R¢ Card or Passw
2015-05-22 17:00:49 192.168.60.53 192.168.60.531 MNormal Punch Open " jolly wei 3406918 General 192.168.60.53-R¢ Card or Passw
2015-05-22 17:00:49 192.168.60.53 192.168.60.531 Trigger global linkage  ® " jolly wei 3406918 General 192.168.60.53-R¢ Card or Passw
2015-05-22 17:00:49 192 168.60.53 192.168.60.53-2 MNormal Punch Open n Jolly wei 3406918 General 192.168 60.53-R¢ Card or Passw
2015-05-22 17:00:49 192.168.60.53  192.168.60.53-2 Trigger global linkage & ® " Jolly wei 3406918 General 192.168.60.53-R¢ Card or Passw
2015-05-22 16:58:26 192.168.60.53  192.168.60.53-2 MNormal Punch Open " jolly wei 3406918 General 192.168.60.53-R¢ Card or Passw

: Click [Clear All Data] to pop up prompt, and click [OK] to clear all transactions.

:You can export all transactions in Excel, PDF, CSV format.

ZKTECO

All Transactions

Time: 2017-08-18 00 : 00 : 00 - 2017-12-18 23 : 59: 58
Time Devies Event Foint | Event Deseription | _Personnel ID First Name. Last Name Card Number Depariment Reader Name | Verfieation Mode Area Remari
72151038 | 1es 21885 | 12180218858 | O™l Punch a Leo Hou 13260078 General 18218821885 | orFingerprint | Area Name
a3 Open Reader
WI7A251038: | o tpe21e6s | 102168218858 | o Punch a Lea Hou 13260070 General 18218821885 | i or Fingerprint | Area Name
43 Open Reader
2017-12-15 10:35: Normal Funch 182.188.218 65
102.168.218.66 | 102.168.21B.650 ormal Punc a Leo Hou 13260070 General Card or Fingerprint | Area Name
a3 Open Reacer
2017-12-15 10:35: 1. | Hommal Punch 192.188.218.55-
- 19216221885 | 192.168.218.65- open 1 Jerry Wang 9505030 General . Card or Fingerprint | Area Name
20171215 10:35: ezines | 1 Normal Funch 182188218 65
. 19216821885 | 192.162.218.854 boen 1 ey Wang as0se30 General o Card or Fingsrprint | Area Nams
20171215 10:35 Normal Funch 182.188.218 65
P )
- 192.168.218.85 | 162.162.218.652 P 1 Jerry Wang 2505030 General o Card or Fingerprint | Area Name
2017-12-15 10:35: 1. Nermal Punch 192.188.218.55-
- 19216221865 | 182.162.218.652 oo 1 Jerry Wang 9505030 General oo Card or Fingerprint | Area Name
WNTAZS03S | s 21ess | 1e218a2188se | oSl Funch 2 Lucky Tan 13271770 General TORABB2NRES | orFingerprint | Area Name
B Open Reader
2712151038 | 1es21885 | 102168.218.85qp | O™l Pumch 2 Lucky Tan 13271770 General TO2AEB2NBES | orFingerprint | Area Name
s Open Reader
WTAZS03S | s 21ess | 19218221885 | oSl Funch 2 Lucky Tan 13271770 General TORABB2NRES | orFingerprint | Area Name
38 Open Reader
TSI | s 21ess | 1e21sa2igesy | oSl Punch 2 Lucky Tan 13271770 General TORABB2NRES | orFingerprint | Area Name
s Open Reader
201712415 10:385: I Narmal Punch N » i 192.188.218.85 )
» 19216821888 | 152168218658 Soen 2840 Shery ang 4481253 General s Card or Fingerprint | Area Name
2017 2;:5 10:35: ) oz iee2iees | 182168218658 N”":;;"“" 2840 Shemy vang 4481253 General 182 ;:;;f 85 | Card or Fingerprint | Area Name
OTALISA0I | o5 16201865 | 102168218657 | ormal Punch 2840 Sherry Yang 4481253 General 192188.218.85- | o or Fingerprint | Area Mame
3 Open Reader
2017-12-15 10:35: Normal Funch 182.186.218.65-
esaises | 1 s » i ]
o 1o216221888 | 102162218658 oeen 2040 herry ang 4481253 General [ Card or Fingerprint | Area Name
TR ; r 5
2017 25:5 1032 | iopiee21865 | 182.168.218655 Nﬂ":;:‘“" 2840 Sherry Yang 4481253 General 1e2 ;:;;f 85 | Card or Fingerprint | Area Name
20171215 10:32: Normal Funch 182.188.218 65
102.168.218.66 | 102.168.218.658 ormal Punc 2840 Sherry Yang 4481253 General Card or Fingerprint | Area Name
Ogen Reacer
192 16621665 | 162168216658 | Normal Punch 2840 Shemy vang 4481253 Genersl 182.155.218.65- | Gard or Fingerprint | Area Name.
e o TR B e e A v e =

Click [Reports] > [All Exception Events] to view exception events in specified condition. The options
are same as those of [All Transactions].
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Time From  2015-02-26 00:00:00 To 2015-05-26 23:59:59 Personnel ID Device Mame More
The current query conditions: Time From:(2015-02-26 00:00:00) To'(2015-05-26 23:59°58)

(% Refresh [fij* Clear AllData [ # Export

Time Area Device Event Point Event Card Personnel  First Mame LastName Departmer Reader Verification Remark
Description Number 1D Name Mode
2015-05-20 10:41:31 Area Name 192.168.60.53  192.168.60.53-R¢ Disabled Card 3406918 jolly2 wei General 192.168.60. Card or Fing
2015-05-20 10:41:23 Area Name 192.168.6053  192.168.60.53-R¢ Disabled Card 3406916 jolly1 wei General 192.168.60. Card or Fing
2015-05-19 14:50:46 Area Name 192.168.6053  192.168.60.53-R¢ Disabled Card 3406916 jolly1 wei General 192.168.60. Card or Fing
2015-05-19 13.57:12 Area Mame 192.168.60.53 192.168.60.53-R¢ Card Expired 3406916 12 jolly2 wei General 192.168.60. Card or Fing
2015-05-19 135446 Area Mame 192.168.60.53 192.168.60.53-R¢ Card Expired 3406918 12 jolly2 wei General 192.168.60. Card or Fing
2015-05-19 11:53:35 Area Mame 192.168.60.53 192.168.60.53-R¢ Card Expired 3406916 12 jolly2 wei General 192.168.60. Card or Fing
2015-05-19 11:50:51 Area Name 192.168.60.53  192.168.60.53-R¢ Card Expired 3406916 12 jolly2 wei General 192.168.60. Card or Fing
2015-05-19 11:42:57 Area Name 192.168.60.53  192.168.60.53-R¢ Disabled Card 8651633 192.168.60. Card or Fing
2015-05-18 14:36:23 Area Name 192.168.60.53  192.168.60.53-R¢ Card Expired 3406916 12 jolly2 wei General 192.168.60. Card or Fing

: Click [Clear All Data] to pop up prompt, click [OK] to clear all exception events.

:You can export all exception events in Excel, PDF, CSV format.

ZKTECO

All Exception Events

Time: 2017-08-18 00 : 00 : 00 - 2017-12-18.23 : 59: 50
Time Area Device Ewent Point Event Description | Card Number Personnel ID First Name Last Name Department Reader Name | Verification Mode Remark

2017-1215 10:29 ninme | 19218821885 | . B 192.189.218.85- | .

) Area Name 192.168.218.85 Fasder Disablad Card 8505830 Jemy Wang Genersl Reoder Card or Fingerprint
2017-12-15 10:29 e inne | 19218821885 | B - 192.189.218.85- | _ R

1 Area Name 192.168.218.85 i Disablad Card 4451253 2840 Shery Yang Genersl oader Card or Fingerprint
2017-12-15 10:28 Area Mame 192 188,218 65 ©2.188.218.85- Disabled Card 13280070 3 Leo Hou General 19218821888 | o o Fingerprint

09 Reader Feader
2017-12-15 10:28 Area Mame to21682188s | 00 1BB.218.85- | Operate interval 13280079 3 Leo Hou General 192.188.21885- | 4 or Fingerprint

i} Reader 400 Short Reader

View related access levels by floor. Click [Reports] > [Access Rights By Floor], the data list in the left
side show all floors in the system, select a floor, the personnel having access levels to the floor will
display on the right data list.

Access Rights By Floor Browse 192.168.214.66-1(1) Opening Personnel

Floor Name || Device Name "+ Refresh [7 Export

BT T I s T Personnel D FirstName Last Name Department
(€ [es 2952 General
Floor Name Floor Number Owned Device

192.168.214.66-1 1 192.168.214.66

192.168.214.66-2 2 192.168.214.66

192.168.214.66-3 3 192.168.214.66

192.168.214.66-4 4 192.168.214.66

192.168.214.66-5 5 192.168.214.66

192.168.214.66-6 i 192.168.214.66

192.168.214.66-7 7 192.168.214.66 :

You can export all the personnel having access levels to the floor data in Excel, PDF, CSV format.
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ZKTECO
192.168.218.65-1(1) Opening Personnel

Personnel ID First Name Last Name Department
2940 Sherry Yang Hotel
! Jerry Wang General
2 Lucky Tan Development
Department
3 Leo Hou Financial
Department
5 Necol Ye Marketing
Department
6 Amber Lin Financial
Department
8 Glori Liu Marketing
Department
9 Lilian Mei Development
Department

Click [Reports] > [Access Rights By Personnel], the data list in the left side show all personnel in the
system, select personnel, floors that the selected personnel has access levels will display on the right
data list.

Access Rights By Personnel Browse 4200106 Having Level to Access
Perzonnel ID First Name LastName More (_* Refresh L,’ Export

The current query conditions: Mone Floor Number Floor Name
(_* Refresh

Personnel ID First Mame Last Name Department Name
2869 General

4200106 General

2829 xinxiao yang General

2791 Xiaoxiao yang General

2 xiao2 xiao2 General

2826316 zZij

1N 13 1313bbbbbbbbbt General

2480050 General

You can export all the floor information in Excel, PDF, CSV format.
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ZKTECO
2940(Sherry) Having Level to Access

Floor Number Floor Name

1 192.168.218.65-1
192.168.218.65-2
192.168.218.65-3
192.168.218.65-4
192.168.218.65-5
192.168.218.65-6
192.168.218.65-7
192.168.218.65-8
192.168.218.65-9
192.168.218.65-10

O 0N O WN

—
o
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7. Hotel Management System

It provides hotel service management functions covering check-in, overstay, check-out, rate
settlement, and lock setup and management.

7.1 Operation Guide

It helps you quickly understand how to quickly navigate to specific function pages and configure
and use the hotel management software.

" Hotel Info Setting Hotel Management
1.1 Hotel Info Setting [ Room Management Card Center 4.1 Reception

2.1 Room Type 3.1 Card Center 4.2 Reservation
2 2 Building

2.3 Floor

2.4 Room

2.5 Room Area

7.2 Hotel Management

7.2.1 Reception

The function allows users to handle room services and check the hotel room occupancy, such as the
total number of rooms, number of available rooms, and number of available rooms of a specific
room type.

See the figure below.
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FloorF ﬂ RoomType - v RoomSts | —— v‘ Room Name ® 2 @
[¥] Read Card [3 CancelCard (3¢ ReportLossCard [ Reissue Card

BZZOCEN BZZDCEN BZZOCEN BZZOCEN BZZOCEN BZzlJCEN OCEN BZZIJCEN BZ20CEN BZ20CEN BZ20CEN BZ20CEN BZ20CEN BZ20CEN
G10 Gl1 G12 G13 G14 G15

BZ20CEN BZ20CEN BZ20CEN BZ20CEN BZZOCEN BZZOCEN BZZUCEN BZZOCEN BZZDCEN HZOCEN BZZOGN HZOCEN BZ20CEN BZZOCEN
Gl6 G17 G18 G19

GSD

SR21F1 SR21F2 SR21F3 SR21F4 SR21F5 SR21F6 SR21F7 SR21F8 SR21F9 SR21F10 SR21F11 SR21F12 SR21F13 SR21F14 SR21F15

SR21F16 SR21F17 SR21F18 SR21F19 SR21F20 SR21F21 SR21F22 SR21F23 SR21F24 SR21F25 SR21F26 SR21F27 SR21F28 SR21F29 SR21F30

DRZZceng DRZZceng mzzmg DRzzl:eng DRZZcen; mzzceng DRZZceng mzz:em; DRZZoeng DRZZoeng Dllzzcmg DRzzceng DRzzoeng DRZanng DRZZceng

Room Name Room Type Floor/F Check-In Time

GuestName —_— Certificate Type — Certificate Number _— Check-Out Time —_
@Total: 90 @Available:90 &BZ30 @SR30 @DR:30

Description of room icons

Individual Group
Vacant Extended

check-in check-in
Out of ‘/' Under To be
service maintenance cleaned

1. Individual management
® Individual check-in

1) Double-click or right-click a vacant icon and choose [Individual Management] > [Individual
Check-In]. A page as shown in the following figure appears.
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Room Name*

Ceriificate Type*

Cerfificate Number®

Guest Name*

Last Mame

Gender | |
{Optimal Size 120%140).

Mobile Phone

E-Mail ‘

|

Booking ‘F’Iease enter mobile phcne|Q | i ” EuE |
|
|

Emergency Contact ‘ Please enter mobile phone

Home Address ‘

Checkin Type* (@) Daily Rate Room () Hourly Rate Room
Stay Days® ‘ 1 | Guest Count 1
Check-In Time 2017-12-20 14:18:30 Check-Out Time 2017-12-21 12:00:00

Discount { % ) ‘ Daily Rate* 400.0

Deposit Amount™ 400.0 Amount Payable* 800.0

Booking: Enter the mobile phone number used for reservation to query the reservation information.
Stay days: Enter the number of days that the guest wishes to stay.

Discount: Discount on the room cost, for example, at a 10% discount, the room cost will be
1¥120*0.9 4+ 150=258 in the example in the previous figure.

Amount Payable: Amount to be paid at check-in, including the room cost and the deposit.

2) After the information in the Individual Check-In page is filled in, the Registration or Issuing
page appears
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Room Mame 1F2202

Room Type A

Check-In Time 2017-12-20 153:18:40
Check-Out Time 2017-12-21 12:00:00

Only registered, no card |

Certificate Type® Others
Certificate Mumber* 11111111

Guest Name* Ricky

Last Mame

BlevatoriAccess Control

Registered Card Cuantity: 0 Remaining Guest Quantity: 2

Guest Mame Last Name Certificate Type  Certificate Number  Card Mumber

Elevator/access control: Click the drop-down list box to select an elevator/access control level. After
the parameter is specified, the room card can open not only the specified room, but also the devices
corresponding to the elevator/access control level.

#sNote: Issue at least one card for each room. The card must be issued for the registered guest.
When issuing the first guest card, the Only registered, no card option is not available. After the first
guest card is issued, you can select Only registered, no card as required. The option indicates that
the guest is registered only and does not hold a guest card.

® Individual overstay

1) Right-click a checked-in room icon and choose [Individual Management] > [Individual Overstay].
The page as shown in the following figure appears.
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Room Name SR21F 4 =

Guest Name Last Name Certificate Type Certificate Number
v 12323 QOthers 12341231
COverstay Days * 0 Stay Days
Check-In Time 2017-05-16 14:16:33 Check-0ut Time
Discount Cverstay Amount

Card Number

93

1
2017-05-17 12:00:00

00

Extension Cancel

= Notes:

a. If the number of overstay days conflicts with the room reservation, extension is not allowed.

b. Choose the guest that needs extension for service processing.

c. The discount rate cannot be modified for overstay.

d. Overstay amount shows the amount to be paid for overstay.

2) After the information in the Individual Overstay page is filled in, the Registration or Issuing

page appears, as shown below.

Room Name
Room Type
Check-In Time

Check-Cut Time

12323

Guest Name Last Name

SR21F 4

SR

2017-05-16 14:16:33
2017-05-18 12:00:00

Registered Card Qty: 0 Remaining Guest Qty: 1

Certificate Certificate Card
Type Number Numbe
Others 12341231 a3

Status

Write Card Complete

ZKBioSecurity 3.1.0.0 or above

Page 191



#Notes: a. Re-issue the guest card for the overstay guest. The card must be the exact guest card
issued during check-in; otherwise, card issuance fails.

b. You can click Write Card to automatically write cards for overstay in circulation until all

overstay cards are written in an interval of 3 seconds.

1) Right-click a room checked-in icon and choose [Individual Management] > [Individual Room
Change]. The page as shown in the following figure appears.

Individual Room Change

Current Room SR21F 4 = New Room =

Room Type SR Room Type —_—

Guest Count 1 Guest Count 1

Days Remaining 2 Stay Days 2

Discount Discount l:l

Daily Rate 2220 Daily Rate e

Deposit Amaunt 2000 Maore Deposit Amount meeen

Already Paid 4440 More Amount Payable meeen

Floor/F Room Type SR v Room Name Q E{

Floor/F Room Type Room Name Max. Guest Bed Number Daily Rate Hourly Rate Deposit

Number Amount

SRR21F SR SR21F1 2 2 222 20 200

SR21F SR SR21F2 2 2 222 20 200

SRR1F SR SR21F3 2 2 222 20 200

SR21F SR SR21F5 2 2 222 20 200

SRI21F SR SR21F6 2 2 222 20 200
Guest Name Last Name Certificate Type Certificate Number Card Number

4 12323 Others 12341231 93

Check-In Time 2017-05-16 14:16:33 Check-Out Time 2017-05-18 12:00:00

:Number of guests that require room change.
#Notes: a. You can check the room information by reading the card.

b. The maximum number of guests of the selected guest room must not be smaller than
the maximum number of guests of the original guest room.

c. Guests without a card are not allowed to change the room alone.

d. If the original guest room is left with a guest without a card during room change, the
system asks whether to change the room for the guest without a card as well. If you
choose No, the room change service fails to proceed.

e. If the new guest room is reserved, the conflict information is displayed. You can choose
whether to proceed the service.

f. The discount can be set for room change.

g. If the deposit required for the new guest room is greater than that of the original guest
room, the guest needs to make up the deposit. If the deposit required for the new guest
room is smaller than that of the original guest room, all of the deposit is returned at
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check-out.

h. If the rate of the new guest room is greater than that of the original guest room, the
guest needs to make up the room cost. If the rate of the new guest room is smaller than
that of the original guest room, the overpaid amount is returned at check-out.

2) After the information is filled in for room change, click [OK], and the Registration or Issuing
page appears, as shown below.

Registration or Issuing

Room Name SR21F2

Room Type SR

Check-In Time 2017-05-16 14:20:51
Check-0Out Time 2017-05-17 12:00:00

ElevatorfAccess Control

Registerad Card Qty: 0 Remaining Guest Qty: 1

Guest Name Last Name Certificate Certificate Card Status
Type Number MNumbe
12323 Others 12341231 93

: Click the drop-down list box to select an elevator/access control level. After
the parameter is specified, the room card can open not only the specified room, but also the devices
corresponding to the elevator/access control level.

#Note: You can click [Write Card] to automatically write cards for all room changes in circulation
until all room change cards are written.

Right-click a checked-in room icon and choose [Individual Management] > [Individual Check-Out].
The page as shown in the following figure appears.
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Room Name SR21F 6 =

Building No SR Floor No 21F

Room Type SR Guest Count 1

Stay Days 1 Stayed Days 1

Check-In Time 2017-05-16 14:22:04 Check-Out Time 2017-05-16 14:22:33
Guest Name Last Name Certificate Type Cerificate Number Card Number Status
12323 Others 12341231 g5

Garcror

Cancel Card: Check whether the card to be cancelled is the guest card matches the current guest
room, cancel the card if it matches the guest room, and display the notification if it does not match.

#Note: When cards are cancelled one by one, the number of guests checked in is reduced. When
there is no card holder, the Cancel Card button is unavailable.

Click [OK], and the Check out settlement page appears, as shown below.

Inveice Previcw Guest Information ~
Aad Guest ID: 976707511 Checkin Type - Daily Rate Room
Telephone: - Guest Name: Ricky Guest Name : Ricky
Fax: - (Check-In Time: 2017-12-20 15:18:40 Check-In Time - 2017-12-20 15:18:40
e et T B 2T Check-Out Time - 2017-12-20 15:30:53
Address Cashier: admin
Room Name Days/Hours Uni Price ) —— | =t
1F2202 3 USD 4000 —%h USD 400.0 1F2202 : USD 400.0
Toml Room Rare- STy 400.0

Paying Information

Remarks: Subtmml=Uniz Price * (Days, Hours) = {1-Discount)

Taxl Rocm Bate: UsD 3000 Total Room Rate - USD 400.0
Tax Rare (09%): e Tax Rate (0%) - uUsD 0.0
Oiher Charges Rave (%) UsDoo ((;::r:Chargea Rate USDOO
1"_"1 T“.] ___________________ m)“:]_j: Amount Payable : USD 400.0
Thanlks for your yisit. Amount Paid - USD 800.0
Balance : USD 400.0 -

2. Team Management

® Group check-in

ZKBioSecurity 3.1.0.0 or above Page |194



1) Right-click a checked-in room icon and choose [Team Management] > [Group Check-In]. The
page as shown in the following figure appears.

Group Check-In
Certificate Type* e LY
Floor/F Room Type | —— Room Name Q @

e —
Tour Leader Name* Floor/F Room Type Room Name Max. Guest Number Bed Number Daily Rate Hourly Rate
Last Name 1F2 A 1F2201 2 1 400 40 P
Group Name* 1/F2 A 1F2202 2 1 400 40
Gender = 1/F2 A 1F2203 2 400 40
E-hail 1F2 A 1F2204 2 400 40
Home Addre

1/F2 A 1F2205 2 1 400 40
Mobile Phone

1F2 A 1F2206 2 1 400 40
Booking Please enter mobile pf| Q

. 1F2 A 1F2207 2 1 400 40 v
Discount
Guest Count™ < 2
Stay Days* 1 [} Floor/F Room Type Room Name Mazx. Guest Number Bed Number Daily Rate Hourly Ra
Check-In Time 2017-12-20 14:32:45
Check-Out Time 2017-12-21 12:00:00
List of conflicts rooms
( )
Total rooms. Total deposit Area 5 Total Room Rate
oiecrn J carc

- Enter the mobile phone number used for reservation and click @ to query for

all guest rooms reserved with the mobile phone number.

: Allows you to enter the group check-in information.

: Shows the reservation information of the current room. If the room has been reserved, the
reservation information is displayed in the list in Area 2. If the reservation conflicts with the check-in
time, check-in cannot be processed.

: Displays the list of available guest rooms (and you can double-click a room to add it to Area

4).

: Displays the reservation and the guest rooms selected in Area 3.

: Shows the deposit amount and room cost for the group check-in.
zNotes:

a. Ifthe stay period overlaps with the reservation period, the Check-In button is unavailable and
check-in is not allowed.

b. If the number of check-in guests is greater than maximum number of guests for all guest rooms
in total, the Check-In button is unavailable and check-in is not allowed.
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2)  Click [Check-In], and the Write Card page for group check-in appears, as shown below.

Room Name SR21F15 Type Name SR
Building No SR Floor No 21F
Check-In Time 2017-05-16 14:2451.0 Check-Cut Time 2017-05-17 12:00:00.0
Guest Count 1 Bed Number 2
Card information
Only registered, no card O
Cerificate Type* ——— Certificate Number*
Guest Name* Last Name

Elevator/Access Control

Guest Name Last Name Cerificate Type Cerificate Mumber Card Number

1 Passport tuandui eld]

Write Card Complete

Guest Count: Number of guests checked in for the room. The number must not exceed the
maximum number of guests allowed for the room.

Only registered, no card: If this option is selected, only the guest information is registered and no
card is issued for the guest.

Elevator/Access Control: If the access control or elevator control module exists, and the
Elevator/Access Control checkbox is selected in Hotel Info Setting, the option will be available and
you can assign access control or elevator control level to a card. For details about hotel info setting,
see section Hotel Info Setting.

#Note: You can click or to go to the previous or next room.

® Group Overstay

1) Right-click a checked-in room icon and choose [Team Management] > [Group Overstay]. The
page as shown in the following figure appears.
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Total Card
Count

FlooriF

1F2

1F3

1F3

Owverstay Days® ] Stay Days 1
Check-In Time 20171220 153217 Check-Out Time 2017-12-21 12:00:00

Discount = 0.0

Page description:

Area 1:Information about the rooms checked in by the group and the guest information.
Area 2: List of reserved guest rooms.

Area 2: Check-in information of the group.

& Notes:

a. The overstay period cannot overlap with the reservation period; otherwise, the Extension button is
unavailable.

b. By default, the stay period is extended for the whole group.

c. The overstay period is one day in the minimum. For a special condition, the overstay days can be
setto 0.

2)  Click [Extension], and the Write Card page for group overstay appears, as shown below.
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Room Name SR21F 15 Type Name SR

Building No SR Floar No 21F
Check-In Time 2017-05-16 14:24:51.0 Check-Out Time 2017-05-18 12:00:00.0
Guest Count 1 v Bed Number 2

Guest Name Last Mame Certificate Type Certificate Number Card Number Status

1 Passport tuandui ag

Write Card Complete

zNotes:
Re-write all cards issued to the group members for overstay.

When you click [Write Card], all cards are written for the rooms one by one in a cycle at an interval of
3 seconds.

The card issued during guest check-in is required for re-writing. In the case of card damage or

missing, report of loss and make-up must be carried out for the card before reissuance.

You can click |~ or |~ o switch to the previous or next room.

® Group room change

1) Right-click a room group checked-in icon and choose [Team Management] > [Group Room
Change]. The page as shown in the following figure appears.
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New Room
Room Type

Guest Count

Stay Days
Daily Rate

wonene [ Q@

Room Name Max. Guest Bed Number Daily Rate
Mumber

1F22M 2
1F2203

1F2207

20M7-12-20 15:32:17 2017-12-23 12:00:00

2) After the information is filled in for room change, click [OK], and the Registration or Issuing
page appears, as shown below.

Room Name SR21F2

Room Type SR

Check-In Time 2017-05-16 14:20:51
Check-Out Time 2017-05-17 12:00:00

Elevator/access Control n

Registered Card Qty: 0 Remaining Guest Qty: 1

Guest Name Last Name Certificate Certificate Card Status
Type Number Numbe

12323 Others 12341231 a3

Write Card Complete

ZKBioSecurity 3.1.0.0 or above Page |199



Elevator/access control: Click the drop-down list box to select an elevator/access control level. After
the parameter is specified, the room card can open not only the specified room, but also the devices
corresponding to the elevator/access control level.

#sNote: You can click [Write Card] to automatically write cards for all room changes in circulation
until all room change cards are written.

® Group check-out

Right-click a checked-in room icon and choose [Team Management] > [Group Check-Out]. The page
as shown in the following figure appears.

Team Leader Cerfificate v| 23458 [e}

Group Mame T Tour Leader Name
Guest Count 10 Total Card Count 3

Stay Days 3 Stayed Days 1
Check-In Time 2017-12-20 15:32:17 Check-Out Time: 20M7-12-20 16:08:53
Room Mame Guest Count FloorF
1FZ22D5 1 1F2
1F3302 2

1F3306 1

= Notes:

a) You can choose to check out only some of the rooms for the group. By default, all rooms are
checked out for one group.

b) The cards of the selected room are cancelled.

c) You can check out a room before cancelling its cards (and cancel the cards after they are
collected).

Click [Check Out], the Check out settlement page appears, as shown below.
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Check out settlement

Invoice Preview Guest Information ~
Ads Siriine SRS nE] Tour Leader Name - Balnio
Telephcne: = Touz Leader Mame:  Balnio Team Mame - T
i - Che Tl e B s T Checkdn Time :  2017-12-20 15:3217
Wehsire : Checle-Onr Time: 2017-12-20 16:10:53 Check-Out Time :  2017-12-20 16:10:53
Address: Cashiez: 2dmin
Eoom Name Days/Hous Unii Price Discoum Eren || EECRE
1F3302 il UsD 500.0 — % UsD 500.0 1F3302 - USD 500.0
1F3308 1 UsDy 500.0 —% UsD 500.0 1F3308 - UsD 500.0
1F2208 1 USDy 400.0 —% UsD 400.0 1F2208 : USD 400.0
Toml Enom Kare- UsD 1400

Paying Information
Remarks: Subtanl=Unit Price * (Days/Hours) = {1-Discount)

- USD 1400
Tatl Rocm Bate: UsD 1400 Total Room Rate -
: UsD 0.0

Tax Bare (094): UsD 0.0 Tax Rate (0%) :

Other Ch Rat usD 0.0
Oiher Charges Rave (%) usD oo r Charges Rate

{0%) :
Tatal (Inclading Tax) USD 1400.0 v

Amount Payable : UsD 1400.0

Right-click a room icon and choose [Room Status] to change the status of the room. There are four
status: vacancy, dirty, maintain and stop using. Status of checked-in room cannot be changed.

You can view the issuance information of all module cards in the hotel, except for the record cards.
The content is displayed based on the card type (for example, guest cards and authorization cards).
When a record card is read, only the card type is provided.

You can clear all the card (IC) information. For a guest card, the system checks whether the card is
the last card of the room checked in by the guest. If it is, the card cannot be cancelled (as the system
does not support free-of-card check-in). For other types of cards, no verification is performed.

You can set a damaged or lost card to an invalid state. For details, see Report card loss in section
Maintenance Card.

You can re-issue a card for a registered guest or a guest that reports card loss and an additional card
for a checked-in room. If the number of guests checked in a room has reached the maximum, no
additional card is allowed.

Choose [Hotel Management] > [Reception] > [Reissue Card]. Select a room for card re-issuance, or
locate the room by querying the certificate information (by clicking @) on the Reissue Card page,
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as shown below.

Certificate Type l — Certificate Number ] Q

Current Room® |SR21F 15 Room Type SR

Check-In Time 2017-05-16 14:24:51 Check-Out Time 2017-05-18 12:00:00

Reqgistered Card Qty 1 Mazx. Card Count 1

Staying Guest Qty 1 Max. Guest Number 1

Guest Name Last Name Certificate Type Certificate Number Card Number
1 Passport tuandui a6

Add Guest (]

Certificate Number* l B

Guest Name*

Last Name

Elevator/Access Control l

Close

Page description:

Area |: Displays the guest information and check-in information of the room.

Area ll: Allows you to input the guest information for the card to be issued.

7.2.2 Reservation

You can check the check-in and reservation status of all rooms in a specified period and process

room reservation.

Choose [Hotel Management] > [Reservation]. The page shown in the following figure appears.
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Time From

Guest Name*
2017 Area

05-16 05-26 | 05-27

Room Last Name

Mobile Phone*
BZ20CENG1
BZ Certificate Type

i

Certificate Number

Booking Method* Telephons v

|

BZ20CENG2
BZ

BZ20CENG3 FESEREENTEE
: e —
B720CENG4
Bz
Room FloonF Room Type  Check-In Time  Check-Out
BZ20CENGS ta e
Bz
BZ20CENG1 BZ20CENG BZ 2017-05-16 12:00; 2017-05-19

BZ20CENGSE
BZ BZ20CENG4 BZ20CENG BZ 2017-05-20 12:00: 2017-05-23

BZ20CENGT BZ20CENG BZ 2017-05-23 12:00: 2017-05-25

BZ20CENGT
BZ
BZ20CENGS
BZ
BZ20CENGAY
BZ

BZ20CENG10
BZ

> 2222323 2 >
2222232 3 > > >
> 2222323 2 >
2 333 3 33 > > >
> 222323 23 2> 3>
> 323233 33 > > >
23233 23 3 3 3>
2233 >3 3 3 32
2222232 3 > > >
22222223 23 23 >
2222232 3 > > >

BZ20CENG11
BZ

Page description:

Areal(available dates): By default, a 15-day period (starting from the current system date) is
displayed. You can change the displayed period with the Reservation Date Range parameter on the
Hotel Information page. For details, see section Hotel Innfo Setting.

The room reservation time ranges from 12:00 on the reservation start date to 12:00 on the
reservation due date. You can change the time point with the Default Check-Out Time parameter
on the Hotel Information page. For details, see section Hotel Info Setting.

Areall (available rooms): All rooms in the hotel are displayed. You can specify the start and end time
and room type to query for a required room.

Room status n indicates that the room can be reserved for the time period.
Room status n indicates that the room is occupied in the time period and cannot be reserved.

Room status n indicates that the room has been reserved for the time period.

#Note: If a room is occupied by guests, and will be checked out in the reservation period, the room
will be displayed among the available rooms, but cannot be reserved before it is checked out.

Area lll: Guest information of the reservation.
Area V: Information about the rooms selected for reservation.

® Reservation process
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Step 1: Click the room and date for reservation. The selected date of a room turns into red as n

You can click the room and date again to cancel the selection. You can select multiple rooms of the

same date, multiple dates (continuous only) of one room, or multiple dates (continuous only) of
multiple rooms.

After selection, the information about the selected rooms are listed in Area IV in the right part of the
Reservation page.

Step 2: Fill in the guest information, including the name, mobile phone, certificate number, and the
booking method (telephone or reception desk).

Step 3: Click [Save].

You can query, edit, delete, and handle check-in for a reservation.

Choose [Hotel Management] > [Book Management]. The page shown in the following figure
appears.
You can also enter the guest name and mobile phone number to query for a required reservation.

Guest Name I:l Mobile Phane

The current query conditions: None

(v Refresh  [fi Delete

Guest Name Mobile Number Booking Method Reservation type Reservation Time Operations
1 121212 Telephone Person 2017-05-16 14:45:05 Check-In Edit Delete
1-1 EDrowsperpage ~ JumpTo 1 M Page  Total of 1 records
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® Editing/deleting a reservation

Select the guest name of a reservation, click [Edit] under Operations. On the displayed Reservation
page, you can change a room or modify the guest information for the reservation.

Select the guest name of a reservation, click [Delete] under Operations or the delete button on the
top of the list to delete the reservation.

® Handling check-in

Select the guest name of a reservation, click [Check-In] under Operations. The Individual Check-In
page appears.

Room MName*
Certificate Typa*®

Certificate Mumber*

Guest Name*

Last Mame
Gender

Mobile Phone (Optimal Size 120*140).
| Browse || Capture |

Booking @A
E-Mail

Emergency Contact Pleaze enter mobile phone

Home Address

Checkin Type* (®) Daily Rate Room  (_ Hourly Rate Room

Stay Days* 3 Guest Count 1
Check-In Time 20M17-12-20 16:31:49 Check-Out Time 2017-12-23 12:00:00
Discount { % ) Daily Rate* 400.0

Deposit Amount® 1 Amount Payable* 1600.0

Crecc

The system automatically loads the reservation information of the room. Modify and complete the
guest information and click [Check-In]. The Registration or Issuing page appears, as shown below.
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Room Name 1F2208

Room Type A
Check-In Time 2017-12-20 16:31:49
Check-0ut Time 2017-12-23 12:00:00

Only registerad, no card |

Certific ate Type® Others
Certificate Mumber* 4444444

Guest Name* Mlax

Last Mame

ElevatorfAccess Control

Registered Card Cluantity- 0 Remaining Guest Quantity: 1

Guest Mame Lazt Mame Cerificate Type Cerlificate Number  Card Mumber

Compit

Place the guest card on the card writer and click [Write Card] and Complete to complete check-in.
& Notes:

(1) You cannot process check-in for an expired reservation. Check-in can only be processed on site.
For details, see Individual check-in in section Reception.

(2) The guest can check in before the reserved time.

7.3 Card Center

You can create different types of card for setting and managing room locks based on daily hotel
business management requirements. Holders of the cards are employees of the hotel. You need to
add the holders using the Personnel System module and specify their departments using the hotel
module, so that you can select the holders when issuing management cards.
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You can set the basic information, including authorization, time, room number, and area information
about locks of the hotel.

You can authorize cards for hotel locks by binding cards with related hotel information to ensure
card security. After authorization, the locks can be unlocked only by the authorized cards. They will
emit alarms if other cards are used to unlock them.

| Autharization Card

First Mame *
Last Name
Card Valid Time 2017-05-17 14:08:57

Elevator/Access Control

| Unlocked Alarm

:You can enter one or more characters contained in the surname or ID of a card holder to
fuzzily find the card holder. A card holder must be a person who has been added using the
Personnel module.

-1t specifies the expiration time of the card. Select a time as required. The default
time is one day later than the current system time.

: Click the drop-down list box to select an elevator/access control level. After
the parameter is specified, the card can not only unlock the specified room, but also access the
devices corresponding to the elevator/access control level.

= Notes:

1. The Elevator/Access Control field is available only after the Room management field on the
Hotel Info Setting page is selected. It is used to deliver the card ID to access/elevator control
devices. For details about hotel info setting, see section Hotel Info Setting.

2. For the access control devices and all elevator control devices that do not allow one person to
hold multiple cards, bind only one card with one person. That is, you can select only one card for
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one Elevator/Access Control option when issuing cards to card holders. As shown in the
preceding figure, if Elevator/Access Control is set to Floor 1 of Building A (all the access control
devices on floor 1 of building A do not allow one person to hold multiple cards) when an
authorization card is issued to a card holder, only the first card can be assigned the permission to
access floor 1 of building A. You cannot set Elevator/Access Control to Floor 1 of Building A
when issuing any other card to the card holder.

3.1f an access control device allows one card holder to hold multiple cards, you can assign one
access/elevator control level to multiple cards for the same card holder. You can select that level
again when issuing any other types of card or continuous cards to the card holder.

4. The preceding three points regarding access/elevator control are applicable to all the cards of the
hotel module described in this document.

5. The models and firmware version numbers of the access control devices that allow one person to
hold multiple cards include:

InBio Pro Series: AC Ver 5.7.7.3030 Mar 23 2017 and above version.
- After selecting this check box, you can specify the number of times to emit an

alarm.

Unlocked Alarm [«

Ok Alarm Times Keep Alarming

After the configuration, put a card to be written in the card writing area of the card writer and click
[Write Card].

Choose [Personnel] > [Personnel] > [New]. The page shown in the following figure appears.
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Cerlificate Type

Social Security Number

{Optimal Size 120140).

Reservation Code 123456 Birthday

Biological Template Quantity go Card Number | =

Elevator Control Plate Register Perzcnnel Detail

Superuser Mo
Device Operation Raole
Delay Passage O
Disabled O
Set Valid Time I

Csoeminen ] 0c ] coca ]

Enter personnel information, select a hotel department, and click [OK]. You can select added
personnel in the card issuing module.

2. Clock card

A clock card can be used to unlock rooms within its validity period. After configuration, synchronize
the time of room locks with the time of the computer system. Otherwise, an alarm of card expiration
may be triggered when you punch the card.

First Name * ‘Inputthe query conditi =|
Last Name ‘ |
Card Valid Time ‘2{]1?—{]5—1? 141247 |
ElevatorfAccess Control ‘ =|
Lock Time ‘2{]1?—{]5—16 141247 |

o oo
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: Click the drop-down list box to select an elevator/access control level. After
the parameter is specified, the card can not only unlock the specified room, but also access the

devices corresponding to the elevator/access control level.

After the configuration, put a card to be written in the card writing area of the card writer and click

[Write Card].

A room name card is used to unlock rooms with specified room names. You can select multiple
rooms to issue room name cards in batches.

First Name *
LastName

Card valid Time

ElevatorfAccess Control

Floor/F

Room Name

BZ20CENG1

BZ20CENG2

BZ20CENG3

BZZOCENG4

BZ20CENGS

BZ20CENGE

BZ20CENGT

Room Name Card

Q

Floor/F

BZ20CENG

BZR20CENG

BZRR2OCENG

BZR20CENG

BZRR2OCENG

BZ20CENG

BZROCENG

2017-05-17 1412232

Room Type

BZ

BZ

BZ

BZ

BZ

BZ

BZ

Status

: Click the drop-down list box to select an elevator/access control level. After
the parameter is specified, the card can not only unlock the specified room, but also access the

devices corresponding to the elevator/access control level.

A room area card is used to unlock rooms in a specified area. If a room is within the specified area,

the card can unlock the room.
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Alternative Selected(Maximum & areas)
AAA “ -
222
2
444

==
555
B66 =
777

£

e
First Mame * Input the query conditi
Last Name
Card Valid Time 2017-05-17 14:12:54
Elevator/Access Control

wic Gard

Elevator/Access Control: Click the drop-down list box to select an elevator/access control level. After
the parameter is specified, the card can not only unlock the specified room, but also access the
devices corresponding to the elevator/access control level.

zNote: A maximum of 6 areas can be selected for one room area card.

7.3.2 Employee Cards

You can create various access/elevator control cards, such as master cards and emergency cards for
hotel personnel to manage hotel services.

1. Master card

A master card can be used to unlock all the rooms of the hotel within its validity period. By default, it
is in Always Open mode.
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First Name * ||nputthe query conditi n‘

Last Name | ‘

Card Valid Time |2{]1T—{35—1T ‘
Elevator/Access Contral | n‘
Enable Time (00 v: 00 v|To23 v 00 v
Always Open Mode v

Wirite Card Close

Elevator/Access Control: Click the drop-down list box to select an elevator/access control level. After
the parameter is specified, the card can not only unlock the specified room, but also access the
devices corresponding to the elevator/access control level.

If you select Always Open Mode, the unlocked rooms are kept unlocked.

Set Card Valid Time and Enable Time as well. The card can unlock rooms only within the specified
periods.

After the configuration, put a card to be written in the card writing area of the card writer and click
[Write Card].

2. Emergency card

A master card can be used to unlock all the rooms of the hotel within its validity period. By default,
Disable Indoor Locked is selected. You can specify whether to enable the Always Open mode.

First Mame * |lnputthe query conditi =|

Last Mame | |

Card Valid Time |2D1?-{15—1? |

ElevatoriAccess Control | =|

Enable Time |{m 1r|:|{]{] 1r|To|23 r|:|{m r|

Always Open Mode

Disable Indoor Locked o

Wite Card

Elevator/Access Control: Click the drop-down list box to select an elevator/access control level. After
the parameter is specified, the card can not only unlock the specified room, but also access the
devices corresponding to the elevator/access control level.
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If you select Always Open Mode, the unlocked rooms are kept unlocked.

To disable Always Open Mode, you need to use a card that can unlock rooms, such as a building
card or floor card.

Disable Indoor Locked is selected, which means that the card can open rooms even though the
rooms are locked from inside.

3. Building card

A building card can be used to unlock rooms in a specified building in common unlocking mode
within its validity period.

First Mame * Input the query conditi
Last Mame
Card Valid Time 2017-05-17

ElevatoriAccess Control
Enable Time 00 [ 00 v |To |23 v 00 r

Building No* ——— T

o oo

Elevator/Access Control: Click the drop-down list box to select an elevator/access control level. After
the parameter is specified, the card can not only unlock the specified room, but also access the
devices corresponding to the elevator/access control level.

4. Floor card

A floor card can be used to unlock rooms on a specified floor in common unlocking mode within its
validity period.
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First Name * |Inputthe quewconditi-=|

Last Name | |
Card Valid Time |2{J17-{]5-1? |
Elevator/Access Control | =|
Enable Time 00 v (00 v|To 23 v 00w
Building No* |_ v |
Floor No* |— v |

e oo

Elevator/Access Control: Click the drop-down list box to select an elevator/access control level.
After the parameter is specified, the card can not only unlock the specified room, but also access the
devices corresponding to the elevator/access control level.

5. Areacard

A floor card can be used to unlock rooms in a specified area in common unlocking mode within its
validity period.

Alternative Selected{Maximum 2 areas)
Adn - -
222
333
444
==
555
666 =
s
<
e
First Mame * Input the queryconditi-n
Last Name | |
Card Valid Time |2[]1'.-'—[]5—1'.-r |
Elevator/Access Control
Enable Time 00 v:00vYTo23vi00 Y
e Gard

Elevator/Access Control: Click the drop-down list box to select an elevator/access control level. After
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the parameter is specified, the card can not only unlock the specified room, but also access the
devices corresponding to the elevator/access control level.

7.3.3 Maintenance Card

A maintenance card can be used to maintain and manage room locks of the hotel.
1. Report loss card

A report loss card is a card that is invalidated and obsolete (usually due to loss or damage of the card)
during its validity period.

First Name * |Inputthe query conditi =|
Last Name | |
Card Valid Time 2017-05-17 14:14:46
Elevator/Access Control | E
Lost Card Information

Card Type* |— L |
First Name * |Inputthe query conditi E Last Mame |
Card Number First Name Last Name Card Valid Time

i o

Elevator/Access Control: Click the drop-down list box to select an elevator/access control level. After
the parameter is specified, the card can not only unlock the specified room, but also access the
devices corresponding to the elevator/access control level.

2. Record card

A record card can be used to read unlocking records from locks within its validity period. Only S70
Mifare cards can be used as record cards.
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First Name * |lnputthe query conditi =|

Last Mame | |

Card Valid Time |2{]1?-{]5—1? 14:15:08 |

Elevator/Access Control | =|

i o

Elevator/Access Control: Click the drop-down list box to select an elevator/access control level. After
the parameter is specified, the card can not only unlock the specified room, but also access the
devices corresponding to the elevator/access control level.

3. Lockout card

A lockout card is a special card used to lock and protect a scene in a room in case of an emergency.
Once lockout is implemented, the room can no longer be unlocked by all the cards that can
originally unlock it before the cards are re-authorized.

First Name * |lnputthe query conditi =|

Last Name | |

Card Valid Time |2{]1?-{]5-1? 14:15:22 |

Elevator/Access Control | =|

i cor

Elevator/Access Control: Click the drop-down list box to select an elevator/access control level. After
the parameter is specified, the card can not only unlock the specified room, but also access the
devices corresponding to the elevator/access control level.

74 Room Management

7.4.1 Hotel Info Setting

You can set the basic information about a hotel, including its name, address, phone number, fax
number, zip code, website address, and email address. You can also set the function parameters
regarding the check-in time, check-out time, check-out reminder, and access/elevator control
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permissions.
Choose [Room Management] > [Hotel Info Setting]. The page shown in the following figure appears.

Hotel Information

Hotel Name® b

Address

Telephone Area Ci| - | Phone - | Extensi

Fax Area Ct|-| Phone - | Extensi

Zip Code

Website

E-Mail
Hotel Parameter

Default Check-In Time* 14 ﬂ 2 |00 | {hhzmim) Tax

Default Check-Out Time* 12 ﬂ 00 | |(hh:mm) Tax Rate %
Owerstay Check-Out Time 1 13 ﬂ: DD |V [hh:mm) ( Charges by overstay fee {hou COther Charges

Owerstay Check-Out Time 2 16 ﬂ : |DD |w|{hh:mm) ( Charges by daily rate Other Charges Rate %
Reservation Date Range* 15 (day(s)) Cleaning Time Limit (minutes)
Default Staying Days™ 1 (day(s)) Checkout Remind (|

Default Staying Hours* 3 (hour) Cumency Type* usD

Elevator/ccess Confrol [

Regisiration Clhent

Certificate Recognition
(@OCR () IDReader

Registration Code* v 0 @® Download OCR V2.0 Driver

- It specifies the default number of days a guest stays. Generally, a guest stays
for 1 day.

It specifies the user-defined minimum number of hours a guest may stay. If a
guest stays for a period less than this limit, the guest is charged the rate corresponding to this limit.

: You can set this time yourself. If a guest checks in before this time, the
check-out date is the current day if the guest stays for one day. Otherwise, the check-out date is the
next day.

: It specifies the end time of a day use room.

: You can set this time yourself. If a guest checks out at a time
between Overstay Check-Out Time 1 and Overstay Check-Out Time 2, the guest must pay an
overstay charge. If a guest checks out at a time after Overstay Check-Out Time 2, the guest must
pay for an extra day.

- It specifies the time available for cleaning a room after a guest checks out.
- It specifies whether to display a reminder one hour before checkout.
. It specifies the currency.
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: After selecting this check box, you can select an access/elevator control
level on the card issuing Ul, so that an issued card can be used not only as a hotel card, but also used
to access the devices corresponding to the selected level. (Note: This check box is available on the
Hotel Info Setting page only after you use the access control module and/or elevator control
module and obtain and activate a license.)

#Note: The hotel management system can be used to define buildings, floors, and rooms as well as
handle check-in requests only after you set these parameters.

You can design information about various types of room, such as the number of beds and number
of guest allowed. You can lock and unlock vacant rooms.

Choose [Room Management] > [Room Type] > [New]. The page shown in the following figure
appears.

Add
Room Type*® Room Size{m)*
Bed Mumber* Max. Guest Number®
Draily Rate*® Hourly Rate*
Overstay Fes { Hourly ) * Deposit Amount*
Remark
Room equipment
[] Air-condition [] Bath And Shower Orv [] wireless Intemet
[ Refrigerator [] Telephone [] safe Deposit Box [] Shower

#Note: When you add a room type, the system checks whether hotel info setting are configured. If
no, you are redirected to the hotel info setting page. All room types must be unique.

You can define buildings of a hotel. When the rooms in a building are not booked or guests have not
checked into the rooms, you can lock or unlock the building.
Choose [Room Management] > [Building] > [New]. The page shown in the following figure appears.
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Hotel Name Haotel

Building No* | |

Coveanonen | ok carcer

#Note: When you add a building, the system checks for hotel info setting and room types in order.
If they have not been configured, configure the settings and types first. All building names must be
unique.

7.4.4 Floor

You can define floors of a hotel. When the rooms on a floor are not booked or guests have not
checked into the rooms, you can lock or unlock the floor.
Choose [Room Management] > [Floor] > [New]. The page shown in the following figure appears.

Building No* |_ v |

Floor Mo* | |

e | o ] o

#Note: When you add a floor, the system checks for hotel info setting, room types, and buildings in
order. If they have not been configured, configure the settings, types, and buildings first. All floor
names must be unique.

7.4.5 Room

® Adding guest rooms

Choose [Room Management] > [Room] > [New]. The page shown in the following figure appears.
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Building No*

Floar No*

Room Type*

Start Room Number*

Room Count*

Remark

Room name generation rules: Building Mo. + Floor Mo. + Room

Mumber
o)

Start Room Number: It specifies the start number of roomes.

Room Count: It specifies the number of rooms to add. The value 1 indicates only one room is added.
A value greater than 1 indicates that a batch of rooms is added.

Remark: It describes the rooms added.
&sNote: All room names must be unique.
® Editing guest room

1)  Editing one guest room

Select one guest room and edit the guest room. Duplicate guest room names are not allowed. Guest
rooms that has been checked in or booked cannot be edited. See the following figure.

Building No* BZ v
Floor No* | 20CENG v
Room Type* | BZ v |
Start Room Number* i |
Room Count* 1

Remark

Room name generation rules: Building No. + Floar Mo_ + Roam

MNumber
[ ok |
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2) Editing guest rooms in batches

Select the check boxes of multiple guest rooms and edit them in batches. Duplicate guest room
names are not allowed.

Only the rooms of the same type and belonging to the same building and same floor can be edited
in batches. See the following figure.

Building No* BZ r
Floor No* 20CENG v
Room Type* BZ v
Start Room Number* 1

Room Count* B

Remark

Room name generation rules: Building Mo. + Floor No. + Room

Mumber

® Deleting guest rooms

Select one or more guest rooms and delete them.
Only the guest rooms that has not been checked in or booked can be deleted.

® Exporting guest room information

Refer to Common Operations in Appendix.

7.4.6 Room Area

You can define a room area, issue a card for the room area, and associate the locks of the rooms in
the area with the area, so that a hotel manager can use the card to manage all the guest rooms in
the area.

Choose [Room Management] > [Room Area] > [New]. The page shown in the following figure
appears.
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Room Area Name*

Remark

Covemoren § o Coreer |

#Note:
Duplicate room area names are not allowed.

Click [Add Room] and then you can add rooms to the area. See the following figure.

I

The current query conditions: None

Alternative Selected(D)
O RoomMame  Building Mo Floor Mo Room Type O Room Name  Building Mo Floor Mo Room Type
O  1Fz201 1 F2 A A
O 1Fz202 1 F2 A

=
0 1F2203 1 F2 A

=
0 1F2204 1 F2 A

=
O 1F2205 1 F2 A -
O 1Fz206 1 F2 A
O 1F2207 1 F2 A R
£ < 1-30 » >l 50 rows per page: - Total of 30 records

7.4.7 Booking Method

You can define methods for booking hotel rooms. During system installation, the basic booking
methods are initialized by default and cannot be edited or deleted.

Choose [Room Management] > [Booking Method] > [Add]. The page shown in the following figure
appears.
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Mame*

Comeamanen | ox oo

#sNote: Duplicate booking method names are not allowed. Unused booking methods can be
deleted.

7.4.8 Elevator/Access Control %

You can assign elevator/access control levels to cards issued using the hotel module. This allows a
user to use the same card for the hotel module and the elevator/access control module. That is, a
card for the hotel module can also be used to access all the devices covered by the specified
elevator/access control level.

#Note: This function and the Edit Personnel For Levels page are available only after you use the
access control module and/or the elevator control module and obtain and activate a license.

Choose [Room Management] > [Elevator/Access Control]. The page shown in the following figure
appears.

Edit Personnel For Levels Browse Levels Master(Access) Opening Personnel
Level Name Belongs Module Q ® Personnel ID First Name: Morer O (%)
The current query conditions: None The current query conditions: None
(v Refresh [ Add Access Levells) | © Add Elevstor Level(s) = More ~ ( Refresh [ Delete Personnel
[0  Level Name Belongs Module 1L5m Synchronous Personnel Quantity [0  PersonnelID First Name Card Number
ime
[] Master Access 0

K < 1-1 > > 'S0 rows per page - Total of 1 records K < 0 > > S0 rows per page A Total of O records

You can add and delete elevator/access control levels, synchronize levels, browse personnel of levels,
and delete personnel of levels. To delete personnel of a level, you need to deregister their cards
instead of directly deleting them on this page, unless their cards are lost or another emergency
ocCcurs.

® Adding alevel
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Click [Add Access Level(s)]. The page shown in the following figure appears.

R

The current query conditions: None

Alternative Selected(0)

Level Name Time Zone O Level Name Time Zone
Master 24-Hour Accessible

24-Hour Accessible

¢« 1-2 5 3| SD0rowsperpage ~  Total of 2 records

.

Select the access control level to be added and click [OK]. Add access control level Floor 1 of
Building A to the hotel management level list. See the preceding figure. If you select this access
control level in the Elevator/Access Control field when issuing a card, the card can get
authenticated by all the access control devices on floor 1 of building A and unlock hotel rooms.
Click [Add Elevator Level(s)]. The page shown in the following figure appears.

R

The current query conditions: None
Alternative Selected(0)

O Level Name Time Zones O Level Name Time Zones

1« <« 0 » 1 GDrowsperpage ~ Totalof0records

.

Select the elevator control level to be added and click [OK]. Add elevator control level Floor 6 of
Elevator 1 to the hotel management level list. See the preceding figure. If you select this elevator
control level in the Elevator/Access Control field when issuing a card, the card can get you to floor 6
by elevator 1 and unlock hotel roomes.

ZKBioSecurity 3.1.0.0 or above Page |224



On the Edit Personnel For Levels page, select a level, click [More], and choose to delete or
synchronize the selected level.

(v Refresh [ Add Access Level(s) | Add Elevator Level(s = More ~
fiit Delete
Level Name Belongs Module Last Synchronc _
Time {¢ Synchronous Level

When you select a level on the Edit Personnel For Levels page, information about the personnel
corresponding to the level is displayed on the right. You can select the personnel to be deleted by
clicking [More], and delete the selected personnel. After being deleted, the personnel cannot access
the devices covered by the level.

Personnel ID First Name Refract

The current query conditions: Nane

Card Mumber

Personnel ID First Mame Card Mumber

To view the guest check-in report, enter the search conditions and view the records.
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Building No Floor No Room Name More
The current query conditions: None
(> Refresh [ Export [ Delete
Guest Name Document Type Document No. Card Number Check-In Time Check-Out Time Checkin Type Room Name
2828 Passpart 2131231 508171977 2017-05-11 10:12:18 2017-05-11 10:13:03 Daily Rate Room SR21F 13
12 Passport geini1 1080423594 2017-05-12 09:54:46 2017-05-13 12:00:00 Daily Rate Room SR21F 5
13 Passport geinit 1080423594 2017-05-12 09:49:17 2017-05-12 09:50:43 Daily Rate Room BZ20CENG18
14 Passport geinil 1080423694 2017-05-12 09:50:47 2017-05-12 09:53:33 Daily Rate Room BZ20CENG19
15 Others 12341231 1080423694 2017-05-16 14:22:04 2017-05-16 14:22:23 Daily Rate Room SR21F 4
16 Passport geini1 665212603 2017-05-12 09:59:26 2017-05-13 12:00:00 Daily Rate Room SR21F 6
12323 Others 12341231 1080423594 2017-05-16 14:16:33 2017-05-16 14.20:51 Daily Rate Room SR21F 4
1 Passport tuandui 1080423694 2017-D5-16 14.24:51 2017-05-18 12:00:00 Daily Rate Room SR21F 15
12323 Others 12341231 1080423694 2017-05-16 14:22:23 2017-05-17 12:00:00 Daily Rate Room 8R21F 6
»
1-9 S0rowsperpage ~ JumpTo 1 M Page  Total of 9 records

You can export the records into an Excel, PDF, or CSV file. See the following figure.

ZKTECO
Guest Checkin Report
First Mame Last Name Document Type | Document No. Card Number Check-In Time Check-Out Time Checkin Type Room Name Room Type

T a0 717 F 1F1g.

Maryan Liu 1] 44443333 4117648102 2017 12095 1442:| 2017 1249' 518 Draily Rate Room A1101 A
17-12-1 E1- 17-12-15 15-14-

Carian Hie Passport 332454 4117858142 2017 12‘=5 14:51: | 2017 122[!“ 4 Daily Rate Room B1103 A
7194 a3 1717215 15.-13-

Lucy Feng Passport 232145523 301873533 2017 12395 1443 | 2017 1252' 51 Daily Rate Room Al102 A
2017-12-15 15:13: | 2017-12-15 15:18:

Luecy Feng Passport 232145523 301873533 52 08 Daily Rate Room B1105 A
2017-12-15 14:45: | 2017-12-15 14:50:

Hook D 5577556 4117282404 a7 08 Daily Rate Room B1102 A
PR Ao 12 1515

Maryan Liu D 44443333 s1i7eampz | 2017 '2095 14:42: | 2017 '249' 518 | Daily Rate Room AN01 A
2017-12-15 14:51: | 2017-12-15 15:14:

Bruno Ke Driver License 22322123 4117582484 iR 20 Daily Rate Room B1102 A

To check the room occupancy information (including the room name, type, check-in type, check-in
time, and check-out time), enter the search conditions and view the records.
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Building No Floor No
The current query conditions: None
(_* Refrash E Export
Room Name Room Type
SR21F 4 3R
SR21F 5 3R
SR21F13 SR
BZ20CENG19 BZ
SR21F 4 SR
BZ20CENG18 BZ
SR21F & 3R
SR21F & 3R
SR21F 15 SR
A=d S0rowsperpage  ~ JumpTo 1

Room Name

Checkin Type
Daily Rate Room
Daily Rate Room
Daily Rate Room
Daily Rate Room
Daily Rate Room
Daily Rate Room
Daily Rate Room
Daily Rate Room

Daily Rate Room

/1Page  Total of @ records

Check-In Time

2017-05-16 14:22:04

2017-05-12 09:54:46

2017-05-11 10:12:18

2017-05-12 09:50:47

2017-05-16 14:16:33

2017-05-12 09:49:17

2017-05-12 09:59:26

2017-05-16 14:22:23

2017-05-16 14:24:51

More

Check-Out Time

2017-05-16 14:22:23

2017-05-13 12:00:00

2017-05-11 10:13:03

2017-05-12 09:53:33

2017-05-16 14:20:51

2017-05-12 D9:50:43

2017-05-13 12:00:00

2017-05-17 12:00:00

2017-05-18 12:00:00

You can export the records into an Excel, PDF, or CSV file. See the following figure.

ZKTECO
Room Checkin Report
Room Name Room Type Checkin Type Check-In Time | Check-Out Time
2017-12-15 14:43: | 2017-12-15 15:13:
A1102 A Daily Rate Room
39 52
A1101 A Daily Rate Room 2017-12-15 14:42: | 2017-12-15 15:18:
09 49
B1102 A Daily Rate Room 2017-12-15 14:45: | 2017-12-15 14:50:
37 09
B1103 A Daily Rate Room 2017-12-15 14:51: | 2017-12-15 15:14:
15 20
B1105 A Daily Rate Room 2017-12;25 15:13: 2017—12(—)165 15:19:

To check the room charge record, enter the search conditions (including time, guest name, room

name, and room type) and view the records. See the following figure.
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TimeFrom |2017-02-16000000 | To 2017051623505 | GuestName] | Moer Q ®

The current query conditions: Time From:(2017-02-16 00:00:00) To:(2017-05-16 23:50:50)

(_+ Refresh

Room Name Room Type Guest Name Check-In Time Check-Out Time Checkin Type Stay Times Room Rate Overtime Fees Tax Rate Othef
BZ20CENG16 BZ n 2017-05-05 17:45.46  2017-05-05 17.51:10 Daily Rate Room 1 4440 0.0 00 0.0
BZ20CENG3 BZ a2 2017-05-09 10:4221  2017-05-0010:55:45 Hourly Rate Room 3 400 00 00 0.0
BZ20CENG12 BZ 21 2017-05-05 17:45:46  2017-05-00 10:58:28 Daily Rate Room 1 4440 00 00 00
BZ20CENG10 BZ 20 2017-05-09 10:50:25 2017-05-09 14:05:18 Daily Rate Room 1 4440 0.0 00 0.0
SR21F 5 SR 19 2017-05-09 14:06:02 2017-05-09 14:38:03  Daily Rate Room 1 2220 00 00 00
BZ20CENGS BZ 18 2017-05-00 14:06:02 2017-05-00 14:38:03  Daily Rate Room 1 4440 00 00 00
BZ20CENGS BZ 17 2017-05-00 14:39:46  2017-05-09 14:40:44 Daily Rate Room 1 4440 0.0 00 0.0
BZ20CENG19 BZ 16 2017-05-09 15:21:27  2017-05-00 15:25:04 Daily Rate Room 1 4440 0.0 0.0 0.0
SR21F 4 SR 15 2017-05-09 15:25:40 2017-05-09 15:27:.07 Dally Rate Room 1 2220 00 00 00
SR21F 4 SR 1 2017-05-09 15:25:40 2017-05-09 15:31:50 Daily Rate Room 1 2220 00 00 00
BZ20CENG20 BZ ty 2017-05-10 09:48:31  2017-05-1009:49:08  Daily Rate Room 1 4440 00 00 00
DR22ceng26 DR 213 2017-05-10 09:49:38  2017-05-1009:50:00 Daily Rate Room 1 110 00 00 0.0
SR21F 13 SR 2828 2017-05-11 10:12:18  2017-05-11 10:13:01  Daily Rate Room 1 2220 00 00 00
BZ20CENG18 BZ 12 2017-05-1209:49:17  2017-05-1209:50:41 Daily Rate Room 1 4440 0.0 00 0.0
BZ20CENG19 BZ 13 2017-05-1209:50:47 2017-05-1209:53:32 Daily Rate Room 1 4440 00 00 00
SR21F 4 SR 12323 2017-05-16 14:21:41  2017-05-16 14:21:57  Daily Rate Room 1 2220 00 00 00
SR21F 6 SR 12323 2017-05-16 14:22:04 2017-05-16 14:22:47 Daily Rate Room 1 2220 0.0 00 0.0
4 »

1« « 1-19 > 3 5S0rowsperpage ~ JumpTo 1 M Page Total of 19 records

7.5.4 Issue Card Report

You can also view all card issuing records or search required card issuing records with multiple
search conditions. Enter the search conditions (including time, card type, card No., issuing date, and
expiration date) and check the associated card issuing records.

Issue Time | 2017-02-16 00:00.00 To  2017-05-16 23:59:50 Card Type Morer O (X
The current query conditions: Issue Time:(2017-02-16 00:00:00) To:(2017-05-16 23:59:59)

(T Refresh [ Export

@ First Name Card Type Card Number Document Type Document No Issued Date Expiration Date Card Status
a 1 Guest Card 96 Passport tuandui 2017-05-16 14:29:31 2017-05-17 12:00:00 In Use

O 12323 Guest Card 95 Others 12341231 2017-D5-16 14:22:25 2017-05-16 14:29:26 Invalid card
O 12323 Guest Card 04 Cthers 12341231 2017-05-16 14.22:11 2017-05-16 14:22:25 Invalid card
@ 12323 Guest Card a3 Others 12341231 2017-D5-16 14:17:44 2017-05-16 14.20:51 Invalid card
@ 2z Record Card 92 2017-05-16 09:20:31 2017-05-17 09:20:25 In Use

@ 213213 Guest Card 74 Passport 12312312 2017-05-14 09:43:37 2017-05-10 09:49:26 Invalid card
O 712312 Guest Card 73 Passport 21321 2017-05-14 09:42:00 2017-05-14 09:43:14 Invalid card
o 3 Guest Card 72 Passport 12837 2017-05-14 09:35:47 2017-05-14 09:35:50 Invalid card
o 4 Guest Card 7 Passport 123454 2017-05-14 09:31:51 2017-05-14 09:35:13 Invalid card
o s Guest Card 70 Passport 123454 2017-05-14 09:30:59 2017-05-14 09:31:00 Invalid card
@ ] Guest Card 89 Passport hahhe 2017-05-14 09:30:34 2017-05-14 09:30:35 Invalid card
a z Guest Card 68 Passport hahhe 2017-D5-14 09:30:02 2017-05-14 09:30:23 Invalid card
8 Guest Card 67 Passport hahhe 2017-05-14 09:29:03 2017-05-14 09:29:05 Invalid card
o 9 Guest Card 66 Passport hahhe 2017-05-14 09:28:32 2017-05-10 12:00:00 In Use

o 10 Guest Card 65 Passport tuanbinke11 2017-05-14 09:27:32 2017-05-14 09:27:35 Invalid card
@ n Guest Card 64 Passport tuanbinke11 2017-05-14 09:27:18 2017-05-14 09:27:25 Invalid card
o 12 Authorization Card 81 2017-05-12 10:36:31 2017-05-11 10:31:33 In Use

-

1« « 1-50 % 3| GS0rowsperpage =~ Jump To 1 f2Page  Total of 96 records
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You can export the records into an Excel, PDF, or CSV file. See the following figure.

ZKTECO
lssue Card Report

First Name Last Name Card Type Card Number Document Type Document No. Issued Date Expiration Date Card Status Issue Time Operation User
2017-12-15 15:26: | 2017-12-15 15:31: 2017-12-15 15:26:
Shemy Yang Room Name Card 21 at 3 Invalid card . admin
712-15 15.25- | 2017-12-15 15.31- 12-15
Shemy Yang Room Area Card 20 a1 125?' 525 | 2017 1238' 3 Invalid card 207 12‘;“ admin
- - , 2017-12-15 15:13: | 2017-12-15 15:18 . 2017-12-15 15:13
Lucy Feng Guest Card 9 Passport 232145623 = 02 Invalid eard o admin
2017-12-15 15:13: | 2017-12-15 15:18: 2017-12-15 15:13
Maryan Liu Guest Card 18 [1s] 44443333 Invalid card admin
26 44 o8
2017-12-15 15:08: | 2017-12-15 1 2017-12-15 15:08:
Shemy Yang Authorization Card 17 Invalid card admin
48 38 48
Shemy ¥ang Room Name Card 18 20171215 15:08: | 2017-12-15 15:31: Invalid eard 2017-12-15 15:08: admin
24 18 24
17-12-16 15:07: | 2017-12-15 15:31: -12-15 15:07:
Shemy Yang Room Name Card 15 0 12]4 807 | 2017 1243 3 Invalid card T 1213‘ 1807 admin
7-12-15 15.08- | 2017-12-15 15.08- 1215 1508
Shermy ¥ang Room Mame Card 4 27 1221' 08 | 2017 1234' 08 Imvalid card 2 1221“ 1:08: admin
17-12-15 1 17-12-15 15 12-15 1505
Shermy Yang Floor Card 12 2T 1235' 505 | 2017 1248' S0 Imvalid card 2 123;“ 1505 admin
2017-12-15 15:04: | 2017-12-15 15:08 2017-12-15 15:04:
Shemy Yang Building Card 12 Invalid card admin
ar 37 ar
17-12-15 14:55: 12-15 15 1215 12.55;
Carian Xie Guest Card 1 Fassport 332454 a1 125;' 4550 | 2017 1250' 502 Invalid card 207 12‘;“ 14:58: admin
71215 1454 e 215 1258
Bruna Ke Guest Card 10 Driver License 22322123 7 121? 454 | 2007 1214 “ Invalid eard 20171218 1454 admin
2017-12-15 14:47: | 2017-12-15 14:50 2017-12-15 14:47:
Hook Guest Card g [1s] 5577556 Invalid card admin
30 02 a0
2017-12-15 14:44: | 2017-12-15 15:13 2017-12-15 14:44:
Lucy Feng Guest Card a Passport 232145523 Invalid card admin
44 54 44
171215 1 12-15 15 -12-15
Maryan Liu Guest Card 7 D 44443333 o 125?' 442 | 2017 1226' w12 Invalid eard o Qﬁ;“ 1Az admin
71215 12241 | 2017-12.15 12.21- 1215 14.41-
Shemy vang Room Mame Card s 2017 123E. 4:41: | 2017 1250. 4:41: \valid sard 2017. wznwo, 14:41: acimin
17-12-15 14.40- | 2017-12-15 15.04: 12-15 1440
Sherry Yang Room Name Card 5 27 1232' 40 2017 1213' 0% Invalid card 207 12312“ Al admin
Frpr—— P STRTS
Shermy Yang Room Name Card 4 27 1243' 438207 1216' 40 Invalid eard 07 12418“ 12 admin

Created on: 30971215 1

Created from ZREIGESTuSy Tomeare. Al rghts rezanves

You can read a record card to check the lock opening record. Place the record card on a card writer
and click [Read Lock Opening Record] to obtain all lock opening records of the record card. You can
enter search conditions (including the building/floor/room name, start time, and end time) and view
the associated records.

Building No Floor No Room Name Mare
The current query conditions: Nona
(_* Refresh L’, Export E Read Lock Record
Open Lock Made Open Lock Time Card Type Building No Floor No Room Name People Name Document Type
60 rows perpage ~ Jump To 1 /0 Page Total of O records
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You can export the records into an Excel, PDF, or CSV file. See the following figure.

ZKTECO

Unlock Record Report

Open Lock Mode Open Lock Time Card Type Building No Floor No Room Name First Mame Last Mame Document Type Document No.
Card lock 2017-1 2&;5 1448 Guest Card A 1 A1103 Brunc ke Driver License 22322123
Card lock 2017-1 2&'35 1448 Guest Card Bruno Ke Driver License 27322123
Card lock 2017-1 2;35 14:48: Floor Card A 1 Al103 Sherry ‘Yang
Card lock 2017-1 ZE ;5 14:48: Floor Card Sherry Yang
Card lock 2017-1 2;35 1444 Floor Card A 1 A1103 Sherry ‘Yang
Card lock 2017-1 2&'35 14:44 Building Card A 1 A1103 Sherry Yang
Card lock 2017-1 2;35 144 Floor Card A 1 Al103 Sherry ‘Yang
Card lock 2017-1 2;35 1444 | Bliding Card Sherry ‘Yang
Card lock 2017-1 ZE ;5 144 Floor Card Sherry Yang
Card lock 2017-1 ZE ;5 144 Floor Card Sherry Yang
Card lock 2017-1 2&'35 1443 | Building Card A 1 A1103 Shery ‘Yang
Card lock 2017-1 2;35 1443 | piding Card Sherry ‘Yang
Card lock 2017-1 2;35 438 | Gest card Maryan Liu ID 44443333
Card lock 2017-1 2;35 438 | Gest card A 1 Al103 Maryan Liu ID 44443333
Card lock 2017-1 2;35 438 | Gest card A 1 Al103 Maryan Liu ID 44443333
Card lock 2017-1 2&'35 14:39: Guest Card Maryan Liu o 44443333
Card lock 2017-1 2;35 438 | Gest card Maryan Liu ID 44443333
Card lock 2017-1 2;35 438 | Gest card Maryan Liu ID 44443333

Created from ZKEloSecurty sofware. Al rights reserved. s
ZKBioSecurity 3.1.0.0 or above Page |230



8. Visitor System

After clicking [Visitor], the following window will pop up. Click [OK] to register the clients accessing
the server to the Entry Place lists. More detail about registering an entry place, please refer to Entry
Place.

The current place is not registered, register

now?

8.1 Registration

8.1.1 Entry Registration

® Entry Registration

1. Click [Register] > [Entry Register] > [Entry Register], the system will detect the hardware
environment based on the parameters of [Parameters] in [Basic Management] before entering the
registration page:

Detection Hardware Environment

Detecting hardware environment. ..

FingerPrint,ID Card Reader Driver is properly installed.

The print control is properly installed.

The printer has been chosen to use:PDF Complete

Close

If the detecting is completed, click [Close] to continue registering, shown as the left figure below. If
the detecting failed, click [Close] and the system will prompt to download driver, click [Close] to
close the registration window, shown as the right figure below.
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Detection Hardware Environment

Hardware environmental detecting completed.

Detection Hardware Environment

FingerPrint Driver is properly installed.

Hardware environmental detecting completed. |

P High-Speed Portable HD Doc Scanner Driver needs to

upgrade to the new version: Driver Download

The printer has been chosen to use:Send to OneMote 2010 Ly
——————————————] Open High-Speed Portable HD Doc Scanner Failure!
[_INot show next time. G

=

= Notes:

1) In the [Parameters] of [Basic Management], if you checked the” Type of Photo Printed on the
Receipt Catch Photo”, “Fingerprint Registration is Required” and “Use High-Speed Portable HD Doc
Scanner”, the related controls or drives will be detected. More details about [Parameters], please refer
to Parameters.

2) Upon detection of a driver is not installed or installed an older version of the driver, the system will
be prompted to download the latest drivers.

2. The registration page is shown as below:

HostVisited * Enter the Query Condi ﬂ Q Wisit Department * Wisit Reason®
Certificate Type* [Fa]  Certificate No.* Entrance*

First Name* Last Name Gender

Company Maobile Phone License Flate

MNationality Wisitor Quantity* Carrying Goods

Card Number

Permission

Visitor Level Start Time 2017-06-28 20:36:25 End Time 2017-06-28 23:59:50

'y Please click ‘Allow’ button A\ Please click ‘Allow’ button
access to your USB cameral access to your USB cameral

Captured Photo Certificate Photo

[oemnen | oc ] cower
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: Select the visited personnel.
: Select the department the visitor will visit.

: Select the visit reason. You can also input a new reason, and the reason will be added
in the Visit Reason list in the [ Visit Reason] of [Basic Management].

- Passport, Driver’s License, ID Card and Others are available to choose. If ID Scan OCR

function is activated, visitor information will display automatically after clicking & icon.

: Select the entry place for the visitor. You can add an entry place in the [ Entry Place] of
[Basic Management].

: The numbers and letters are legal; the max length is 20.

: The captured photo and certificate photo can be taken separately or at the same time
(which can be set in Parameter Settings). If there is a camera (High-Speed Portable HD Doc Scanner)
connected with the server, you can click [Capture] to take the visitor's photo. The browser may block
the camera to access, please click & in the IP address bar to select the camera and set it allowed to
access this page.

This page has been blocked from accessing your camera,

Ask if 192,168.1.221 wants to access your camera

e Continue blocking camera access

Camera: | T830A (1b17:0319) v
Manage media settings... Done

= Notes:

1) For different browsers, the contents of tips are different, the actual browser display prevail, just
choose the shared camera, and allows the system to access the camera.

2) If the entry place supports network camera, scanner, high camera, it will not pop up this tip.

3) You can select card number, fingerprint, password or code scanning for registration (set in the
parameter setting).

There are 2 ways:

1. Click [Exit Registration] below Operations as a visitor is ready to leave.
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Caplure

Select the Exit Place and click [OK].

2. You can also click [Exit Registration] in the menu bar when there is too much information in the list:

("% Refresh [ Entry Registration | £ Exit Registration |

Capture
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Input the ID Number to get the other information of this visitor quickly. Select the Exit Place and click
[OKI.

8.1.2 Visitor

You can delete a visitor, disable or enable a visitor.

® Delete a Visitor

Click [Registration] > [Visitor], select a visitor, click [Delete].
® Disable a Visitor

Click [Registration] > [Visitor], select a visitor, click [Disable]:

Are you sure let the 1 visitor disabled?

Click [OK] to block the visitor. The @ below Disable indicates the visitor is blocked.
® Enable a Visitor

Click [Registration] > [Visitor], select a blocked visitor, click [Enable].

8.2 Reservation

1. Click [Reservation] > [Reservation] > [New]:
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Visit Reazon®

Visited Date” |Z]'IT—II.Z—DQ‘

Host/Visited: Select the visited personnel. Click the input box to filter the query according to the
input characters, or click the query button to pop up the list of the visited personnel to select the
visited personnel.

2. Complete the reservation information, click [OK].

The personnel can reserve visitor for themselves by “Personal Self-Login”. The method is same with
above descriptions. About how to login to the personal-self system, please refer to Personal
Self-Login.

8.3 Basic Management

8.3.1 Parameters

Click [Basic Management] > [Parameters]:
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Common Parameter Option

Exit Registration
|« Open the Visitor Exit Function
|| Automatic Sign Out  Set Automatic Sign Out Place

A\ Visitors exited from the set reader, will be automatically checked outiperform every half hour).
] Sign Out Expired Visitars
A\ The invalid Visitors that having not been checked out manually, will automatically be checked out(performed every minutes).
Permission
() Without Permission
(® Whether to Issue Card
(1 Fingerprint Registration is Required
(1 Password is Required
() Scan code is Required
Select the Required Field
|« HostVisited
|| Visit Department

Mormal Parameter Option

Capture
(1 Capture the Portrait and Certificate Photo Together
() Capture the Portrait and Cenrificate Photo Separately
Camera Mode

(1 Safe Mode: the registration page is closed offthe camera, each registration should be allowed
@ Fast Mode: after allowing a camera, always open the camera, when the browser is closed

Registration Client

Visitors Quantity Statistics: @ Check-In Today:0 «Check-Out Today:0 @Not Check-Out Today:0 View the Details

Common Parameter Option

@ bxit Registration: Enable or disable the auto sign-off function. Auto sign-out means a visitor
leaves by directly punching a card or using his/her fingerprint at the preset auto sign-out place,
without performing the Exit Registration operation in the software. Setting automatic sign-out

place means specifying some readers as the auto sign-out place. Click [Set Automatic Sign Out
Place]:
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Automatic Exit Flace N

[+ 4602357070864(192.168.18.16-4 Cut) + | CheckAll

e

Clear All

[+ 4602357070864(192.168.18.16-4-In)

[+ 4602357070864(192.168.18.16-3 Cut)

[ 4602357070864(192.168.18.16-3-In)

[#| 4602357070864(192.168.18.16-2 Out)

[+ 4602357070864(192.168.18.16-2-In)

[+ 4602357070864(192.168.18.16-1 Cut)

[+ 4602357070864(192.168.18.16-1-In)

[+ 6687 144600011(192.168.1.60-2 Out) A

o o

Click [OK] to finish.

Sign Out Bxpired Visitors: Expired visitors who have not been manually signed out will be
automatically signed out after a specified interval.

Visitor Detail Information Today Remind Time: Set the remind time of unsigned-out visitor lists
every day.

® Permission
Whether to lssue Card: Whether to issue card for the visitor.
Fingerprint Registration is Required: Whether to register the fingerprint for the visitor.

©  Select the Required Field: You can set whether the interviewed and visited departments are
required in the registration page and the reservation page.

Normal Parameter Option

Device: Whether to use Certificate Identification Equipment and High-Speed Portable HD Doc
Scanner.

@  Capture: Whether to capture the portrait and certificate photo together.

@ Camera Mode: Can set the USB camera only authorized once when not refresh the page.
@ 1D Scan OCR Setting: To set Certificate Capture and Recognize Together or Separately.
Registration Client:

1) If no driver has been installed, the [Download Driver] link is displayed. Click the link to download
and install the driver.
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Registration Client

Certificate Recognition

i) OCR ) IDReader

Registration Code* Download Driver

2) Enter the corresponding registration code and click [Register].
#Note: Click [System] > [Authority Management] > [Client Register] to view the registration code.

® The Visitor List the Recipient Mailbox: Configure the recipient's mailbox and the time for
system to send the list of visitors today.

8.3.2 Device Debugging

Entry Place
The: cument place s not regisbersd; Regisher Mow
Print
Printing environment
Frint Control Instzliadon : Plexse download and install She peint control. (Yiow must restart your broaser sfter Instailaticn Is comgleiz
Cevice
Device Driver
Devics Drivar Installation © Dimtmrted Caylom Criver i not nstalead: Dryer Conicad

Ceher Scanner

Ak For e st ime, the scanner must be cellort=d; the scanned Image I not clear, and the r=pelr can be sti=mpisd,

High-Speed Portatle HD Doc Scanner

capure

Ak azas open imenecmtety capturs Figh-Spesd Foraces HDDoc Scannar is IKely &0 fall, DlEsSE WHR ar 1~2 SECIAOE 10 CADIUE,

Ak Higr-Epess Postanie HD Doc Beanner seiongs tn camers compensants, Hpromptsd o open High-Bpasd Portacis HO Doc Sansar fallrs, pimags chack whathar |t REs een cpenad as A Camem.

“ntry Place: Displays the information of the current entry place, such as the name of the entry place,
IP, equipment usage.
Print: Print-driven installation.

Device: Display device driver installation, you can debug the scanner, the high camera, USB camera
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when correctly install the display driver (IE browser does not display USB device debugging).

8.3.3 Print Settings

Global Settings

Template Selection
Print Template
Add Template Edit Template Delete Template

Visitor Receipt Printing Setting
[] Automaticly Print Receipt after the visitor Checked-In

Photo
(@) Use Captured Photo as Visitor Photo

Barcode Type
(@) Bar Code
() QR Code
Local Settings
Print
Use Printer POS-30
() Select Paper Type

Paper Type ‘ZPH nter Paper(80 x 210mm}

A\ The paper type can only use the system default types. Please check in the print preview to see if it will work.

(") Custom Paper Size

Custom Paper Width |?1 ‘mm

Custom Paper Heigrrt‘ 140 |mm

(@) Custom Paper Width, Highly Adaptive

Custom Paper Width |?1 ‘mm

A\ The setting width of the paper is greater than the actual width of the paper, will affect the print effect.

Direct Print

® Global Settings (Valid at each Entry Place)
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Template Selection: Select a template to print the template, if the template does not meet the
print content, you can add or edit the template (the default template cannot be edited, deleted).

Print Photos: Select whether to print receipt when the server connected with a printer, select
whether to use the catch photo in the receipt (Visitor Photo or Capture Photo).

® Local Settings ( Valid at the current Entry Place )

Print: You can set the options for the printer, the type of paper to be printed, or the custom paper
size, and view the effect by clicking Print Preview / Direct Print. Finally, you can save at the current
registration location to print out the effect of setting the print.

8.3.4 Visitor Levels

The visitor can be allocated Access or Elevator levels with in registration after the visitor level has
been set.

Click [Basic Management] > [Visitor Levels]:

Edit the Visitors for Authorization Group Browse Levels Master{Access) opening visitors

Level Name l:l Belongs Module

The current query conditions: None The current query conditions: None

Q ® First Name Last Name morev Q. (%)

(v Refresh Add Access Level(s) Add Elevator Level(s) = More - (" Refresh  [jf Remove the Visitors

(] Level Name Belongs Module Last Synchronous Visitor Count Operations (] Visitor Code First Name Last Name Card Number
Time

Master Access 0 Add Visitors

O

ELE Elevator T Add Visitors

o

® Add Access Levels

Click [Basic Management] > [Visitor Levels] > [Add Access Levels]:

Level Name l:l Q

Tha current query conditlone: Mong

Altemativa SalectenD)
O Lawal Hame Time Zona O Level Mams
[0 Master 24-Hour Accassile

a 1 24-Hour Accaesinle

I« « 1-2 » = SOHrowsperpage ~
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Set a visitor level name, select one or more access levels, click = or == tomove into the

Selected menu. Click [OK].

Allocate the Access levels for the visitor when registering.

® Add Elevator Levels

The same way with Add Access Levels.

® Delete Levels

Select a visitor level, click [Delete] in the drop-down list of [More].
® Synchronous Level

When the Access or Elevator levels are modified, click [Synchronous Level] in the drop-down list of
[More] to update the modification in time.

8.3.5 Entry Place

® Add an Entry Place

Click [Basic Management] > [Entry Place] > [New]:

Place Name” |

|7 Address” 192 . 188 . 181 . 253 Test Connection

Fhaoto Callection USE Camera

v
Document Collection |USE Camera

Defaul Access Level

Arza Mams®

soamsren |0 J_Cow |

Fields are as follows:
Place Name: It must be unique. Any character with a length of 50 is ok.
IP Address: The IP address of the server.

Photo Collection: USB Camera, IP Camera and Dual Camera High-Speed Portable HD Doc Scanner
are available. The IP Camera must be added in the "Video Device” before.

Document Collection: USB Camera, High-Speed portable HD Doc Scanner, Scanner and Dual
Camera High-Speed Portable HD Doc Scanner are available.
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: Set the default levels in this entry place.

: The name of the area the entry place belongs, and the registration record for each entry
place is filtered according to the area of the entry place.

2. Click [Edit] or [Delete] as required.

Please refer to Parameters

1. Click [Basic Management] > [Visit Reason] > [New]:

MNew

Visit Reason®

2. Click [OK] to finish. You can also click [Edit] or [Delete] as required.

Click [Reports] > [Last Visited Location] to view the reports. The reports can be filtered by different
conditions.

You can export the data into an Excel, PDF, or CSV file. See the following figure.

ZKTECO
Last Visted Location

Tirme: 2017-08-15 00 : 00 : 00 - 2017121523 : 50: 58
Visitor Code. First Name Last Name Card Number Time. Enter Time Device. Evert Point__| Event Description | _ Reader Name | Veriication Mode Area Stay Time
800000011 Morry Fang 8180168 23‘7"2‘;5 11:45: | 20171215 1144 |05 teetg60 | 182.188.218.60-1 Na"g;‘;“fy 192"53"?”:"" Only Card Area Mame 00
200000010 Tommy Qi 8323004 20171215 11422 | 200712181142 |0 1se21860 | 102.188.212.80-2 Nﬂ"gj;”w a2 '55‘?5 802 Only Card Area Name 0:0
800000008 Elian Peng 13502341 23‘7"26;5 VAT 20172151141 | tee212.60 | 102.18B.218.80-1 Ng"gj;e"fy 62 'E‘BE‘BEJ" Only Card Area Name o0
800000008 Goura Viny 1411237 23‘7"2;‘5 13 1:‘7"2_';5 T2 op1ee01s00 | 182.168.218.80-2 Na"gi‘;“fy 192"53"? 8.80-2- Only Card Area Mame 00
300000007 Maric Wu 48200% ”‘7"2‘;1‘55 1220 | 30712151121 405 16921860 | 182.168.218.80-1 N“gi‘;““’ ‘52"53"?3 80-1- Only Card Area Name o1
2800000006 Balla Yu 3481253 20171215 11:180 | 00712181005 | o) 12p1s60 | 102.188.212.802 Ncrrgsu\;erifv 192"53"?3 80-2- Only Card Area Name 014
500000004 Tom Les 12260070 23‘7"2‘;;5 V118: | 201712151058 | ) jap21s60 | 102.188.218.80-2 Ng"gj;e"fv 162168 ‘? 8.80-2- Only Card Ares Name 019
800000005 Bill Fang 8505030 ”‘7"2;‘25 VI8 | B0ITAZIS 02| teeo1s60 | 102.188.218.80-2 ngj;e"fy 'sz.ma.‘iw 8802 Only Card Area Mame 0:16
800000002 Jozy Leung 9505030 23‘7"2:: 10:48: | 2017121310480 | ) Jee2tmen | 182.188.218.60-1 Na"gi‘;“fv 192"53"?3 801 Only Card Area Name 02
200000003 Stephn Chen 13260079 23‘7"2‘;'&5 1048 1:‘7"24';5 1047 | jga1pe21800 | 102188.218.80-1 | Ani-Passback 192"53"?3 fo-t- Only Card Area Mame o1
200000001 Mary Huang 4481253 20171215 10487 | 201712161043 | 1se218.60 | 102.188.212.801 Nﬂ"gj;”w feztee ?B 801 Only Card Area Name D4
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Click [Reports] > [Visitor History Record] to view the reports. The reports can be filtered by different

conditions.

EnterTime From  2015-02-26 00:00:00 To |2015-06-26 23:50:50 vistorCode | | Mo

The current query conditions: Enter Time From:(2015-02-26 00:00:00) To:(2015-05-26 23.59:59)

(v Refresh it Delete [ Export

Visitor Code First Name Last Name Company Visit Reason Host No HostFirstName  Host LastName  Visit Status Enter Time Entrance
800000062 firstname lastname Visit 104 safsafdsadfsadisc sdivdsfvgseagd3: Check-In 2015-05-26 14:24:59 server
B000000&1 Tkl I_er Visit 101 first1 last1 Check-Out 2015-05-25 08:49:35 server

You can export the records into an Excel, PDF, or CSV file. See the following figure.

Exit Time Exit P|

2015-05-25 08:49:45 senv

ZHTECO
Vistor History Record
Vistor Code: First Name Last Name: Company Vist Resson HostMumber | Host FirstMame | HostlastName | VistStatus Card Number ExitPlace | Camyng Goodsin c’"‘";ﬂ‘;""*
800000011 WMoy Fang Goagle Visit 7 Jacky Xiang Check-Out 189168 sever CameraDevics | Camers Devics
800000010 Tommy [ TecoTh Visit 0 Amber Lin Check-Out L sever CameaCad | Camera Card
800000002 Eian Feng ZHTecoEu Visit 5 Neodl Ye Check-Out 1362034 sever Book Botte Book Bottle
800000008 Gowa Viny Esdl Visit 4 Bery =4 Check-Out 411237 sever Kinde Kinde
800000007 Moric wu 2KTECO wisit Jarry Wang Check-Out 4820038 sarver PC FC
800000008 Geln Yu wisit 240 Sheny Yang Check-Out 2461253 sarver Video
800000005 sil Fang Visit 3 Leo Hou Check-Out 950520 server FC
800000004 Tom Lee Visit 2 Lugky Tan Check-Out 13260078 server PED
800000003 Stephn Chen Visit 3 Leo Hou Check-Out 13260078 sever
800000002 Joey Leung Visit 2 Lucky Tan Check-Out 505230 sever
80000000 Mary Huang Visit 2040 Sheny Yang Check-Out 4451253 sever
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Modern parking management involves management of various aspects, in which vehicle
management is an important part. In special areas, such as special parking lots, military regions,
government agencies, and residential areas, strict management must be performed on vehicles in
real time, that is, strictly monitoring the incoming/outgoing time, and registering and identifying
vehicles (including internal and external vehicles). In large-scale areas, there are a large number of
incoming/outgoing vehicles. If each vehicle needs to be manually identified, it is time consuming
and difficult to implement management, query, and safeguarding, resulting in low efficiencies. To
improve this management mode that is not suitable for modern parking lots, military regions,
government agencies, and residential areas, it is urgent to implement automatic and intelligent
vehicle management using computer networks to effectively and accurately monitor and manage
vehicles at all exits and entrances. This requires corresponding application software for highly
efficient and intelligent management on parking lots.

Functional Modules of the System:
This system comprises seven functional modules:
» Operation Wizard: Guides users through basic configuration of the system.

» Authorization Management: License Plate registration, manages license plate authorization of
fixed vehicles and temporary vehicles, and extends valid time of fixed vehicles.

» Parking Lot Management: Sets the vehicle type, parking lot, parking area, channel entrance/exit,
and device, manages the blacklist and whitelist, and sets parking lot parameters.

» Guard Booth Settings: Configures the guard booth and channel, manual processing method and
artificial release reason.

» Charge: Sets the fixed vehicle fee standard, temporary vehicle fee standard, and overtime charge
standard, vendor discount policy, guard booth on duty, and reconciliation.

» Report: Performs macro analysis and monitoring on the charge details, duty shift records,
vehicles in the lot, daily reports and monthly reports.

» Real-Time Monitoring: Implements most terminal functions, including video surveillance,
entrance and exit snapping, duty information display, central payment station, artificial release,
remaining parking spaces, blacklist and whitelist, charge details, and vehicles in the lot.

The Operation Wizard page guides users through basic configuration of the system based on the
operation procedure. The online monitoring function can be used after all basic configurations are
completed.
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Choose [Parking Lot] > [Operation Wizard] > [Operation Wizard]. The Operation Wizard page is
displayed.

3.1 Temporary
© Vehicle Fee Standard
Charge 3.2 Fixed Vehicle Fee
Standard

3.3 Overtime Charge
andard

2.1 Guard Booth
2.2 Channel

Settings

4.1 Vehicle
Management

uthorization
Management

1.1 Parking Lot
1.2 Parking Area

+H 1.3 Channel Entrance
Parking Lot | anq Exit
Management| ., novice

Management

5.1 Guard Booth
RealTime | 5.2 Monitor Room
Monitoring

Operation Wizard

Click a prompt point on the page to go to the corresponding function page for settings.
Correspondingly, there isa *7) Backto Operation Wizard  button on each page. You can click this button

to go back to the Operation Wizard page and perform the next step, as shown in the following
figure.

Name Q

The current query conditions: None

Name Remark

)

-
<)

(]

‘Operations
(] Parking LotA Edit Delete
1« ¢« 1-1 5 3 SOrowsperpage =~ JumpTo 1 M Page  Total of 1 records
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The Authorization Management module is used to license plate registration, authorize fixed and
temporary vehicles, and extend the valid time of fixed vehicles.

Choose [Authorization Management] > [License Plate Registration]. The License Plate Registration
page is displayed, as shown in the following figure.

- Q) fen
L[: P o] @ First Name Last Name License Plate Q ®
The current query conditions: None
U Authorization Management(—) T+ Refresh E) New m Delete
O Personnel ID First Name Last Name Department Name License Plate Card Number Operations
Wehicle Management
Vehicle Valid Time Extension
Person* |

1]
[k}
1]
4]
]
1]
(1]
o3
—
-]
1]
o
1]
[=]
™

License Plate Number*

Card Number

[ saveandew Il Ok | Cancel |

1) Click [Authorization Management] > [License Plate Registration] > [New]. The New page is
displayed.

2) Select Person and Card number, enter License Plate Number.

3) Click [Save and New] to register more license plate or click [OK] to save and exit.

Click [Edit] at the end of each line or click the corresponding Personnel ID, and modify personnel
license plate registration information in the Edit dialog box.
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Person® Nick Tong (1)

License Plate Number* 122456

Card Mumber

® Delete

Select one or more license plate registration information and click [Delete] at the upper part of the
list and click [OK] to delete the selected registration information. Click [Cancel] to cancel the
operation, or click [Delete] in the Operation column to delete a single registration information.

9.2.2 Vehicle Management

Choose [Authorization Management] > [Vehicle Management]. The Vehicle Management page is
displayed, as shown in the following figure.

R T

The current query conditions: None

[ =] (" Refresh Fixed Vehicle Authorization Fixed Vehicle Batch Authorization Temporary Vehicle Authorization =, Synchronize License Plate  ([* Cancellation ¢ Operation Wizard
4EMieleralol o s can Vehicle  StartTime  End Time Entrance and Exit Area Fee Authorizer Operations
4 [77 Undergrou Plate Number Type
Number
[7] Testd
D Test2 O Temporary % Testl admin Edit Cancellation
[ Testt
[ Test3
INRE]

® Fixed Vehicle Authorization

Click [Fixed Vehicle Authorization]. The Fixed Vehicle Authorization page is displayed, as shown in
the following figure.
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Person® lian ( 123123)
License Plate Number® BGE4321

*

Entrance and Exit area EntranceA
Viehicle Type® Fixed “Vehicle C
Start Time* 2017-05-17 11:18:00

End Time* 2017-05-28 11:18:59

Fes® 100

Coveamanen | oc ] omce

The fields are described as follows:

Person: Enter one or more characters contained in the name or number of the vehicle owner to
query the owner in fuzzy mode.

License Plate Number: Select the license plate number to be authorized.
Entrance and Exit area: Set the entrance and exit area of the license plate.
Vehicle Type: Select the type of the vehicle.

Start Time: Select the time when the authorization on the license plate number starts to take effect.
The default value is the current time.

End Time: Select the time when the authorization on the license plate number ends.
Fee:Record the fee charged for this authorization.

#Note: An owner can have multiple license plate numbers, all of which must be authorized. You
can register a person and one or more license plates in the Personnel Management module.

You can select a person and license plate in License Plate Authorization only after the person and
license plate are registered. The procedure for registering a person and license plate is described as
follows.

® Person Registration and License Plate Registration

Choose [Personnel] > [Personnel Management] > [Personnel]. The Personnel Management page is
displayed, as shown in the following figure.
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Department Name Personnel ID First Name Last Name Morer (O (%)
The current query conditions: None
BB (v Refresh [ New [/ Adjust Department (ffj* Delete [# Export ~ [¥ import - (I Statistics [! Print Card
4 77 General(4) y . .
] Personnel ID  First Name Last Name Department Name  Card Number Biological Template Quantity Status
|1 Marketing Department(2)
[} Development Department(1) O 4 Anthony Williams Financial Department @ 0 . 1] & 0 Normal
[ Financial Department(1) 0o 3 George Bush Marketing Departmen go @0 fo Normal
[ Hotel(D) O 2 Jack Clinton Development Departn g0 @0 f§o Mormal
a1 Lucia Smith Marketing Departmen @ 0 . ] & 0 Normal

» New:Click [Newl]. The Edit page is displayed.

Personnel ID*
First Name
Gender E—
Certificate Type ID Eal
Social Security Number
Reservation Code 123456
Biclogical Template Quantity @ 0
Access Control Time Attendance Elevator Control
License Plate |

Department*

Last Name

Password

Certificate Number

Mobile Phone
Birthday

Card Number

Flate Register

Parking Space

General

{Optimal Size 120*140).

=

Personnel Detail

Csovearsnen | oxJ Career|

Set Personnel ID, Name (optional) and Department (use the default value). For details, see

Personnel Management.

Enter necessary information about the license plate on the Plate Register tab page. To add more
license plates, click 4 at the end of the line (a maximum of 6 plates can be added). To delete a
license plate, click @ at the end of the line.

» bdit: Click [Edit] at the end of each line or click the corresponding Personnel ID or First Name,
and modify personnel information in the Edit dialog box.
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> . Select one or more records to be deleted and click [Delete] to delete personnel
information in batches.

On the License Plate Authorization page, click [Fixed vehicle batch authorization]. The Fixed vehicle
batch authorization page is displayed, as shown in the following figure.

Fixed Vehicle Batch Authorization

First Name :I Last Name License Plate

The current query conditions: None

Alternative Selected(0)
O First Name Last Name License Plate O First Name Last Name License Plate
[ Anthony ‘Williams ZD455T
=
=
=
==
1-1 50 rows per page ~  Total of 1 records
Authorization
Wehicle Type® Start Time* 2017-12-18 11:27:06
Entrance and Exit Area® End Time*
Fee*

Select one or more license plates to be authorized from the list on the left. Click =~ = in the middle

to add the license plate to the list on the right. Enter the vehicle type, entrance and exit area, fee,
start time and end time in the Authorization area, and click [OK] to save the information and
authorize fixed vehicles in batches.

On the License Plate Authorization page, click [Temporary Vehicle Authorization]. The Temporary
Vehicle Authorization page is displayed, as shown in the following figure. Only the entrance and exit
areas to be authorized need to be selected.
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Entrance and Exitarea® EntranceA ﬂ

o o

® Synchronize License Plate

Synchronize the fixed vehicle license plate of the current system to the LPC camera.
Click [Synchronize License Plate] and click [OK].

® C(Cancellation

Select multiple check boxes in the first column of the license plate list and click [Cancellation] to
cancel license plates in batches, or click [Cancellation] at the end of each line to cancel a single
license plate, as shown in the following figure.

License Plate Number ‘ ‘ Vehicle Type | E Q ®
The current query conditions: None
[Eal=] (v Refresh Fixed Vehicle Authorization Fixed Vehicle Batch Authorization Temporary Vehicle Authorization S, Synchronize License Plate  [ifj *+7) Operation Wizard
4 [NEmE el License Card Vehicle Start Time End Time Entrance and Exil.4 e Authorizer ‘Operations
4 [ Underground P Plate Number Type
Number
[] Testd
[ Test2 Temporary Ve Test1 admin m
[ Test1
[] Test3
01

9.2.3 Vehicle Valid Time Extension

Choose [Authorization Management] > [Vehicle Valid Time Extension]. The Vehicle Valid Time
Extension page is displayed.
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Cosraotae | weewe @ QG

The current query conditions: None

pNar

(* Refresh vehicle Valid Time Extension (i Cancellation

License Plate VWehicle Type Start Date End Date Early Waming Operations
Number Days
/] ABC123 Fixed Vehicle A 2017-12-18 11:38:32 2017-12-18 11:39:59 0 Vehicle Valid Time Extension Cancellafion

® \Vehicle Valid Time Extension

1) Select a fixed license plate for which the valid time needs to be extended and click [Vehicle Valid
Time Extension], or click [Vehicle Valid Time Extension] at the end of a fixed license plate. The Vehicle
Valid Time Extension page is displayed.

License Plate Number® (CBB8888

Wehicle Type Fixed “ehicle A

Deadline 2017-05-18 11:24:59

Extended Deadling®

Fee [ Daollar ) *

T T

2) Set Extended Deadline and Fee.
3) Click [OK] to save and exit.
® Cancellation

Select multiple check boxes in the first column of the license plate list and click [Cancellation] to
cancel license plates in batches, or click [Cancellation] at the end of each line to cancel a single
license plate.
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Parking Lot Management comprises seven modules: Vehicle Type, Parking Lot, Parking Area,
Entrance and Exit Area, Device Management, Blacklist and Whitelist, and Parameter Setting.

Upon initial startup, the system automatically initializes the vehicle type, which can be only modified,
but not added or deleted. Choose [Parking Lot Management] > [Vehicle Type]. The Vehicle Type
page is displayed, as shown in the following figure.

The current query conditions: None

(_* Refresh

Vehicle Type Vehicle Type Status Remark Operations
Fixed Venicle Fixed Vehicle A Enable Edit
Fixed Vehicle Fixed Vehicle B Enable Edit
Fixed Vehicle Fixed Vehicle C Enable Edit
Fixed Vehicle Fixed Vehicle D Enable Edit
Temporary Vehicle Temporary Vehicle A Enable Edit
Temporary Vehicle Temporary Vehicle B Enable Edit
Temporary Vehicle Temporary Vehicle C Enable Edit
Temporary Vehicle Temporary Vehicle D Enable Edit

1-8 S0rowsperpage ~ JumpTo 1 /1 Page  Total of 8 recards

1) Click a vehicle type name or [Edit] in the operation column. The Edit page is displayed.
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Vehicle Definition Fixed WVehicle

Vehicle Type*® Fixed Vehicle A

Status™ Enable

Remark A
W

2) Set Vehicle Type, select a Status, and enter the vehicle type description in Remark.

3) Click [OK] to save and exit.
9.3.2 Parking Lot

A parking lot has multiple parking areas and a parking area has multiple entrance and exit areas.

Choose [Parking Lot Management] > [Parking Lot]. The Parking Lot page is displayed, as shown in
the following figure.

sl

The current query conditions: Mone

(+ Refresh [® New ffj Delete %) Operation Wizard

O Parking Lot Name Remark Operations

[0 Victoria Lot Edit Delete

[0 Parking LotA Edit Delete
® New
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Parking Lot Mame®

Remark

X T

1) Choose [Parking Lot Management] > [Parking Lot] > [New]. The New page is displayed.
2) Set Name (unique) and Remark.

3) Click [Save and New] to add more parking lots or click [OK] to save and exit.

® Edit

Click a parking lot name or [Edit] in the Operation column to go to the Edit page. Make modifications
and click [OK] to save modifications.

® Delete

Select one or more parking lots and click [Delete] at the upper part of the list and click [OK] to delete
the selected parking lots. Click [Cancel] to cancel the operation, or click [Delete] in the Operation
column to delete a single parking lot.

® Refresh

Click [Refresh] at the upper part of the list to load new parking lots.

9.3.3 Parking Area

Choose [Parking Lot Management] > [Parking Areal. The Parking Area page is displayed, as shown in
the following figure.
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Parking Area Name || | Q ®

The current query conditions: None

(v Refresh [® New [jfj Delete ¢ Operation Wizard

O Parking Area Name: Belonging Parking Lot Parking Spaces Remark Operations
[0 Underground Parking Victoria Lot 4000 Edit Delete
® New

Click [New]. The Edit page is displayed.

Parking area name® Parking Area C

Parking Spaces” 300

Belonging Parking Lot* Parking Lot B

Remark

The fields are described as follows:

Parking area name: Unique name of a parking area.

Parking Spaces: Total number of parking spaces in this area.
Belonging Parking Lot: Parking lot to which this parking area belongs.
Remark: Text description.

® Edit

Click a parking area name or [Edit] in the Operation column to go to the Edit page. Make
modifications and click [OK] to save modifications.

® Delete
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Select one or more parking areas and click [Delete] at the upper part of the list and click [OK] to
delete the selected parking areas. Click [Cancel] to cancel the operation, or click [Delete] in the
Operation column to delete a single parking area.

® Refresh

Click [Refresh] at the upper part of the list to load new parking areas.

9.3.4 Channel Entrance and Exit

Choose [Parking Lot Management] > [Channel Entrance and Exit]. The Channel Entrance and Exit
page is displayed, as shown in the following figure.

Area Name | | Q ®

The current query conditions: None

(v Refresh [® New [fj* Delete *) Operation Wizard

O Area Name Parking Area Cperations

[ Entrance A Underground Parking Edit Delete

[ Entrance B Underground Parking Edit Delete

[0 ExitA Underground Parking Edit Delete

[0 EitB Underground Parking Edit Delete
® New

Click [New]. The Edit page is displayed.

Area Mame® Entrance A

Parking Area”™ Underground Parking |

I T

The fields are described as follows:

Area Name: Unique name of an entrance and exit area.
Parking Area: Parking area to which this entrance and exit area belongs.

® Edit
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Click an entrance and exit area name or [Edit] in the Operation column to go to the Edit page. Make
modifications and click [OK] to save modifications.

® Delete

Select one or more entrance and exit areas and click [Delete] at the upper part of the list and click
[OK] to delete the selected entrance and exit areas. Click [Cancel] to cancel the operation, or click
[Delete] in the Operation column to delete a single entrance and exit area.

® Refresh

Click [Refresh] at the upper part of the list to load new entrance and exit areas.

9.3.5 Device Management

Choose [Parking Lot Management] > [Device]. The Device Management page is displayed, as shown
in the following figure.

R e

The current query conditions: None

(v Refresh [ ¥ New [fj* Delete “/ Enable () Disable *—) Operation Wizard

O Device Name Device Type Owned Device Door Name Enable Remark Operations

[0 Testt Access Control Device 192.168.218.60 192.168.218.60-1 (] Edit Delete

[0 Test2 Access Control Device 192.168.218.60 192.168.218.60-2 [ Edit Delete

[0 Testa Access Control Device 192.168.218.60 192.168.218.60-4 [ Edit Delete

[1 Testd Access Control Device 192.168.218.60 192.168.218.60-3 [ Edit Delete
® New

Click [New]. The Edit page is displayed.

Device Name* 192.168.214 188

Device Type* LPR Camera

Manufacturer® ZKTeco

IP Address” 192 .168 . 214

Port* 5000

T T T
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It identifies a device.
: The value can be LPR Camera.
Manufacturer of the device.
:Unique IP address for connecting the device.

: Port number for connecting the device.

Click a device name or [Edit] in the Operation column to go to the Edit page. Make modifications
and click [OK] to save modifications.

Select one or more devices and click [Delete] at the upper part of the list and click [OK] to delete the
selected devices. Click [Cancel] to cancel the operation, or click [Delete] in the Operation column to
delete a single device.

Click [Refresh] at the upper part of the list to load new devices.

All devices to which a guard booth can connect are searched out and displayed in the list.

Click @ gearch Device . The Search Device page is displayed.

ZKBioSecurity 3.1.0.0 or above Page |260



Sop Searcn

IP Address | |

IF Address Device Name Device Type Manufacturer Operations

Sop St

IP Address | ‘

IF Address Device Name Device Type Manufacturer Operations

192.168214.189 192168214189 LPR Camera Yision-Zenith Add
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Click [Search]. All available devices are displayed in the list. Click [Add] in the Operation column. The
Add page is displayed with all information automatically entered, as shown in the following figure.

Device Name* 192.168.214.1848

Device Type* LFR Camera

Manufacturer® Vision-Zenith

IP Address” 192 . 168 . 214 .189

Port* &0

BT T

® Enable

Enable the device. Only enabled devices can be normally used.

Select the device to be enabled and click [Enable].

® Disable

Disabled devices cannot be normally used.

Select the device to be disabled and click [Disable].

® Synchronize Device Time

Synchronize the internal time of the device with the current system time.

Select the device on which the time needs to be synchronized and click [Synchronize Device Time].

9.3.6 Device Management(When Access Controller is used for Parking)

Choose [Parking Lot Management] > [Device]. The Device Management page is displayed, as shown
in the following figure.
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Welcome, admin (ﬁ) @ @) @) C)

Authorized Company: ZKTeco

om0 [ BTG
=
The current query conditions: None

(C+ Refresh New (fff Delete 7 Enable () Disable *) Operation Wizard

[§] Authorization Management(Z)

+” Parking Lot Management (=) ]  Device Name Device Type Gwned Device Door Name Enable Remark Operations

Test! ‘Access Control Device 192.168.218.60 192.168.218.60-1 ] Edit Delete
Veticle Type

Access Control Device  192.168.218.60 192.168.218.60-2 Edit Delete

°
Parking Lot Access Control Device  192.168.218.60 192.162.218.60-4 o Edit Delete
°

Parking Area Access Control Device  192.168.218.60 192.168.218.60-3 Edit Delete

Channel Entrance and Exit

Parameter

Guard Booth Settings

Real-Time Monitoring I« ¢ 1-4 5 5| S0rowsperpage <~ JumpTo 1 MPage  Total of 4 records.

® New

Click [New]. The Edit page is displayed.

Device Name* ||

Device Type” Access Control Device
Door Name® Click to select controller

Femark

oo Jox ] o

The fields are described as follows:
Device Name: It identifies a device.
Device Type: The value can be Access Control Device.

Door Name: Click to select the door list of the access control module. The door corresponding to the
device supporting Multiple Cards per Person may be selected (firmware version above 3.0.3.0).

Remark: Remark of the device.
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Click a device name or [Edit] in the Operation column to go to the Edit page. Make modifications
and click [OK] to save modifications.

Select one or more devices and click [Delete] at the upper part of the list and click [OK] to delete the
selected devices. Click [Cancel] to cancel the operation, or click [Delete] in the Operation column to
delete a single device.

Click [Refresh] at the upper part of the list to load new devices.

Vehicles in the whitelist include fire engines, police cars, and some privileged vehicles, which are not
charged. Vehicles in the blacklist refer to those not allowed entering or exiting from the parking lot.

Only parking lot with LPR Camera has White-Black List.

Choose [Parking Lot Management] > [White-Black List]. The White-Black List page is displayed, as
shown in the following figure.

License Plate Number E License Plate Type

The current query conditions: None

(% Refresh E:‘? New ﬁfﬂ\ Delete S, Synchronize Whitelist /%, Synchronize Blacklist

[] License Plate License Plate Start Time End Time Operator Operating Time Operations
Number Type

Click [New]. The New page is displayed.
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License Plate Mumber® HB388388

License Plate type® Blacklist
Start Time

End Time

Cooeanonen § o Coreer

The fields are described as follows:

License Plate Number: License plate numbers to be added to the blacklist or whitelist.

License Plate type: The value can be Blacklist or Whitelist.

Start Time: Time when the whitelist takes effect (This parameter is not available for the blacklist).
End Time: Time when the whitelist expires (This parameter is not available for the blacklist).

® Edit

Click a license plate number or [Edit] in the Operation column to go to the Edit page. Make
modifications and click [OK] to save modifications.

® Delete

Select one or more license plate numbers and click [Delete] at the upper part of the list and click [OK]
to delete the selected license plate numbers. Click [Cancel] to cancel the operation, or click [Delete]
in the Operation column to delete a single license plate number.

® Refresh
Click [Refresh] at the upper part of the list to load the latest blacklist and whitelist.
® Synchronize Blacklist

Click [Synchronize Blacklist], click [OK] to synchronize all blacklists, click [Cancel] to cancel.

When the device is off-line, the device will identify the blacklist synchronized and automatically
broadcasted voice. It should be noted that the device must be equipped with an SD card

® Synchronize Whitelist

Click [Synchronize Whitelist], click [OK] to synchronize all whitelists, click [Cancel] to cancel.

When the device is off-line, the device will identify the whitelist synchronized and automatically
open the gate. It should be noted that the device must be equipped with an SD card
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9.3.8 Parameter

Set basic public parameters of the parking lot.

Choose [Parking Lot Management] > [Parameter]. The Parameter page is displayed, as shown in the
following figure.

Parking Setting

Company Name

Channel Enfrance and Exit Setting
|| Enable Fixed Vehicle Multiple In and Out

|| Enable Temporary Vehicle Multiple In and Out Matching Precision of Entrance and Exit | Exact Match

(1]

Enable Shift Process When the parking space is full, the type of vehicle allowed to enter

Charge Management Setting
|| Enable Fixed Vehicle Charges
] Print Fee Receipts
[_| Enable the Consumer Discount

Unmatched Processing Mode : @@ Free () Release after Charging 0

Fixed Vehicle Setting
|| Enable Fixed Vehicle Transfer to Temporary Vehicle  Fixed Vehicles Days Waming |7
|| Statistics Fixed Vehicles Parking Spaces

Capture Photo Sefting
Capture Photos Preservation Days 10 v

Captured Photos Saving Path EX
A\ Save the path for the setting pathBioSecurityFile\park\

The fields are described as follows:

» Parking setting

Company Name: Company name displayed on the printed fee receipt.
» Channel Entrance and Exit Setting

Enable Fixed Vehicle Multiple In and Out: If this parameter is selected, no fee is charged when fixed
vehicles go in or out of the parking lot.

Enable Temporary Vehicle Multiple In and Out: If this parameter is selected, no fee is charged when
temporary vehicles go in or out of the parking lot.

Enable Shift Process: Whether to enable the shift change of guard booths.
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: Matching rule for license plate number searching. An
extract match: A license plate number can be found only upon exact match; 4-digit: A license plate
number can be found when the entered license plate number has the same four digits as that in the
database; 5-digit: A license plate number can be found when the entered license plate number has
the same five digits as that in the database.

: Vehicle types that are still
allowed entering the parking lot when the parking space is full.

- If a fixed vehicle charge standard has been defined in charge settings
and this parameter is selected, the standard is charged upon extension. Otherwise, the extension
time and amount must be manually entered on the Fixed Vehicle Valid Time Extension page.

: Whether to print fee receipts when charging. If yes, the system must be
connected to the receipt printer.

: Whether to enable the consumer discount function. The detailed
consumer discount policy is set in Discount Policy.

: By default, the system has two unmatched processing modes: Free
and Release after charging. Set amount when unmatched processing mode is set to Release after
charging.

- If this parameter is selected, fixed vehicles are
automatically changed to temporary vehicles for charging. Otherwise, after the valid time of fixed
vehicles expires, manual processing is required.

: Suppose that there are 200 parking spaces in an area of
the parking lot. If this parameter is selected, a parking space is recorded as occupied when a vehicle
of any type enters and as free when a vehicle of any type exits. Otherwise, parking spaces are
recorded as occupied only for temporary vehicles. This setting prevents parking spaces for fixed
vehicles from being occupied by temporary vehicles.

- A valid time extension prompt is sent to a fixed vehicle owner upon
entrance and exit within the preset warning days. For example, if this parameter is set to 5 and there
are 31 days in the current month, the prompt is sent from the 27th day.

: Select Card or Ticket for temporary vehicle to go in or out of the parking lot.

: The interval second of the access gate opening(when Access Controller is used for
Parking), the range is 0~99 seconds

: Photos taken by the IPC device are automatically deleted after
the number of days specified by this parameter expires.
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- Path for saving photos captured during license plate identification
(Here, only a basic path is configured. The actual saving path also includes
\BioSecurityFile\park\YYYY-MM-DD\).

Guard Booth Setting includes four modules: Guard Booth, Channel, Manual Processing Method, and
Artificial Release Reason.

Choose [Guard Booth Setting] > [Guard Booth]. The Guard Booth page is displayed, as shown in the
following figure.

The current query conditions: None

(v Refresh  [® New ([ Delete ) Operation Wizard

O Guard Booth Name Computer IP Address Channel Entrance and Operations
Exit Name

[0 Testt 192.168.214.156 Entrance A Edit Delete

[0 Testz 192.168.217.4 Entrance A Edit Delete

Click [New]. The New page is displayed.
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Guard Booth Name™ |

Channel Entrance and Exit Name* e Computer IP Address® 192 168 . 191 . 283

Belonging Parking Lot Parking Area

Parameter Setling

Temporary Vehicle Free® No Temporary Vehicle Fast Exit® Yes
Enable Replacement of Vehicle™ Yes Enable Manual Release” Yes
Wide Enfrance Mode® No One Channel Mode® No
The above settings are copied to; | ——-—-

EXT I BT

The fields are described as follows:
Guard Booth Name: Name of a guard booth.
Channel Entrance And Exit Name: Entrance and exit area to which the guard booth belongs.

Computer [P Address: IP address of the guard booth (It must be unigue. The local IP address is read
and set as the initial value when a new guard booth is added).

Belonging Parking Lot: Parking lot to which the selected entrance and exit area belongs. This
parameter is read only.

Parking Area: Parking area to which the selected entrance and exit area belongs. This parameter is
read only.

Temporary Vehicle Free: If it is set to Yes, the Free button is displayed on the temporary vehicle
charging result page to allow free of charge for temporary vehicles.

Temporary Vehicle Fast Exit: If no fee is generated for a temporary vehicle, no charging result
confirmation page is displayed and the gate is directly open to release the temporary vehicle.

Enable Replacement of Vehicle: The type of temporary vehicles can be changed on the temporary
vehicle charging result page. Since different types of vehicles have different charge standard, the
charging result may also change.

Enable Manual Release: If this parameter is selected, the gate can be artificially controlled to release
vehicles.

Wide Entrance mode: If this mode is enabled, two IPC devices are mandatory in Channel Setting of
the next section. Otherwise, only one IPC device is mandatory and the other is optional.
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One Channel Mode: It this mode is enabled; a channel can be physically used as the entrance and
exit at the same time. However, different logical channels are suggested for binding different IPC
devices.

The above Settings are copied to: The following two options are available.

All Guard Booths in the Belonging Parking Area: Information in Parameter Setting is copied to all
guard booths in the belonging parking area.

All Guard Booths in the Belonging Parking Lot: Information in Parameter Setting is copied to all
guard booths in the belonging parking lot.

Parameters in the red box are copied, as shown in the following figure.

Guard Booth Name*
Channel Entrance and Exit Name* _ Computer IP Address® 192 . 168 .181 .253
Belonging Parking Lot Parking Area
Parameter Setiing
Temporary Vehicle Free® Yes Temporary Vehicle Fast No
Exit*
Enable Replacement of Yes Enable Manual Release® No
Wehicle®
Wide Entrance Mode* Yes One Channel Mode™ Yes
() T Intersection™ (e) ¥
Intersection™
The above seitings are copied to: All the guard booth belongs to all parking a

EXI B EEEE

® Edit

Click a guard booth name or [Edit] in the Operation column to go to the Edit page. Make
modifications and click [OK] to save modifications.

® Delete

Select one or more guard booths and click [Delete] at the upper part of the list and click [OK] to
delete the selected guard booths. Click [Cancel] to cancel the operation, or click [Delete] in the
Operation column to delete a single guard booth.

® Refresh

Click [Refresh] at the upper part of the list to load new guard booths.
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9.4.2 Channel

Choose [Guard Booth Setting] > [Channel]. The Channel page is displayed, as shown in the following
figure.

e

The current query conditions: None

(v Refresh [® New {fj Delete ) Operation Wizard

O Channel ‘Guard Booth ~ Channel Video 1 Video Preview Video 2 Video Preview Fixed Vehicle Open Type Temporary Vehicle Open  Operations
Name MName Status Window(Video Window(Video 2) Type
1
[0 Test Test2 Large vehicle an 192.168.214 224 4 Direct Pass Confirm Pass Edit Delete
[] Testz Test2 Large vehicle an 192.168.214.226 1 Direct Pass Confirm Pass Edit Delete
[ Test3 Test2 Small vehicle an 192.168.214.237 2 Direct Pass Confirm Pass Edit Delete
[0 Testd Test2 Small vehicle an 192.168.214.224 3 Direct Pass ‘Confirm Pass Edit Delete
® New

Click [New]. The New page is displayed.

Channel Name*

Channel Status® Guard Booth Name®

IPC1 IP* Video Preview Window

(IPC1)*

[l |
[<]L<]

[<]

Wideno Preview Window
(IPC2)

[<]

[<]

Temporary Vehicle Open |Conﬂrm Pass
Type

Fixed Vehicle Open Type™ |Direct Fass

[<]

Limit Line Mode Forbids Vehicle Type|

[] Fixed Vehicle A [] Fixed Vehicle B [] Fixed Vehicle C

[] Fixed Wehicle D [] Temporary Vehicle

(oo o cowa ]

The fields are described as follows:
Name: Unique channel name.

Channel State: Channel type.
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: Guard booth to which the channel belongs.

IP address of IPC1 (which can be read only after device information has been added in
Device Management and bound devices are not displayed).

: Display location of IPC1 on the monitoring page.

. IP address of IPC2 (which can be read only after device information has been added in
Device Management and bound devices are not displayed).

: Display location of IPC2 on the monitoring page.

- If it is set to Direct pass, no confirmation window is displayed. If it is set to
Confirm pass, a confirmation window is displayed and the gate is opened upon
manual click.

: The same as above.

: You can set the types of vehicles forbidden to passing. The
vehicles type contains all the vehicles types that are maintained in the system, it allows multiple
choices.

Click a channel name or [Edit] in the Operation column to go to the Edit page. Make modifications
and click [OK] to save modifications.

Select one or more channels and click [Delete] at the upper part of the list and click [OK] to delete
the selected channels. Click [Cancel] to cancel the operation, or click [Delete] in the Operation
column to delete a single channel.

Click [Refresh] at the upper part of the list to load new channels.

Choose [Guard Booth Setting] > [Channel]. The Channel page is displayed, as shown in the following
figure.
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Channel Name Q

The current guery conditions: None

(" Refresh [ New [f Delete ¢ Operation Wizard

O Channel Name ‘Guard Booth Name Channel Status Video 1 Video Preview Video 2 Video Preview Fixed Vehicle Open Type Temporary Vehicle Open  Operations
Window(Video 1) Window(Video 2) Type

[ Testt Test2 Large vehicle area « 192 168214 224 4 Direct Pass Confirm Pass Edit Delete

[] Testz Test2 Large vehicle area ¢« 192.168.214.226 1 Direct Pass Confirm Pass Edit Delete

[] Testd Test2 Small vehicle area ¢ 192.168.214.237 2 Direct Pass Confirm Pass Edit Delete

[ Testd Test2 Small vehicle area ¢ 192.168.214.224 3 Direct Pass Confirm Pass Edit Delete

1« < 1-4 % | 5Drows per page ~ JumpTo 1 1 Page  Total of 4 records

® New

Click [New]. The New page is displayed.

Channel Name* Door Name*

>

Channel Status® Guard Booth Name®

Video Preview Window
(Video 1)

Video Preview Window
(Video 2)

Video 1

(<<l
[<I[<][<]

[<]
[<]

[<]
<]

Fixed Vehicle Open Type® ‘ Direct Pass Temporary Vehicle Open

Type

Limnit Line Mode Forbids Vehicle Type |

[] Fixed Vehicle A [] Fixed Vehicle B [] Fixed Vehicle C
[] Fixed Vehicle D [] Temporary Vehicle

Coarcanaew | —ox | camer —

The fields are described as follows:

Name: Unique channel name.
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: Select the device added in Device Management (the door name access control module
corresponds to).

:Channel type.
: Guard booth to which the channel belongs.
: Select Video Channel added by the video module.
: Display location of Video Channel on the monitoring page.
: Select Video Channel added by the video module.
: Display location of Video Channel on the monitoring page.

- If it is set to Direct pass, no confirmation window is displayed. If it is set to
Confirm pass, a confirmation window is displayed and the gate is opened
upon manual click.

: The same as above.

: You can set the types of vehicles prohibited from passing.
The vehicles type contains all the vehicles types that are maintained in the system, it allows multiple
choices.

Click a channel name or [Edit] in the Operation column to go to the Edit page. Make modifications
and click [OK] to save modifications.

Select one or more channels and click [Delete] at the upper part of the list and click [OK] to delete
the selected channels. Click [Cancel] to cancel the operation, or click [Delete] in the Operation
column to delete a single channel.

Click [Refresh] at the upper part of the list to load new channels.

A manual release reason must be selected when the manual release function is used on the online
monitoring page.

Choose [Guard Booth Setting] > [Manual Release Reason]. The Manual Release Reason page is
displayed, as shown in the following figure.
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Artificial Release Reason l:l Q

The current query conditions: None
(v Refresh New (i Delete

o Artificial Release Reason Remark Operations

(| Release A Edit Delete

(| ReleaseB Edit Delete

1« <« 1-2 » 3 SOrowsperpage ~ JumpTo 1 /1Page  Total of 2 records

® New

Click [New]. The New page is displayed.

Artificial Release Reason® Felease B

Remark

soeanonen | ok carcer

The fields are described as follows:
Artificial Release Reason: Name of the manual release reason.

Remark: Remark of the manual release reason.

® Edit

Click a name or [Edit] in the Operation column to go to the Edit page. Make modifications and click
[OK] to save modifications.

® Delete
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Select one or more manual release reasons and click [Delete] at the upper part of the list and click
[OK] to delete the selected manual release reasons. Click [Cancel] to cancel the operation, or click
[Delete] in the Operation column to delete a manual release reason.

Click [Refresh] at the upper part of the list to load new manual release reasons.

It is mainly used to set charging rules of each vehicle type and vendor discount policies in the
parking lot. Charge Setting includes seven modules: Temporary Charge Standard, Overtime Charge
Standard, Fixed Vehicle Charge Standard, Guard Booth on Duty, Discount Policy, Vendor, and
Reconciliation.

Choose [Charge Setting] > [Temporary Vehicle Charge]. The Temporary Vehicle Charge page is
displayed, as shown in the following figure.

Temporary Charge Name l:l
The current query conditions: None
(> Refresh [® New (> Delete ) Operation Wizard
O Temporary Charge Name Parking Lot Name Vehicle Type Daily Highest Free Minutes The highest fees of Operations
Amount multiple access
O n Vicioria Lot Temporary Vehicle A 50.0 0 Edit Delete

Click [New]. The New page is displayed.
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Temporary Charge Name* I:I Parking Lot Name™

Vehicle Type* (@) Temporary Vehicle A () Temporary Vehicle B () Temporary Vehicle C () Temporary Vehicle D
Daily Highest Amount* Dollar Test Charging Rule:
Free Minutes 0 minutes
. . " Parking Lot v
[] Charging Time includes Free Minutes Name* J
[] Cross Time Split Vehicle Type | Fixed Vehicle A ﬂ
["]Enable the same license plate in Circulation within 24 ho ﬂ Multiple access with the highest fees Dollar In Time* 2017-12-01 13:58:32
Out Time*

Detail

(®) According to ime period () According o cycle

Time Period1 +
Time Period” - || to - | Cross Da
oo:o 3 w:00 ZH|U y

Amount Receivable:
[[] Charge by Times

Maximum Charge* Dollar Dollar

Amount per unit time charge* Dollar minutes

#Note: Only one charge standard can be created for each vehicle type in the same parking lot. If no
temporary vehicle charge standard is created for a parking lot, the first charge standard can be
created only for temporary vehicle A. This is because the charge standard for temporary vehicle A
is used for exit of temporary vehicles by default.

-1t must be unique.
: Parking lot of the charging standard.
:Vehicle type of the charging standard.

: Highest daily charging amount (For example, if 10 dollars is charged for an
hour, 240 dollars is charged for an entire day in normal cases. If this parameter is set to 100 dollars,
only 100 dollars is charged for an entire day).

: No fee is charged when the parking period is within the range specified by this
parameter.

- If this parameter is selected, Free Minutes is set to 30, and
the actual parking period is 31 minutes, fees are charged based on 31 minutes. If this parameter is
not selected, Free Minutes is set to 30, and the actual parking period is 31 minutes, fees are charged
based on 1 (31-30) minute.

: Suppose that one dollar is charged every 15 minutes during time period 1 from
9:00 to 10:00 and 10 dollars is charged every 15 minutes during time period 2 from 10:00 to 11:00.
The parking duration is from 9:43 to 10:30. If this parameter is not selected, the period from 9:43 to
9:58 is charged 1 dollar, the period from 9:58 to 10:00 has only 2 minutes, which is shorter than 15
minutes and must be supplemented by the period from 10:00 to 10:13, and the period from 10:13 to
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10:28 is charged based on period 2, and so on. If this parameter is selected, the period from 9:43 to
9:58 is charged 1 dollar, the period from 9:58 to 10:00 has only 2 minutes, which is shorter than 15
minutes but is still charged 1 dollars based on time period 1, and the period from 10:00 to 10:15 is
charged based on period 2, and so on.

: Rolling fee. If the accumulated fees for multiple entrance and exits of the same license plate
exceed this value, no extra fee is charged in the preset cycle. The cycle can be 24 hours for a natural
day or 24 hours for a circulated day: 24 hours for a natural day refer to 0:00 -24:00 and 24 hours for a
circulated day are from the entrance time to this time on the next day.

According to time period. The page is displayed in the following figure.

New
Temporary Charge Name® Temporary Charge A Parking Lot Name™
Vehicle Type* (®) Temporary Vehicle A () Temporary Vehicle B () Temporary Vehicle C () Temporary Vehicle D
Daily Highest Amount™ 100 Dollar Test Charging Rule:
Free Minutes 1] minutes.
. R " Parking Lot v
[] Charging Time includes Free Minutes s J
[] Cross Time Split Vehicle Type  Fixed Vehicle A ﬂ
[] Enable the same license plate in Circulation within 24 ho ﬂ Multiple access with the highest fees Dollar In Time™ 2017-12-01 13:58:32
Out Time*
Detail
(®) According to time period () According to cycle
Time Period1 +
i iod* - A1 | fo =1
Time Period o:oo oo A [] Cross Day )
Amount Receivable:
[] Charge by Times
Maximum Charge® Dollar Dollar
Amount per unit ime charge® Dollar minutes

Set different charging standards for different time periods. The time periods must be continuous and
the sum must be 24 hours.

- If this parameter is selected, Amount per unit time charge cannot be set and fees
are charged based on the amount set in Maximum charge. If this parameter is not selected, fees are
charged based on the unit time and the period must be multiples of 15. If the fee is higher than the
amount set in Maximum charge, the maximum amount is charged.

. The page is displayed in the following figure.
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Temporary Charge Name* Temporary Charge A Parking Lot Name™
Vehicle Type* (@) Temporary Vehicle A () Temporary Vehicle B () Temporary Vehicle C () Temporary Vehicle D
Daily Highest Amount* 100 Dollar Test Charging Rule:
Free Minutes 0 minutes
) Parking Lot -
[] Charging Time includes Free Minutes Name® J
Wehicle Type | Fixed Vehicle A j
["] Enable the same license plate in Circulation within 24 ho ﬂ Multiple access with the highest fees Dollar In Time* 2017-12-01 13:58:32
Out Time*
Detail
() According to time period (@) According fo cycle
Cyclel +
Cycle® minutes
[] Charge by Times Amount Receivable:
Maximum Charge™ Dollar
) Dollar
Amount per unit time charge™ Dollar minutes

The next 1440 minutes (24 hours) from the entrance time can be divided based on different charge
standards.

- Itis used to test the set temporary car charging rules. You can enter the name of
the parking lot, vehicle type, entrance time and exit time in this section, click [Click Test] to view the
results of the charges

= Notes:

» When Charge by times is not selected, the time of each cycle must be set to multiples of the
time period specified in Amount per unit time charge. There is no limitation if Charge by
times is selected.

» If According to cycle is selected, Cross Time Split is invalid.

» If Charge by times is selected, Amount per unit time charge cannot be set and fees are
charged based on the amount set in Maximum charge. If this parameter is not selected,
fees are charged based on the unit time and the period must be multiples of 15. If the fee is
higher than the amount set in Maximum charge, the maximum amount is charged.

Click a temporary charge name or [Edit] in the Operation column to go to the Edit page. Make
modifications and click [OK] to save modifications.

Select one or more temporary charge standards and click [Delete] at the upper part of the list and
click [OK] to delete the selected temporary charge standards. Click [Cancel] to cancel the operation,
or click [Delete] in the Operation column to delete a single temporary charge standard.
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® Refresh

Click [Refresh] at the upper part of the list to load new temporary charge standards.

9.5.2 Overtime Charge

Choose [Charge Setting] > [Overtime Charge]. The Overtime Charge page is displayed, as shown in
the following figure.

ommecameans | Q4 ©

The current query conditions: None

(- Refresh [® New (i Delete * ) Operation Wizard

O Overtime Charge Name  Parking Lot Name Status Qperations.
D Overtime Charge A Parking Lot A Enable Edit Delete
® New

Click [New]. The New page is displayed.

Overtime Charge Name * “ | Parking Lot Name* =|
Status® Enable
Detail
Temporary  Allowable Retention Time*l:l [TInclude Retention Overtime Charge Armunt*l:l
Vehicle A minutes Time DollarHour
Temporary  Allowable Retention Time*l:l [JInclude Retention Qvertime Charge Arrmnt*l:l
VehicleB  minutes Time DollarHour
Temporary  Allowable Retention Time*l:l [Jinclude Retention  Overtime Charge Arncunt*l:l
Vehicle C  minutes Time Dollar/Hour
Temporary  Allowable Retention Time*l:l [JInclude Retention Overtime Charge Armunt*l:l
vehicle D minutes Time Dollar/Hour

EXTm ECE T

#sNote: The name of the overtime charge standard must be unique. Parking lots for which overtime
charge standards have been configured are not displayed in the Name drop-down list.

The fields are described as follows:

Overtime charge name: Unigue name of the overtime charge standard.
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: Parking lot of the charge standard. Only one standard can be set for a parking lot.
: Whether to enable this charge standard.

: Allowable retention time and overtime charge amount of each temporary vehicle type after
payment at the central payment station.

: Retention time in the parking lot after payment at the central payment
station. If the time in the parking lot exceeds the retention time, fees are charged again.

: Suppose that the allowable retention time is 30 minutes, and the vehicle
stays in the parking lot for 31 minutes. If this parameter is selected, fees are charged for 31 minutes. If
this parameter is not selected, frees are charged for 1 minute.

: Charge standard when the allowable retention time is exceeded.

Click a name or [Edit] in the Operation column to go to the Edit page. Make modifications and click
[OK] to save modifications.

Select one or more temporary charge standards and click [Delete] at the upper part of the list and
click [OK] to delete the selected temporary charge standards. Click [Cancel] to cancel the operation,
or click [Delete] in the Operation column to delete a single temporary charge standard.

Click [Refresh] at the upper part of the list to load new temporary charge standards.

Choose [Charge Setting] > [Fixed Vehicle Charge]. The Fixed Vehicle Charge page is displayed, as
shown in the following figure.

The current query conditions: None

(+ Refresh  [® New (fj* Delete ¥ Operation Wizard

[] Fixed Charge Name Vehicle Type Cycle Type Cycle Charge Amount  Operations
(Dollar)

[ Eixed Charge 1 Fixed Vehicle A month 1 123.0 Edit Delete

[ Fixed Charge 2 Fixed Vehicle B day(s) 1 233420 Edit Delete

Click [New]. The New page is displayed.
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Fixed Charge Name® |

Wehicle Type®

Cycle Type® Monthly
Cycle* 1
Charge Amount®

£ T

#Note: The fixed charge name must be unique. Fixed vehicle types whose charge standards have
been set cannot be set again. The standard is applicable to all parking lots.

The fields are described as follows:

Fixed charge name: Unique name of a fixed charge standard.

Vehicle Type: Vehicle type of the fixed charge standard. Only one fixed charge standard can be set
for each vehicle type.

Cycle Type: Month/Day.
Cycle: Valid time of fixed vehicles.
Charge Amount: Paid amount.

® Edit

Click a fixed charge name or [Edit] in the Operation column to go to the Edit page. Make
modifications and click [OK] to save modifications.

® Delete

Select one or more temporary charge standards and click [Delete] at the upper part of the list and
click [OK] to delete the selected temporary charge standards. Click [Cancel] to cancel the operation,
or click [Delete] in the Operation column to delete a single fixed charge standard.

® Refresh

Click [Refresh] at the upper part of the list to load new temporary charge standards.

9.5.4 Shift Setting

Choose [Charge Setting] > [Shift Setting]. The Shift Setting page is displayed, as shown in the
following figure.
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Name Q ®

The current query conditions: None

(T Refresh New [ Delete

(] Name The guard booth on duty.  Start Time End Time ‘Operations
] NameA ‘Guard Booth A 00:00:00 00:12:00 Edit Delete
1< « 1-1 5 | S5Drowsperpage ~ JumpTo 1 /1 Page  Totalof 1 records

Click [New]. The New page is displayed.

Shift Mame*

Guard Booth on duty®

Start Time*

End Time*

Cross Day

The fields are described as follows:

Shift Name: Unique name of a shift.

Guard booth on duty: Guard booth of the shift.
Start Time: Start time of the shift.

End Time: End time of the shift.

Cross Day: Whether the shift spans two days.
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Click a name or [Edit] in the Operation column to go to the Edit page. Make modifications and click
[OK] to save modifications.

Select one or more shifts and click [Delete] at the upper part of the list and click [OK] to delete the
selected shifts. Click [Cancel] to cancel the operation, or click [Delete] in the Operation column to
delete a single shift.

Click [Refresh] at the upper part of the list to load new shifts.

Choose [Charge Setting] > [Discount Strategy]. The Discount Strategy page is displayed, as shown in
the following figure.

The current query conditions: None

(v Refresn [® New (fj Delete

Name Discount Type Deduction Amount  Deduction Minutes  Deduction Percentage  Operations

Name A Free Edit Delete

1-1 EDrowsperpage ~ JumpTo 1 1 Page  Total of 1records

Click [New]. The New page is displayed.

ZKBioSecurity 3.1.0.0 or above Page |284



Name* Pame A

Discount Type* Fres v

Free

T T

The fields are described as follows:
Name: Unigue name of the discount strategy.

Discount Type: a. Free (no charge); b. Deduction Amount (deduct a fixed amount from the fee); c.
Deduction Minutes (deduct minutes from the parking period and then make the charge); d.
Deduction Percentage (deduct the fee at a specified percentage).

Deduction Amount/Minutes/Percentage: When Discount Type is Free, this parameter does not
need to be entered. When Discount Type is set to other values, enter the corresponding unit.

® Edit

Click a name or [Edit] in the Operation column to go to the Edit page. Make modifications and click
[OK] to save modifications.

® Delete

Select one or more discount strategies and click [Delete] at the upper part of the list and click [OK] to
delete the selected discount strategies. Click [Cancel] to cancel the operation, or click [Delete] in the
Operation column to delete a single discount strategy.

® Refresh

Click [Refresh] at the upper part of the list to load new discount strategies.

9.5.6 Business

Choose [Charge Setting] > [Business]. The Business page is displayed, as shown in the following
figure.
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o] Q@

The current query conditions: Nong

(> Refresh [® New [ Delete

(m] Vendor Name Discount Way Contact Business Phone Business Address ‘Operations

(] VendorA Name A Edit Delete

1¢ ¢ 1-1 5 5 S0rowsperpage ~ JumpTo 1 /1Page  Total of 1 records

® New

Click [New]. The New page is displayed.

Business Name*

Discount Way™

Contact

Business Phone

Business Address

The fields are described as follows:
Business Name: Unique business name.

Discount Way: Select a discount Strategy set in Discount Strategy .

Contact: Business contact.
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: Business phone number.

: Business address.

Click a name or [Edit] in the Operation column to go to the Edit page. Make modifications and click
[OK] to save modifications.

Select one or more business and click [Delete] at the upper part of the list and click [OK] to delete the
selected business. Click [Cancel] to cancel the operation, or click [Delete] in the Operation column to
delete a single business.

Click [Refresh] at the upper part of the list to load new business.

Choose [Charge Setting] > [Financial Reconciliation]. Set parameters such as Duty Officer Name and
Duty Office ID and click & to query reconciliation data, as shown in the following figure.

Duty Cfficer Name
The current query conditions: None

(" Refresh E:‘,‘ Reconciliation

Duty Officer Name Duty start time Duty end time Advance amount Turnover The total amount The actual amount The number of free release vehicle The number of artificial releass

admin 2017-05-17 12:53:12 2017-05-17 12:53:21 100.0 0.0 1000 1000 0 0

1-1 SDrowsperpage ~ JumpTo 1 /1 Page  Totalof 1 records

Click [Reconciliation] in the Operation column. The Reconciliation page is displayed, as shown in the
following figure.
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Duty Officer Mame |admin Duty Cfficer ID

Duty start time |2[}1T—{}5—1? 125312 Advance amount

Duty end time |2[.‘r17—[15—17 12:5321 Turnaver

The number of free release vehicle |D The total amount

The number of artificial release |{} The actual amount

Confirmer |admin Confirm Time |2u1?4}5-1? 12:56:42 |

Confirm Amount* | Remark

o o

The fields are described as follows:

Duty Officer Name: Duty officer name.

Duty Officer 1D: Duty officer ID.

Duty start time: Duty start time.

Duty end time: Duty end time.

The number of free release vehicle: Number of vehicles released free of charge.
The number of artificial release: Number of vehicles released artificially.
Confirmor: Reconciliation personnel.

Advance amount: Amount prepaid to the guard booth (for changes).

Turnover: Paid amount.

The total amount: Advance amount + Turnover

The actual amount: Amount entered by the duty officer during the shift change.
Confirm Time: Current time.

Confirm Amount: Amount confirmed by the reconciliation personnel.

Remark: Remark to be added.

9.6 Report

Report comprises five modules: Charge Details, Duty Shift Record, Vehicles in the Lot, Daily Report
and Monthly Report. You can analyze and collect statistics on the parking lot data to gain a macro
control on the parking lot.
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The License Plate Report module provides reports of License Plate information of all authorization,
cancellation and delay vehicles.

Choose [Report] > [License Plate Report]. Select the time period to be queried, vehicle owner, license
plate number and operation type, and click X to query License Plate Report. The page is shown in
the following figure.

Time From | 2017-09-1900:00.00 | To |2017-12-192359.59 | Vehicle Owner License Plate Number S
The current query conditions: Time From:(2017-09-19 00-00:00) To:(2017-12-19 23:59:59)

(% Refresh

Vehicle License Card Wehicle Type Entrance and Exit Area  Start Time End Time Charge Operation Operation Time Operator

Qwner Plate Number Amount Type

Number

Lucia ABC123 Fixed Vehicle A Test2 2017-12-18 11:42:19 2017-12-12 11:43:58 0.0 Authorization ~ 2017-12-18 11:42:38 admin
Lucia ABC123 Fixed Vehicle A Test1 2017-12-18 11:38:32 2017-12-12 11:39:58 0.0 Cancellation 2017-12-18 11:41:59 admin
Lucia ABC123 Fixed Vehicle A Test1 2017-12-18 11:38:32 2017-12-18 11:39:59 0.0 Authorization ~ 2017-12-18 11:38:51 admin
Anthony ZD455T Fixed Vehicle A Test1 2017-12-18 11:35:36 2017-12-31 11:36:58 0.0 Authorization ~ 2017-12-18 11:35:58 admin

The Charge Details module provides reports of charging information of all exit vehicles (records with
fee of 0 are also generated for fixed vehicles and charging-free temporary vehicles).

Choose [Report] > [Charge Details]. Select the time period to be queried and operator name, and
click A to query charging details. Click [More] to query based on other conditions. The page is
shown in the following figure.
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Time From | 2017-02-17 00:00:00 To | 2017-05-17 23:50:50 Operator Name Morey Q)
The current query conditions: Time From:(2017-02-17 00:00:00) To{(2017-05-17 23:59:59)

(+ Refresh  fi* Clear All Data

License Plate Number  Vehicle Type In Time ‘Out Time Charge type Receivable Amount  Discount Amount  Rolling reduction amount  Received Amount  Payment Method Opere
Temporary Vehicle A Not matched the enter time 2017-05-17 12:58:31 Free 0.0 0.0 0.0 00 Cash admin
Temporary Vehicle A Not matched the enter time 2017-05-17 12:58:49 Free 0.0 0.0 0.0 0.0 Cash admin
< >
I« ¢« 1-2 5 3 S0rowsperpage ~ JumpTo 1 i1Page  Total of 2 records

9.6.3 Handover Record

The Handover Record provides reports of duty shift records.

Choose [Report] > [Handover Record]. Select the time period to be queried and operator name, and
click & to query handover records. Click [More] to query based on other conditions. The page is
shown in the following figure.

Time From  2017-02-17 00:00:00 To |2017-05-17 23:50:59 Duty Officer Name || Morew Q%)

The current query conditions: Time From:(2017-02-17 00:00:00) To:(2017-05-17 23:59:59)

(+ Refresn i Clear All Data

Duty Officer Name Guard Booth Name Name Duty start time Duty end time ‘Whether to hand over
admin Guard Booth A The currentis not set. 2017-05-17 125312 2017-05-17 12:53:29 Finish Handover
admin Guard Booth A The current is not set. 2017-05-17 12:53:29 Not Handover

¢ ¢ 1-2 5 | GDrowsperpage <~ JumpTo 1 /1Page Total of 2 records
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The Vehicles in the Lot module provides statistics of all vehicles in the parking lot.

Choose [Report] > [Vehicles in the Parking Lot]. Select the time period to be queried and license

plate number, and click & to query vehicles in the parking lot. The page is shown in the following
figure.

Time From | 2017-02-17 00:00:00 To 2017-05-17 23:59:59 License Plate Number

The current query conditions: Time From:(2017-02-17 00:00:00) To(2017-05-17 23:59:59)

(+ Refresh
Name License Plate Number Register Type In Time: Name Channel State Event Type Enter Photo
Parking Lot A Temporary Vehicle  2017-05-17 13:01:53 Channel A

Large vehicle area ent Manually Open

Parking Lot A Temporary Vehicle ~ 2017-05-17 13:01:58  Channel A Large vehicle area ent Manually Open

1-2 50 rows per page + JumpTo 1 11 Page  Totalof 2 records

The Entry Record provides reports of Entry records.

Choose [Report] > [Entry Record]. Select the time period to be queried, vehicle owner and license

plate number, and click & to query Entry records. Click [More] to query based on other conditions.
The page is shown in the following figure.

Time From | 2017-08-19 00:00-00 To |2017-12-19 23:50:59 VehceOwner | | License Plate Number More
The current query conditions: Time From:(2017-09-19 00:00:00) To:(2017-12-19 23:59:59)
(% Refresh
Parking Area Vehicle Owner Card Number License Plate Vehicle Type Channel Name Channel Status Event Type In Time
Number
Underground Parkir i1 1 Temporary Vehicle . Test3 Small vehicle area entrance  Manually Open 20171213 17:59:11
Underground Parkir 111 11 Temporary Vehicle . Test1 Large vehicle area enfrance  Manually Open 2017-12-13 16:13:50
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The Exit Record provides reports of Exit records.

Choose [Report] > [Exit Record]. Select the time period to be queried, vehicle owner and license

plate number, and click & to query Exit records. Click [More] to query based on other conditions.
The page is shown in the following figure.

Time From  2017-09-19 00:00:00 To |2017-12-19 23:59:59 Vehicle Owner |:| License Piate Number More:
The current query conditions: Time From:(2017-09-19 00:00:00) To:(2017-12-19 23:58:59)
(" Refresh
Parking Area Vehicle Owner Card Number License Plate Vehicle Type Channel Name Channel Status Event Type Out Time
MNumber
Underground Parkir 111 11 Temporary Vehicle, Testd Small vehicle area exit Manually Open 2017-12-13 16:38:45

The Daily Report provides reports of the total amount of charges per day for each shift in each duty
guard booth.

Choose [Report] > [Daily Reports]. Select the time period to be queried, and click & to query the

total amount of charges for each shift in each duty guard booth. The page is shown in the following
figure.

Time From  2017-08-21 To 2017-11-21

The current query conditions: Time From:(2017-08-21) Tox(2017-11-21)
(% Refresh
Date Duty Start Time Duty End Time Shift Name

Guard Booth on duty ~ Turnover Discount Amount The Actual Amount The number of The number of free

manual release release vehicle

The Monthly Report provides statistics of parking fees for each day of the month.
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Choose [Report] > [Monthly Reports]. Select the time period to be queried, and click & to query
the parking fees. The page is shown in the following figure.

Statistical Month | 2017-11 |

The current query conditions: None
(_+ Refresh

Date Turnover Discount Amount The Actual Amount The number of manual The number of free
release release vehicle

Real-Time Monitoring provides real-time monitoring data, and comprises two modules: Guard Booth
and Monitoring Room.

Choose [Real-Time Monitoring] > [Guard Booth]. The Guard Booth page is displayed, as shown in
the following figure.
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The cumrent guard booth Guard Booth A

Current Duty The current is not set.
Duty Start Time 2017-05-17 14:20:15
Charge Amount 0.0

Artificial Release

License Plate Number
Permit Channel Channel A ﬂ

Artificial Release Reason ﬂ

Respective districts:Parking Area A

Remaining parking spaces : 1000

License Plate Vehicle Type Vehicle User Time Channel State Event Type pﬂll z)
Number A \

#Note: To properly use this function, set the temporary charge standard and fixed charge standard
in advance. An overtime charge standard must be set for the central payment station. If the
consumer discount function is enabled, the vendor discount must be set. Otherwise, a prompt in the
red box is displayed.

The current guard booth Guard Booth A
Current Duty The current is not set.
Duty Start Time 2017-05-17 14:20:15
Charge Amount 0.0

Central payment station Arfificial Release

The charging standard of fixed vehicle has not set. please click here to set.
The charqing standard of temporary vehicle A has not set. please clicl
The overtime charge standard has not set, please click here to set

Respective districts:Parking Area A

Remaining parking spaces : 1000

License Plate Vehicle Type Vehicle User Time Channel State Event Type pﬂll x—)
Number . \- Blac \..

Click the link in the prompt to quickly locate the corresponding module and add necessary
information.
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If the local host is not set as the guard booth, a prompt in the red box will be displayed:

The cumrent guard booth This computer is not used for quard
booth

Current Duty The current is not set.

Duty Start Time 2017-05-17 14:17°40

Charge Amount 00

Artificial Release

License Plate Number
Prompt:
Permit Channel ﬂ

This computer is not is not used for guard booth so that it can not preview the video.

Artificial Release Reason ﬂ

This computer is not used for guard booth
so that it can not view the remained parking
spaces.

License Plate Venicle Type Vehicle User Time Channel State Event Type {O z)
Number \ﬂll \

NG

If the local host is set as the guard booth but has not been bound to any channel or device, a
prompt in the red box will be displayed:

The current guard booth This computer is not used for guard
booth.

Current Duty The current is not set

Duty Start Time 2017-05-17 14:17:40

Charge Amount 0.0

Artificial Release

License Plate Number
Prompt:

Permit Channe! ﬂ
This computer is not is not used for guard booth so that it can not preview the video.

Artificial Release Reason ﬂ

This computer is not used for guard booth
so that it can not view the remained parking
spaces.

License Plate Vehicle Type Vehicle User Time Channel State Event Type /O 2
Number \ﬂll Al

[
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Area 1 in the following figure shows the automatic license plate identification/video surveillance in

normal state:

License Plate Number  Card Number

Veicle Type Vehicle Owner

Time Channel Status Event Type

Guard Booth Test2

Current Duty Current shift is not set

Duty Start Time 2017-12-13 16:30:49

Charge Amount 0.0

Temporary Vehicle Entry and Exit Management
Card Number"

License Plate Number*

Vehicle Type® — j

Permit Channel Test3 j

Respective Districts:Underground
Parking

Remaining Parking Space : 3999

el B

When the entrance channel identifies the license plate of a vehicle going into the parking lot, the

following box is displayed:

License Plate Mumber

“ehicle Type

Operator Confirmation Window

AABDTTT

Click [Open] to allow the vehicle enter the parking lot.

#Note: When Direct pass is set for fixed vehicles (temporary vehicles) in Channel Setting, the
vehicle can successfully enter the parking lot, and this box will not be displayed.

When the exit channel identifies the license plate of a vehicle going out of the parking lot and there
is a record about normal entrance of the vehicle, the following box is displayed:
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Charge Infa

License Plate
Mumber

Yehicle Type
In Time
Cut Time

Receivable

Amount

Discount Amount
Received Amount

Charge Type

Operator Confirmation Window

Enter Photo

AABDTTT

Temporary Vehicle A
2017-05-17 14:40:20
2017-05-17 14:40:41

0.0

0.0

0.0

Cash

Procneo | open J_ Careel

#sNote: If consumer discount is not enabled in Parameter Setting, consumer discount cannot be
enabled, as shown in the following figure:

Charge Info

License Plate
Mumber

Yehicle Type
In Time
Cut Time

Receivable

Amount

Discount Amount
Received Amount

Charge Type

Operator Confirmation Window

Enter Photo

AABDTTT

Temporary Yehicle A
2017-05-17 14:40:20
2017-05-17 14:44:20

10.0

0.0

10.0

Cash

vt ois 1 Over— oo
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The Free button is displayed only when Temporary Vehicle Free is set to Yes in Guard Booth
Setting.

The vehicle type can be changed and fees are recalculated only when Enable replacement of
vehicle is set to Yes in Guard Booth Setting.

Click [Open] to allow the vehicle to exit from the parking lot.

Click [Print the bills] to print receipts.

#sNote: To use the printing function, select Printing fee receipts in Parameter Setting. If the printing
plug-in is not installed, a prompt is displayed as follows:

The current guard booth Guard Booth A
Current Duty The current is not set
Duty Start Time 2017-05-17 14.20:15
Charge Amount 10.0

Artificial Release

License Plate Number

Permit Channel” Channel A A
Artificial Release Reason — v
Prompt
The print control is not installed The print
cont ownload. (You must restart your
browser after installation is complete
License Flate Vehicle Type Vehicle User Time Channel State Event Type p‘ﬂﬂ .)\
Number \

Change Dut Black White

®)

‘ehicle

Search Charge Detail

If the license plate identified by the exit device does not match any entrance record, the Manual
Correction page is displayed, as shown in the following figure:
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Manual correction

License Plate Number A A12345|

Total search records:0

Correction of license plate number

On this page, the license plate number entered in the first line is used as the standard and entrance
records of similar license plate numbers are searched in the database based on the entrance and exit

matching precision rules set in Parameter Setting. Click . and . to go to the previous or next

record. Select the record to be corrected, enter the corrected license plate number, and click
[Manual correction] to correct the license plate number and allow the vehicle to exit the parking lot.
If no similar entrance record is found, click [Non-matching process]. The artificial release method is
prompted and the amount for gate opening cannot be entered.

When a vehicle enters or exits from the parking lot, the table at the lower part of the page displays
the license plate number, vehicle type, time, channel state and event type. Events such as artificial
release, VIP vehicle entrance and exit, fixed vehicle transfer to temporary vehicle, and non-matching
process are displayed in red, as shown in the following figure.
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The current guard booth Guard Booth A
Current Duty The current is not set
Duty Start Time 2017-05-17 14.20:15

Charge Amount 00

Artificial Release

License Plate Number
Permit Channel” Channel A ﬂ

Atificial Release Reason - ﬂ

Respective districts:Parking Area A

Remaining parking spaces : 998

License Plate Vehicle Type Vehicle User Time Channel State Event Type pﬂm ‘)\
T

Temperary Vehicle A 2017-05-17 14:50:42 Out Mismatch

Duty information is displayed at the upper right of the page. The information includes the current
guard booth, current duty, duty start time, and charge time, as shown in the preceding figure.

Enter the license plate number on the Central Payment Station tab page and click [Charge]. If no
entrance record of the license plate number is found, the Manual correction page is displayed, as
shown in the following figure:
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License Plate Number| D123456] [~ ]

Total search records:0

Mo record number, please manually correct the number of the license plate.

Correction of license plate number

On this page, the license plate number entered in the first line is used as the standard and entrance
records of similar license plate numbers are searched in the database based on the entrance and exit

matching precision rules set in Parameter Setting. Click . and . to go to the previous or next

record. Select the record to be corrected, enter the corrected license plate number, and click
[Manual correction] to correct the license plate number and allow the vehicle to exit the parking lot.

If a normal entrance record is matched, a charging result page is displayed and a charging success
message is displayed after you press [OK].

® Artificial Release

The information is shown in the red box of the following figure:
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The current guard booth Guard Booth A

Current Duty The current is not set

Duty Start Time 2017-05-17 14:20:15
Charge Amount 0.0

Central payment station Artificial Release
License Plate Number D231233
Permit Channel Channel ﬂ
Atificial Release Reason ﬂ

Respective districts:Parking Area A

Remaining parking spaces : 998

License Plate Vehicle Type Vehicle User Time Channel State Event Type pﬂll 2\
Number A

Enter a license plate number, select the release channel and artificial release reason (set in Artificial
Release Reason), and click [OK]. For the entrance channel, directly open the gate to release the
vehicle. For the exit channel, there may be two situations: if an entrance record is matched, the
charging result page is displayed and the vehicle successfully exits from the parking lot; if no
matched entrance record is found, the Manual correction page is displayed for manual correction.
(The charging result page and manual correction page have been mentioned above and are not
described here))

The information is shown in the red box of the following figure:
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License Plate Vehicle Type Vehicle User
Number

Time Channel State

Event Type

The current guard booth Guard Booth A

Current Duty The current is not set.
Duty Start Time 2017-05-17 14:20115
Charge Amount 00

Central payment station Artificial Release

Respective districts:Parking Area A

Remaining parking spaces : 998

P &
NG

This area displays the name of the parking area to which the guard booth belongs, and the
remaining parking spaces in the parking area. (Records are read from the database and the displayed

is updated every 5 seconds.)

O

Click " ™ in the lower right corner. The following dialog box is displayed (note: this button is

valid only when Enable the shift process is selected in Parameter Setting.)

Duty Officer Mame

Duty start time

Duty end time

The number of free release
vehicle

The number of artificial

release

Shift confirmation

admin
20170517 14:20:15
2017-05-17 145544

3

Duty Officer ID

Advance amount”

Turnover

The total amount

The actual

amount’

100

100

100
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Set Advance amount and The actual amount and click [OK]. The current shift ends and the next
shift starts. A login dialog box is displayed:

Login account® admin

Login password”® seaan

Enter the user name and password and click [Login] for successful shift change. Fingerprints can also
be used for login, as shown in the following figure:

No fingerprint readers detected.

® Blacklist and Whitelist Management

2

Click 5., in the lower right corner. The blacklist and whitelist management page is displayed
White

(see Blacklist and Whitelist).
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License Plate Number I:I License Plate type

The current query conditions: None
(+ Refresh New (i Delete

O License Flate License Plate Start Time End Time
Number type

0O H123123 Blacklist

1« ¢« 1-1 » % S0rowsperpage ~ JumpTo 1 /1 Page  Total of 1 records

® Vehicle Search

Operator Operating Time Operations

admin 2017-05-17 14:56:56 Edit Delete

Click @ in the lower right corner. The Vehicle Search page is displayed (see Vehicles in the

Vehicle
Search

Lot).

Time From | 2017-02-17 00:00:00 | To | 2017-05-17 23:59:59 LicensePateNumoer [ | Q

The current query conditions: Time From:{2017-02-17 00:00:00) To:(2017-05-17 23:58:59)
(% Refresh

MName License Plate Reqgister Type In Time MName
Number

Parking A IZABDTTT Temporary Vehicle  2017-05-17 14:40:20 Channel A

Parking A IZABDTTT Temporary Vehicle  2017-05-17 14:43:36 Channel A

<
1« ¢« 1-2 » » H0rowsperpage ~ JumpTo 1 /1 Page  Total of 2 records

Channel State Event Type Enter Pl

Large vehicle area ent General records 2017-05

Largev ehicle area exit General records 2017-05
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Click — inthe lower right corner. The Charge Detail page is displayed (see Charge Details).

Charge Detail
Time From | 2017-02-17 00:00:00 To | 2017-05-17 23:59:59 Operator Name More
The current query conditions: Time From:(2017-02-17 00:00:00) To:{2017-05-17 23:59:53)
(% Refresh  [ffj} Clear All Data
License Plate Vehicle Type In Time Cut Time Charge type Receivable Discount Rolling reduction
Number Amount Amount amount
1 Temporary Vehicle A Mot matched the enter time 2017-05-17 14:51:52 Free 0.0 0.0 0.0
1 n Temporary Vehicle A Mot matched the enter time 2017-05-17 14:50:42 Free 0.0 0.0 0.0
s Temporary Vehicle A 2017-05-17 14:35:43 2017-05-17 14:36:30 Free 0.0 0.0 0.0
{
< >
1-3 50 rows per page ~ JumpTo 1 [1 Page  Total of 3 records

Choose [Real-Time Monitoring] > [Guard Booth]. The Guard Booth page is displayed, as shown in
the following figure.

ZK s o0ome ez e

> Operation Wizard @

Guard Booth Test2

Current Duty Current shiftis not set

Authorization Management(Z) Duty Start Time 2017-12-13 16:3049

Charge Amount 00
[t Parking Lot Management (2

Guard Booth Settings (3 Temporary Vehicle Entry and Exit Management
Card Number*

Lizense Piate Number*
Vehicle Typs® —

Permit Ghannel Tests

X1 [x]

Respective Districts:Underground
Parking

Remaining Parking Space : 3998

License Plate Number  Card Number Vehicle Type Vehicle Owner Time Channel Status Event Type

porl ik
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The function will appear when access controller is used for parking. It is similar to artificial release.

Select the entry and exit credentials according to parking parameters settings: Card or Barcode
displays different interfaces. Need card reader and scan code gun.

In Monitor Room, you can check video images and entrance and exit information of all guard booths
in all parking lots.

Choose [Real-Time Monitoring] > [Monitor Room]. The Monitor Room page is displayed, as shown in
the following figure.

Daily Traffic Statistics

O Entry Vehicle Flow =O- Exit Vehicle Flow

0.8
0.6
0.4
0.2

Monthly Traffic Statistics
O Entry Vehicle Flow —O- Exit Vehicle Flow

0.8
0.6

0.2

Parking Lot Parking Area Guard Booth

Parking Area Guard Booth License Plate Number  Vehicle Type Vehicle Owner Time Channel Status Event Type

Choose [Parking Lot] > [Parking Area] > [Guard Booth] to see the video images of the selected guard
booth, the message list for scrolled display can receive entrance and exit events of all guard booths
in all parking lots, and the graphic statistics in the right displays traffic information.
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The patrol system can help enterprise management personnel to effectively supervise and manage
the patrol personnel, plans and routes. In addition, periodic statistics and analysis can be performed
on the patrol routes and results.

#Note: Before patrol operations, you need to add patrol devices in the [Access] module and add
patrol personnel in the [Personnel] module.

After logging into the system, click [Patrol] to go to [Operation Wizard]. Click on the page as
prompted to go to different functional modules and perform operations. The page is displayed as
follows:

Patrol Management

2.1 Plan
2.2 Patrol Group
2.3 Route o
Basic Management Route Monitoring
Device 3.1 Patrol Monitoring

1.1
1.2 Checkpoint

This function displays all the scheduled routes of the current day in the patrol plan. When the patrol
personnel patrol based on the plan, the corresponding checkpoints in the patrol route will turn

green. If the personnel do not patrol based on the plan, the checkpoints will turn red. The page is
displayed as follows:
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Day Plan: route1 [ 2017-02-15 10:00:00 ~ 2017-02-15 11:00:00 ] Patrol Subject: first name last name

U &) U >

point1 point2 point3 pointd

Day Plan: route2 [ 2017-02-15 11:10:00 ~ 2017-02-15 12:30:00 ] Patrol Subject: first name last name

&) &) ) &)

point1 point2 point3 pointd

Day Plan: route2 [ 2017-02-15 13:00:00 ~ 2017-02-15 15:00:00] Patrol Subject: first name last name

&) &) ) &)

point1 point2 point3 pointd

Check Point state tips: @Mot Patrod  @Mormal Patrol  agPatrod Route Emor/Leakage Patrol

: The patrol personnel finished the patrol in the normal time segment in normal
sequence.
: The patrol personnel finished the patrol in the normal time segment but didn't
follow the route.
: The patrol personnel didn't finish the patrol in the normal time segment, that is, one

or more checkpoints are not patrolled.

: The patrol personnel didn't finish the patrol in the normal time segment, that is, the entire
patrol route is not patrolled.

Select a device to be used as the patrol device from the access control devices. Click [Basic
Management] > [Device] > [Newl]. In the [Alternative] box, add available devices and click [OK] to
save the setting. The page is displayed as follows:
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| QPI&&S& search by the device name.

Selected

152.168.217.221

10.3.2 Checkpoint

® Add

(1)Click [Basic Management] > [Checkpoint] > [New]. The page is displayed as follows:

Checkpoint*

Device Module®

Area Mame®

Device Mame*

Patrol Tag{Reader)*
Installation Position

Save and New “ Cancel

Patrol Tag: Currently, only access control device readers are supported.
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(2) After the setting (parameters with * are mandatory), click [OK] to save the setting. You can also
click [Save and New] to save the current setting and add another checkpoint. Click [Cancel] to cancel
the setting and return to the upper-level menu.

#sNote: Patrol tags that have been used by checkpoints cannot be used again when you add
another checkpoint.

10.3.3 Parameters

Patrol Statistics

Automatically Caleulste Report Interval: 3‘:' minutes

1) Click [Patrol] > [Basic Management] > [Parameters].
2) Set the interval for patrol statistics collection.
3) Click [OK] to save the setting.

10.4 Patrol Management

10.4.1 Plan

® Add

Click [Patrol Management] > [Plan] > [New]. Plans by date, week and month are displayed as follows:

ot [ ]
- 2o S

® By Date () By Wesk ) By Manth
By Date
Start Date” 2017-02-07 End Date” 20170207

oo [ oc ] cone ]

Time Segment: You can set the start and end time of the patrol. The time segment can be across
different days.
Sy Date: The patrol plan is scheduled by day. Select [By Date] and set the start and end date for the
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patrol plan.
: The patrol plan is scheduled by week.
: The patrol plan is scheduled by month.
A patrol plan by month can be executed every day or periodically. If you choose to execute the
patrol plan every day, the patrol task is performed every day in the specified month. If you
choose to periodically execute the patrol plan, the patrol task is performed on the specified date
in the month.
zNote: A maximum of three patrol shifts can be added for a patrol plan.

A patrol group consists of multiple patrol personnel. Personnel in the patrol group work together to
finish the corresponding patrol task. Click [Patrol Management] > [Patrol Group].

Patrol Group Patrol Persan

The current query conditions: None The current query conditions: Nene
(* Refresh [ ¥ New [ Delete (" Refresh [ffjp Delete

[0 Patrol Group Neme  Patrol made Remsrk Operations [0 FesomellD  FirstName Last Name Department

O 1 Any Person Vesificstion Edit Add Personnel

1. Click [Patrol Management] > [Patrol Group] > [New] to go to the patrol group adding page as
follows:

Patrol Group Name™ ||

Patrol mode® (many Person Verification (Al People Verification

Remark

2. Set the following parameters: Select a patrol group name (not repeatable), patrol mode and
remarks.

3. Click [Save and New] to add another patrol group and click [OK] to finish the setting.

4. Add/Delete personnel for a specified patrol group. (The following operations cannot be performed
if the patrol group is used by a patrol route).
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(1) Click [Patrol Management] > [Patrol Group]. Click a patrol group from the list on the left.
Personnel in the patrol group are displayed in the list on the right.

(2) Click [Add Personnel] under Operation in the list on the left. The page for adding personnel is
displayed (or adding by department). Add personnel to the list on the right and click [OK] to finish
the setting.

(3) Select personnel in the list on the right and click [Delete] above the list to delete the personnel
from the patrol group.

#Note: In [Patrol Mode], Any Person Verification means that the patrol task is finished as long as one
person in the patrol group swipes the card at the checkpoint in the plan, while All People Verification
means that the patrol task is finished only after all people in the patrol group swipe their cards at the
checkpoint in the plan. A patrol group cannot be edited or deleted when it is used by a patrol route.

A patrol route consists of a series of checkpoints in a specified sequence.

Click [Patrol Management] > [Route] > [New]. The page is displayed as follows:
1. Set basic information for a route in the following box. The Limited Time parameter refers to the
time limit for finishing the entire route.

MNew New
+
R Mama® || | Route Mame route
Plan Mame® R
Plan Mame™ s ﬂ E'
. ) Limited Time" n minutes
Limnited Time" o minutes
Deviation™ -~ Time legend
Dewiation™ o minutes
Patrol Sub s b itrol Group
Patrol Subject” Select patrol personnel [] Patrol Group 255 1208
— gk point Qualified
1.The normal time period is 9: 00-12: 00
2 Allow 5 minutes before and after the error

- It is set according to the allowed error time during the
patrol. Suppose that the patrol plan is scheduled between 9:00 and 12:00 (which can be set in the
patrol plan), and the allowed error time is 5 minutes. This means records between 8:55 and 12:05 are
valid and those out of this time segment are invalid.

2. After the setting, click [Next] to go to the [Route Definition] dialog box. Routes can be classified to

Order routes and Disorder routes (two categories and five situations are available). The ¥ and &

buttons are used to move the checkpoint up and down.
: During patrol plan execution, there is no time limit between checkpoints. Patrol personnel
can patrol checkpoints in a specified sequence according to their habits within the time limit.
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Route oer (o [v]

Checkpaint Ares Name E Q ®
The current query conditions: Nane
Altemative Selectsdd) 4 &
[] Gheckpaint []  Checkpont
[
a =2
= [ 32
= O 4
k4
=
0 cOrowsperpsge - TotslofOrecords

Disorcler: Disorder routes are divided into the following:

Total Disorder: All checkpoints in the patrol route are disordered. Patrol personnel can patrol
checkpoints according to their habits within the time limit.

Disorder Except the st Checkpoint: In the patrol route, all checkpoints except the first checkpoint
are disordered.

Disorder Except the Last Checkpoint: In the patrol route, all checkpoints except the last checkpoint
are disordered.

Disorder bxcept the First and Last Checkpoint: In the patrol route, all checkpoints except the first and
last checkpoints are disordered.

Route Order (® Tots| Disorder () Disorder Exoept the First Checkpoint () Disorder Excapt the Last Checkpoint () Disorder Except the First and Last Checkpaint

o v @ QO

The current guery conditions: None

Atternative Selected(d) |+ &

§
§

=5

Oooaod

N C T

=

1< <« 0 » »  50rows per page =  Total of O records.

3. Click [OK] to save the setting.

#Note:

Before patrol operations, you need to add patrol devices in the [Access] module and add patrol
personnel in the [Personnel] module. Note that if the patrol personnel are required to patrol
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according to the card number but do not have the right for opening the door, you cannot select any
rights group in the access control setting when adding personnel, or add a rights group that cannot
pass the door in any time segment, and then select the rights group in the access control setting
when adding personnel.

There are four modules: All transactions, Patrol Records Today, Patrol Route Statistics, and Patrol
Personnel Statistics. You can analyze and collect statistics on the patrol data to gain an overall
control on the patrol process.

Click [Reports] > [All transactions] to view all transactions, that is, all event records generated by the
patrol device.

You can export all transactions into an Excel, PDF, or CSV file. See the following figure.

ZKTECO
All Transactions
Time: 2017-02-15 00 : 00 : 00 - 2017-12-15 23 : 59 50
Time. Device Name. Personnel ID First Name Last Name Gard Number Device Module Route Name Checkpoint Verfication Mode Area Name Remark
017 2;1‘5 1283 | ygp 168 21860 8 Glor Liu 6180188 Aocass Route1 checkpoint1 Only Card Area Name
017 2;1'5 1283 | ygp 168 21860 8 Glor Liu 6180188 Aocass Route1 checkpoint2 Only Card Area Name
017 2::‘ 1283 | ygp 168 21860 8 Glor Liu 6180188 Aocass Route1 checkpoint2 Only Card Area Name
017 2;;5 1283 | ygp 168 21860 8 Glor Liu 6180188 Aocass Route1 checkpoint1 Only Card Area Name
2017 2;;5 1353 | 192.188.218.80 7 Jacky Xiang 8323004 Agcass Routel cheskpaint2 Only Card Area Name
017 2:: 1283 | ygp 168 21860 7 Jacky Xiang 6323024 Aocass Route1 checkpoint1 Only Card Area Name
017 2;;5 154 yep 168 21860 8 Glor Liu 6180188 Aocass route1 checkpoint1 Only Card Area Name
017 2;;5 154 yep 168 21860 8 Glor Liu 6180188 Aocass route1 checkpoint2 Only Card Area Name
017 2;;5 154 yep 168 21860 7 Jacky Xiang 6323024 Aocass route1 checkpoint2 Only Card Area Name
2017-12-15 11:54:
1 162.183.218.80 7 Jacky Xiang 6323004 Accass route1 checkpoint1 Only Card Area Name
2017-12-15 11:54:
o 162.183.218.80 5 Necol Ve 13260070 Accass route1 checkpoint2 Only Card Area Name
2017-12-15 11:54:
o 162.183.218.80 5 Necol Ve 13260070 Accass route1 checkpoint1 Only Card Area Name
2017-12-15 11:54:
s 162.183.218.80 2 Lucky Tan 6155208 Accass route1 checkpoint1 Only Card Area Name
20 ‘7"2;?5 TS a2 188218.80 2 Lucky Tan 61552688 Aocass route1 checkpoint2 Only Card Area Name
o 2;::' T ygp 16221860 2 Lucky Tan 6155208 Accass route1 checkpoint1 Only Card Area Name
o 2;75 T ygp 16221860 2 Lucky Tan 6155208 Accass route1 checkpoint2 Only Card Area Name
o 2;;5 T ygp 16221860 2 Lucky Tan 6155208 Accass route1 checkpoint1 Only Card Area Name
2017-12-15 11:53: | 192.168.218.60 2 Lucky Tan 6155208 Accass route1 checkpoint2 Only Card Area Name
Createa o 2017121 18k
Crraa o DB GERTy e Al AT T, I

Click [Reports] > [Patrol Records Today] to view event records generated by the patrol device today.

You can export patrol records today into an Excel, PDF, or CSV file. See the following figure.
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ZKTECO
Patrol Records Today

Time. Devics Name Fersonnel ID First Name Last Name Cord Number | Device Module | Rous Name Checkpoint | Verification Mode | Ares Name Remark
o '7"2:‘5 T g2.168218.00 8 Glor Liu s18g188 Agosss Routel checkpeint] Only Gard Area Name
2 '7"2;‘5 T8 102.188.218.80 8 Glori Liu siaies Access Route1 checkpaint2 Oy Gard Area Name
2 '7"2:;‘ T8 102 188.218.80 8 Glori Liu 5189188 Access Route1 checkpoint2 Only Card Area Name
o '7"2‘;::‘ 15 g2.168218.00 8 Glor Liu s18g188 Agosss Routel checkpeint] Only Gard Area Name
E '7"2‘;‘: 35 g2.168218.00 7 Jacky Xiang 6323004 Acoess Route1 checkpoint2 Only Gard Area Name
20 '7"2:55 1353 | a2 108:218.60 7 Jacky Xiang ga23004 Access Routel sheckpaint] Gy Card Area Name
TS g2 1es21m00 8 Glori Liu 5189188 Agosss route1 checkpeint] Only Gard Area Name
E '7"2;‘:‘ T e2.168218.00 8 Glor Liu s18g188 Agosss route1 checkpeint2 Only Gard Area Name
E '7"2;‘: T e2.168218.00 7 Jacky wiang sa23004 Agosss route1 checkpeint2 Only Gard Area Name
E '7"21';5 T gz.168218.00 7 Jacky xiang 5323004 Accsss routed checkpaint] Only Card Area Name
20 '7"21"35 154 | 4go 108:218.60 5 Necol ve 13280070 Acoess route checkpoint2 Only Card Area Name
TSI 152 10821800 5 Necal Ye 13280070 Agosss route1 checkpeint] Only Gard Area Name
E '7"25::‘ T e2.168218.00 2 Lucky Tan 5155288 Agosss route1 checkpeint] Only Gard Area Name
* '7"2;:' T g0 16821860 2 Lucky Tan g155268 Acoess routed checkpeint Only Card Area Name
* '7"2;:' T ygp 16221860 2 Lucky Tan g155268 Acoess routed checkpeintd Only Card Area Name
20 '7"2‘;;5 153 | g0 1p8:218.60 2 Lucky Tan a155288 Acoess route checkpoint2 Only Card Area Name
* '7"2;;5 T ygp 16221860 2 Lucky Tan g155268 Acoess routed checkpeintd Only Card Area Name
* '7"2;‘35 T ygp 16221860 2 Lucky Tan g155268 Acoess routed checkpeint Only Card Area Name

Created on: 0171215 154528

Greated from ZKEioGecurty sofware. Al rights reserved. [

Click [Reports] > [Patrol Route Statistics] to view all normal and abnormal situations collected during
the patrol process.

You can export patrol route statistics into an Excel, PDF, or CSV file. See the following figure.

ZKTECO

Patrol Route Statistics

Supposed Patrol Missed patrol Wrong patrol

Route Mame Plan Mame Statistics time Real patrol imes .
Times times number

Abzence times Patrol Subject

Amber Lin,Necol
e, Jacky Xiang.
) . Glori Liu,Lilian Mei,
plani 2017- 2[_:;5 13:30: 2 2 o o o Jerry Wang,Bemry
Cao Lucky Tan,
Shermy Yang.Leo
Hou,
Lucky Tan,Jemy
Wang.Mecal e,
. Leo Hou, Shemy
Routel plant 2017 2[':'35 18:00: 2 2 ] 1 o “Yang,Lilian Mei,
Bemy Cao,Amber
Lin.Jacky Xiang,
Glori Liu

route

Click [Reports] > [Patrol Personnel Statistics] to view patrol statistics of patrol personnel.

You can export patrol personnel statistics into an Excel file. See the following figure.
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[ Patrol Personnel Statistics
Personnel ID Person Name Route Name Plan Name Statistics time Supp_ur:i;;defatro\ Real patrol times Mis::ien.dle;;atrol Wrr?gg.lt;:s:rol Absence times

§ 4 Berry Cao route plan 2?;2;20_;5 2 2 0 0 0
{ 3 Leo Hou route plan1 2?;282685 2 2 0 0 0
{ 8 Glori Liu route plan1 2%73820;5 2 2 0 0 0
§ 2940 Sherry Yang routed plan1 2[1];73[1]20_;5 2 2 0 0 ]
{ B Amber Lin routed plani 2?;2;2[;;5 2 2 0 0 0
{ 5 Necol Ye route plan1 2?;73;20;5 2 2 0 0 0
§ 7 Jacky Xiang routed plan1 2[1];2[1]2655 2 2 0 0 ]
{ 3 Amber Lin Route1 plan1 2?;70[1]2[;;5 2 2 0 0 0
{ 4 Berry Cao Route1 plan1 2?;70;20;5 2 2 0 0 0
{ 1 Jerry Wang Route1 plan1 2%70826;5 2 2 0 0 ]
{ 9 Lilian Mei Route1 plan1 2?;2[1]2[]_;5 2 2 0 0 0
{ 7 Jacky Xiang Route1 plan1 2?;7082[;;5 2 2 0 1 0

:Number of times that the patrol personnel should normally patrol.
: Number of times that the patrol personnel actually patrol.

: Number of times that the patrol personnel do not patrol based on the patrol
route.

:Number of times that the patrol personnel miss one or more checkpoints in the
patrol route within the patrol time.

:Number of times that the patrol personnel do not patrol.
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The system supports video linkage of access elevator control. You can achieve the management of
DVR / NVR / IPC, real-time video preview, video records query and automatically popping up of
linkage events.

You need to add video device, set linkage function in Linkage Setting and Global Linkage in
advanced.

#Note: The current software only supports HIKVision, ZKIVision and Dahua devices. For more details
about the devices models, please contact technical support personnel to confirm.

Click [Video] > [Video Device] > [Video Device] > [New]:

New
Device Brand® HIKVision v
Protocal Type® ® Private  Onvif
Device Name*
Host Address”
IP Port* 8000
Username” admin
Password® e
Area Name* Area Name

: The current software version supports only ZKTeco, HIKVISION, Dahua, Axis, Panasonic
and Geovision brands. For each brand supporting models, please refer to the Hardware
Support List for Video Module.

: The Private or Onvif protocol is automatically selected after Device Brand is specified.

: Any characters within a length of 30.
- Input the device's IP address.
: The default corresponding IP Port will display after select Device Brand.

: Any characters within a length of 15(no blanks).
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: Any characters within a length of 32(no blanks).
: Divide area for the device.

#Note: After adding device, only the device name and area name can be modified again, other
options cannot be modified.

Select a video device in the list, and click [Enable] or [Disable].

Select a video device in the list, and click [Edit] or [Delete].

When the communication parameters are modified in the device, the modification must be
synchronized to the software to keep the consistency, otherwise all the channels of the video device
will not work normally.

Select a device, click [Communication Settings]:

Communication Settings

Serial No.* DS-2CD2012-120140819C
Host Address” 192.168.1.94

IP Port* 8000

Username” admin

Password® | e

Click [Video Linkage Operation Guide], guide users to add video equipment, binding cameras for
access control equipment and set the linkage.

When adding a video device, the system will automatically detect the number of cameras on this
device, that is, the number of channels, and generate a number of channels accordingly. For
example, a video device has 16 cameras. After adding this device, the system will generate 16
channels, and name the channels by default using the format "Device name-channel No.".

Click [Video] > [Video Device] > [Channel]:
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Device Mame | | Channel Name Arsa Name [ - | Q W

The current query conditions: Mone

(v Refresh ~/ Enable (/) Disable

(] Channel Name Channel Area Name Device Name Enable Operations
Number

] Channel1 0 Area Name Ih ] Edit

Click [Edit] below Operations in the list:

Channel Name* Channel 1
Device Name* Ih
Channel Number* 0
Channel Status” Enable

o o

Fields are as follows:
Channel Name: Any characters within a length of 30.

Device Name, Channel Number and Channel Status are not editable in this page. You can modify
them in Video Device. The channel number is the channel number in video device.

11.3 Video Preview

Click [Video] > [Video Device] > [Video Preview], the left side is the device and channel lists, click a
channel to view the monitor screen.
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Video Device Video Preview

4 (G Area Name
4 = Video 1
@ Channel 1

2015-01-28 19:57:54

Total of 1 records

Re-click the channel to shut down the screen.

= Notes:

1) A video can allow five users to preview at the same time. In chronological order, the exceeded
users cannot preview the video normally, and the page will be grey.

2) If there are no video controls in the system, the prompts will be displayed:

Video Preview

Video preview failed, please try the following:
1.Download and install the controls.

2 Please uninstall the old version of the control, and then download and install the
latest control.

Click here to do adAfter installation is complete, refresh your browser video.

Click "Click here to download”, the controls will be downloaded. Install the controls, and refresh the
page, you can view the monitor screen normally. To prevent the video displayed abnormally, please
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install the controls that ZKBioSecurity offered.

View the records of catching pictures and videos.

Click [Video] > [Video Device] > [Video Event Record]:

Device Name || | Channel Name

The current query conditions: None

(v Refresh [fj Delete [ Clear All Data

Start Time End Time Area
2015-03-19 13:53:33  2015-03-19 13:53:33  Area Name
2015-03-19 13:53:33  2015-03-19 13:54:03 Area Name
2015-03-19 13:44:56 2015-03-19 13:44:56 Area Name
20150319 13:44:56 2015-03-19 1314526 Area Name
2015-03-19 13:43:43 2015-03-19 13:43:43 Area Name
2015-03-19 13:43:43 2015-03-19 13:44:13  Area Name
2015-03-19 13:41:.09 2015-03-19 13:41:09 Area Name

2015-03-19 13:41:08 2015-03-19 13:41:38 Area Name

2015-03-19 13:40:18 2015-03-19 13:40:18 Area Name

The media file is:

Device

Area Name

Channel Name

Ih-1

Ih-1

Ih-1

Ih-1

Ih-1

Ih-1

Ih-1

Ih-1

Ih-1

Media File Status

F o ®@Hl®H®EH

Capture Success
Video Success
Capture Success
Video Success
Capture Success
Video Success
Capture Success
Video Success

Capture Success

® :Indicates that the linkage type is “Video”, you can click to download this file. Please choose a third

part of video player to play the file, or else it cannot be played normally.

& : Indicates that the linkage type is “Capture”, you can click to view this file.

#Note: If the "Video” and “Capture” are both selected, there will be 2 records. For more details
about the way to set the linkage type, please refer to Linkage Setting

Click [Video] > [Video Device] > [Parameters]:

Save The File

Video File Path : |D:kBioSecurityFiIe‘.\.ridwicleaLinkageFile

Video File Clean Up

‘When disk space iz less than | 1 GB, (e) delete the previous video files and photos () do not record and capture
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- Path for storing files when the server records videos or capture images.

: When the disk space for storing video files is smaller than the pre-set value, you
can choose to delete the old video files or not to record videos or capture images. If you choose
Delete, the software will delete the video files that are generated in the earliest day and continue to
record videos; otherwise, the software does not record videos.

Firstly, Ensure IE11 and above version browser is available, client and Video Server are on the same
network segment and the video ActiveX installation is successful. If the ActiveX installation fails,
above all, uninstall the video ActiveX that were originally installed, run the "regsvr32-u
NetVideoActiveX23.0cx"command, and then in the browser, set all the options in "Tools -> Internet
Options -> Security -> Custom Level" on the ActiveX to "Enable or Prompt", re-open the browser,
re-login screen and open the video preview page, run the button "all add items of the site".

Check whether the network or power is connected normally. Refresh the page after ensuring that
the connection is normal, refresh the page, and re-open the video preview.

Make sure to use IET1T and above version browser, client and Video Server on the same network
segment and the video ActiveX installation is successful. Also, view whether the browser is
preventing the temporary window pops up, if it is, change to allow window pops up to the site.

First, ensure that the software server has set Time Server (keep the Windows time service and has set
the NTP function of the video server), it is recommended to set the time interval of the video server
smaller to ensure accurate synchronization software server and video server time, so as to keep the
time consistent between software server and controllers. It is recommended set Linkage Recording
Time more than 5 seconds, to avoid executing video linkage commands delay, which may lead to
the downloaded Okb video file.

Desktop Experience feature needs to be added in windows server2008 before the normal use of the
video.

Step 1: Run” services.msc” to open the “Service Manager”.

Step2: Set the start type of “Windows Audio” and “Themes” as Automatically Start.
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Step3: Run the service manager, click [Add functions], check the “Desktop Experience” box and click
[Install]. Reboot the server after the installation is done.

Please choose a third part of video player to play the file, or else it can’t be played normally.

The old NPAPI controls are disabled in chrom42 or above version. You should open the browser, and
enter “chrome://flags/#enable-npapi” in address bar to enable the controls.
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System settings primarily include assigning system users (such as company management user,
registrar, access control administrator) and configuring the roles of corresponding modules,
managing database, setting system parameters and view operation logs, etc.

Click [System] > [Basic Management] > [Operation Log]:

Operation User l:l Qperation Time From To More

The current query conditions: None

("* Refresn [ # Export

Operation User  Operation Time Operation IP Module Operating Object Operation Type Operation Content Result
admin 2017-11-30 14:52:36  192.168.191.253  System User Login Login [ A
admin 2017-11-30 14:11:21  192.1658.191.253  System User Login Login (]
admin 2017-11-30 125912 192.168.191.253  System User Logout Logout @
admin 2017-11-30 12:40:07  192.168.191.253  System User Login Login G
admin 2017-11-30 11:51:46  192.168.191.253 System User Login Login G
admin 2017-11-30 11:561:42  192.168.191.2563 System User Login Login (/]
admin 2017-11-30 11:46:40  192.168.191.2563  System User Login Login (/]
admin 2017-11-30 10:33:28  192.168.191.253  Sysiem User Login Login [/}
admin 2017-11-30 03:46:43  192.168.191.253  System User Login Login [
admin 2017-11-28 18:27:40  192.165.191.253 System User Login Login (]
admin 2017-11-28 18:05:23  192.168.191.253 System User Login Login ]
admin 2017-11-28 1715117 192.168.191.253  System User Login Login @ S

All operation logs are displayed in this page. You can query specific logs by conditions.

: Export the operation log records, save to local. You can export to an Excel, PDF, or CSV file.
See the following figure.
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ZKTECO

Operation Log
Operation User Operation Time Operation |P Maodule Dperating Object Operation Type | Operation Content Result
admin 207 2;'58 1508 127.0.0.1 Visitor Visitor Export Export Succeed
admin 20171218 1502 127.0.0.1 Elevator #Aecess Rights By Export Export Succeed
40 Personnel
2017-12-18 15:03: A Rights B
admin 127.0.041 Elevator ooess g ¥ Export Esxport Succeed
17 Floar
admin 20712181502 127.0.01 Elevator Al Excaption Export Export Succead
59 Evenis
2017-12-18 15:01:
admin 97 127.0.041 Elevator All Transactions Export Esxport Succeed
admin 2017 2;_18 14:25 127.0.01 Attendance Appended Receipt Export Export Succead
admin 207 2;118 1424 127.0.01 Attendance Leave Export Export Succead
2017-12-18 14:24:
admin 05 127.0.041 Attendance Leave Export Esxport Succeed
admin 207 2:58 42z 127.0.01 Attendance Business Trip Export Export Succead
2017-12-18 14:23:
admin 25 127.0.041 Attendance Go Out Export Esxport Succeed
admin 2017 2;58 14:22 127.0.01 Attendance Creertime Export Export Succead
admin 207 2;:;8 1% 127.0.01 Attendance Creertime Export Export Succead
2017-12-18 14:06:
admin 58 127.0.041 Attendance Adjust and Append Export Esxport Succeed
2017-12-18 14:04:
admin 21 127.0.01 Attendance Adjust Shift Export Export Succead
2017-12-18 14:02:
admin 2 127.0.041 Attendance Adjust Shift Mew 5 Succeed
admin 2017 2;{8 14:00: 127.00.1 Attendance Adjust Shift Mew 4:3 Succead
admin 207 2;;8 1358 127.0.0.1 Attendance Adjust Shif New 3 Succeed
2017-12-18 13:55:
admin 40 127.0.0.1 Attendance Adjust and Append Mew 33 Succeed
Created on: 2017-12-18 15:07:23
Created from ZKBloSeourty sofware. Al rights reserved. 128
Click [System] > [Basic Management] > [Database Management]:
Username
The current query conditions: MNone
(_* Refresh i+ Backup Immediately -, Backup Scheduls
Uszemames Start Time Databage Version Backup Immediately Backup Status Backup Path Operations

All history operation logs about database backup are displayed in this page. You can refresh, backup

and schedule backup database as required.

Backup database to the path set in installation right now.

#Note: The default backup path for the system is the path selected during the software installation.

For details, refer to  { Software Installation Guide ) .
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® Backup Schedule
Click [Backup Schedule]:

Backup Schedule

From | 2014-08-08 18:00:00 StartEvery |7 ¥ |Day

The last backup time:None
The next backup time:2015-03-27 18:00:00,left 7 day 7 hour 59 minute 39 second.

Prompt

A The backup copy ofthe database, the database server and the server must be on
the same computer. If the backup fails, please refer to the user manual in users of
the FAQL

BT T

Set the start time, set interval between two automatic backups, click [OK].
® Restore DataBase

1. Click the start menu of the PC>[All programs]=>[ZKBioSecurity]> Then run “Services Controller”,
and you can find out the icon of “Services Controller” in Taskbar as follow, right click that icon, then
left click “"Restore Database”.

@& Default Programs
[@ Desktop Gadget Gallery
(& Internet Explorer
2] Windouws DVYD Maker
=5 Windows Fax and Scan ;
& windows Media Center e
\E‘ windows Media Player Documents
@’ wWindows Update
g %P5 Viewer Pictures
. Accessaries
Ju Games Music
. Maintenance
L Premiumsaft E=mics
e Startup Configure the Server Port
.. ZkBioSecurity Computer .
fl Environment Testing Taols [ Configuration Database
L) services Canitroller Control Panel Configuration Database Local Backup Path
" Uninstall ZKBioSecurity y »
g ZKBinSecurity Devices and Printers = _
Service is running, click here to stop
Default Programs
Exit
Help and Support
«  Back Windows Security
= Customize...
[15earch programs and files F2 Loooff |»
. 935 AM
72 e 2 )
[7start @ E RG] alefznis =

2. In the popup window, click “Browse” to choose the backup file to restore the database.

#Note: Before restoring a database, it is recommended that you back up the current database to
avoid data loss.
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BN Restore Database

-Restore Database
Flease select a file to restare the database:

| | | Browse. .

Festore

12.1.3 Area Setting

Area is a spatial concept which enables the user to manage devices in a specific area. After area
setting, devices (doors) can be filtered by area upon real-time monitoring.

The system, by default, has an area named [Headquarters] and numbered [1].
® Addan Area

Click [System] > [Basic Management] > [Area] > [New]:

If the new area in the area failed to show the list, please contact the
administrator to re-authorize the user to edit the area!

Area Number®

Area Mame*
Parent Arsa”™
Remark

Ern EEE T
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-1t must be unique.
: Any characters with a length less than 30.

: Determine the area structure of system.

Click [OK] to finish adding.

Click [Edit] or [Delete] as required.

Click [System] > [System Parameter]:

[ * Refresh

Create Time Parameter Value Description
2017-02-04 10:50:52 ZKBinSecurity System Mame
2017-02-04 10:50:52 3.0.3.0_Beta System Yersion
2017-02-04 10:50:52 3.00.11 Databazse “Yersion

Set the email sending server information. The recipient e mail should be set in Linkage Setting.

Click [Basic Management] > [Email Management] > [Email Parameter Settings]:
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Email Farameter Settings

Email Sending Server®

Port*

Email Account”

Password®

Sender Name

Prompt

A\ 1.Please fill in the correct mailbox parameters.

A 2.Confirm the filled in mailbox SMTP service is provisioning.

A A mail of connection test will be sent to your designated mail box.

Test Connection

#sNote: The domain name of E-mail address and E-mail sending sever must be identical. For
example, the Email address is: test@gmail.com, and the E-mail sending sever must be:
smtp.gmail.com.

12.1.6 Data Cleaning

The data cleaning time settings are available to set. The data volume will increase with the use of the
system. To save the storage space on the disks, you need to periodically clean expired data
generated by the system.

Click [Basic Management] > [Email Management] > [Email Parameter Settings]:
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Record

Patrol Transaction* Retains the recent | 15 ¥ months of data Execution Time 05:00:00

v (Carefully clean up)
Access Transaction* Retains the recent | 15 v 'months of data Execution Time 01:00:00 A (Carefully clean up})
Elevator Transaction* Retains the recent | 15 ¥ months of data Execution Time 01:00:00 v (Carefully clean up)

Visitor Transaction® Retains the recent months of data Execution Time 06:00:00 (Carefully clean up)
Video Transaction* Retains the recent months of data Execution Time 01:00:00 (Carefully clean up})

-

-

System
System Operation Log* Retains the recent | 15 ¥ months of data Execution Time 03:00:00 v (Carefully clean up)
Device Commands*® Retains the recent | 6 ¥ months of data Execution Time 02:00:00 v Immediately Clean Up
Database Backup File® Retains the recent | 6 ¥ months of data Execution Time 04:00:00 v Immediately Clean Up
Prompt

A Cleaning frequency is executed once every day, clean up the number of reserved months before data set.
A\ Execution Time refers to the time when the system staris to perform a data clean-up

A\ When you click OK, the system will automatically according to the user's settings, the expired data system cleaning.

The system executes Immediately Clean Up operation after it is clicked and [OK] is clicked. Without
clicking [OK], the system will not clean data.

& Note: In order to reduce the load of the system and not to affect the normal running, the cleaning
time should be set in the 1 o'clock am.

12.1.7 Audio File

Click [Basic Management] > [Audio File] > [New]:

File Upload® Not Uploaded
File Alias™ |

Size |

Suffix |

A\ Please upload a wav or MP3 file, the size of 0 to 10MB!

I EEE T

You can upload a sound from the local. The file must be in wav or mp3 format, and it must not
exceed 1T0M.

12.1.8 Certificate Type

The types of certificates available for registration in the system, where you can add, delete, enable,
disable these document types as follows:
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(% Refiesh New (fj* Delete =/ Enable () Disable

[ Certificate Type Certificate Code  Country
(]
Passport

Driver License

{0 o R ]
o W

Others

United Arab Emirates

Module Name

Hotel Visitor
Hotel Visitor
Hotel Visitor

Hotel Visitor

IDReader OCR Status Operations

0o 0 O
0 0 & 0
@ & o

® Add

Click ™™ o input the Certificate Type Name and check the Module Name, click [OK].

Ceriificate Name*

fodule Name

[Personnel
lwvisitor

[wHotel

EIIn EEaE TN

® Delete/Enable/Disable

Select the Certificate Type, click [Delete]/ [Enable]/ [Disable]], perform the appropriate action. “v/"
means to enable the certificate, “—"means to disable the certificate.

12.1.9 Parameters

Configure the system-related settings parameters, as shown below:

'Module Menu Style |

Display lcons: (e)Yes

(No

Display lcons: You can choose display icons or not.
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12.2 Authority Management

12.2.1 User

Add new user and implement levels for the user in the system.

1. Click [System Management] > [Authority Management] > [User] > [New]:

Usemame* | |
Username should be composed between 1-30 characters
and in letters numbers, or symbols (@704

Password” asenes |
Password is a composition of 4 to 18 characters, default is
111141

Confirm Password® |------ |

State |Enahle

Superuser State ]

Role Group | i‘

Auth Department | E|
If you select no department, you will possess all
depariment rights by default.

Authorize Area | -]
If you select no area, you will possess all area rights by
default.

Email | |

First Name | |

Last Name | |

Fingerprint Register
Download Driver

C o]

Fields are as follows:
Username: Any characters within a length of 30.

Password: The length must be more than 4 digits and less than 18 digits. The default password is
111111,

State: Enable or disable the user to operate the system.
Super User State: Enable or disable the user to have the superuser’s levels.

Role Group: Non-super user needs to choose a role group to get the levels of the group. The role
group must be set in advanced in_Role Group.
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Authorize Department: No department means the user possesses all department rights by default.
Authorize Area: No area means the user possesses all area rights by default.

Fingerprint: Enroll the user fingerprint or duress fingerprint. The user can login the system by
pressing the enrolled fingerprint. If the user presses the duress fingerprint, it will trigger the alarm
and send the signal to the system.

2. After editing, click [OK] to complete user adding, and the user will be shown in the list.

Click [Edit] or [Delete] as required.

12.2.2 Role

When using the system, the super user needs to assign different levels to new users. To avoid setting
users one by one, you can set roles with specific levels in role management, and assign appropriate
roles to users when adding users. A super user has all the levels, can assign rights to new users and
set corresponding roles (levels) according to requirements.

1. Click [System Management] > [Authority Management] > [Role] > [New]:

Role Mame™

Asszign Permissions®
Personnel
(7] Person
3 Department

[ Custom Attributes
[7] Parameters

[ card
[ wiegand Format
[ lssued Card Record

[ seectan  [F) B

Cocmine ok Cars
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2. Set the name and assign permissions for the role.

3. Click [OK] to save.

You can add role groups to the system. A role group has all the levels assigned to roles within the
group. An appropriate role group can be directly assigned to a newly-added user. Include all the
levels for using all the service modules of the system and the system setup module. The default
super user of the system has all the levels, can assign rights to new users and set corresponding role
groups (levels) according to requirements.

1. Click [System Management] > [Authority Management] > [Role Group] > [New]:

Mew

Group Name*
Assign Role*
Parent Group

Group Description

2. Set the name and parent group, assign role for the group.

3. Click [OK] to save.

1. Activate the API through authorization. You can check whether the APl has been activated on the
About page (The API Authorization menu is displayed in System Management only when the APl is
activated), as shown in the following figure:

Activated -

2. Log in to the system (as the super user, for example, admin) to enter the software. Click [System
Management] > [Authority Management] > [API Authorization]. Add a client ID, which must be
unique, and a client secret, which will be used when the APl is invoked (only when the client ID and
secret are added can the next APl operation page be displayed normally. Otherwise, the access is
abnormal):
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[0 Basic Management O Chient ld Q ®
The current query conditions: None

(v Refresh [ ® New [ffj Delete [ | Browse API

User O Client Id Client Secret Created Date Operations

I.'I'.l Authority Management (=)

Role [[] Test Test 2017-06-28 20:58:46 dit Delete

Role Group

Client Register

3. After the client ID and secret are added, click Browse APl on the API Authorization page to skip to
the APl operation page (The page of the ZKBioSecurity system must be open for normal access of
the API operation page). This page provides multiple APIs:

i ZKBioSecurity : 168.214.143: irapi- Explore

ZKBioSecurityAPI

AccLevel ShowfHide

Card Show/Hide

Department Show/Hide | List Operations

Device Show/Hide

Door Show/Hide

Person Show/Hide

Reader Show/Hide

Transaction ShowfHide

[ BASE URL: /api |

When APIs are invoked, URLs of all request APIs must contain the access_token parameter, whose
value is determined by the client key configured on the background (if there are multiple keys, only
one is selected), for example:

Request URL

http://11@.808.38.74:6066/api/acclevel /getById/2

The access_token parameter must be added when the API is invoked (one request URL can be
invoked):
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http://110.80.38.74:6066/api/accLevel/getByld/2.

12.2.5 Client Register

You can add client types for the system and generate registration codes for client registrations of
each module function. The number of allowed clients is controlled by the number of allowed points.

("% Refresh New Reset ([ Delete

(1]

Registration
Code

3073C1

O

SEFEF3

O

FFF3E2

(1]

EF5D1C

(1]

D29FAT

O

Client name

Registration Activation Activated Date Created Date
Key

2017-06-28 17:58:47
2017-06-27 17.36:53
2017-06-27 17:36:49

2017-06-27 17:36:45

o 0 0 0 O

2017-06-27 17:36:41

Client Type

Card Printing-Parsonnel
APP Client
APP Client
APP Client

APP Client

Operations

Delete
Delete Reqister GR-code

Delete Reqister GR-code

Delete Reaqister OR-code

Delete Register OR-code

1. Click [System Management] > [Authority Management] > [Client Authorization] > [New] to go to

the [New] page:

Client Type* — v
) ) .
Registration Code APP Client
OCR-Persannel
OCR-Visitor

ID Reader-Personnel
ID Reader-Visitor
Card Printing-Personnel

Coneamonen | oc ] omca ]

Client Type: The value can be APP Client, OCR-Personnel, OCR-Visitor, ID Reader-Personnel, ID

Reader-Visitor or Card Printing- Personnel.

Registration Code: The registration code for [APP Client] is used under [Network Settings] on the APP

login page and that for [Print Card-Personnel] is used under [Parameter Settings] > [Client

Registration]. Only new registration codes added on the server are authorized and one registration

code can be used by only one client.

2. Toreset a client, select the client and click [Reset].
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Are you sure you want to perform the Reset
operation?

Click [OK] to reset the client.
3. To delete a client, select the client and click [Delete].

Are you sure you want to perform the delete
operation?

Click [OK] to delete the client.

12.3 Communication

Click [System Management] > [Communication] > [Device Commands], the commands lists will be

displayed.

The current query conditions: None

(v Refresn  fffj> Clear Commands [ # Export

[} Seral No.

108 4602357070864
107 6564150400091
106 6564150400091
105 6564150400091
104 6564150400091
103 6564150400091
102 6564150400091
101 6564150400091
100 6564150400091

Content
DATA QUERY tablename=transaction fielddesc="filter=NewRecord
DATA QUERY tablename=transaction fielddesc="* filter=NewRecord
DATA QUERY tablename=transaction,fielddesc=" filter=NewRecord

SET OPTIONS DateTime=489008522

Q @

Submit Time

2015-03-20 00:00:00

2015-03-20 00:00:00

2015-03-19 20:42:02

2015-03-19 20:42:02

DATA UPDATE userauthorize Pin=33 AuthorizeTimezoneld=1 Autharizel 2015-03-10 20:42:02

DATA UPDATE user CardNo=2453386 Pin=33 Password= Group=0 Star 2015-03-19 20:42:02

SET OPTIONS Door1Drivertime=5,Door1KeepOpenTimeZone=0,Door1v 2015-03-19 20:42:02

DATA UPDATE timezone Timezoneld=1 SunTime1=2359 SunTime2=0 5§ 2015-03-19 20:42:02

SET OPTIONS DateTime=489098522

2015-03-19 20:42:02

Return Time Returned Value

2015-03-19 20:42:06 0

2015-03-1920:42:06 0

2015-03-1920:42:12 -10053

2015-03-1920:42:12 0

2015-03-1920:42:09 0

2015-03-1920:42:06 0

2015-03-1920:42:03 0

If the returned value is more than or equal to 0, the command is successfully issued. If the returned
value is less than 0, the command is failed to be issued.

Clear Commands: Clear the command lists.

Export: Export the command lists to local host. You can export to an Excel file. See the following

figure.
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Device
Commands

ID Serial Number

Content

Immediately Cmd

Submit Time

Return Time

Returned Value

1504 20100501999

DATA UPDATE
userauthorize
Pin=2AuthorizeTi
mezoneld=1Auth
orizeDoorld=1
Pin=1AuthorizeTi
mezoneld=1Auth
onizeDoorld=1

false

2017-12-18
10:51:15

2017-12-18
10:51:21

1502 20100501999

DATA UPDATE
mulcarduser
Pin=2CardMNo=5d
ecl2LossCardFla
g=0CardType=0
Pin=1CardMNo=44
12c5LossCardFla
g=0CardType=0

false

20171218
10:51:14

20171218
10:51:21

The system integrated outsourcing LED equipment (control card: ZK-LEDKZK-1/2), provides a
window to display data; it can provide customers personnel in the access area quantity statistics,
real-time information about personnel going in and out and personnel information in the area, etc.

0 ’ )
I:EI Basic Management @
"IT Authority Management  (3)

E‘l Communication @ O

&3 Extended Management (0
t =

Device Name:

The current query conditions: None

IP Address Port

Default Pass Code  Screen
‘Width

Screen Enable  Automatic Distribute LED Title
Data

Height

(v Refiesh [ % New (fi Delete ~/ Enable () Disable Manually defined content  £72 Synchronize All Data to Devices Restart ¥ Modify IP Address

Operations

Click [System]> [Extended Management]> [LED Device]> [New]. The page is displayed as follows:
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Device Name*

IP Address”

Port* 5200

Default Pass Code” 255 .285 . 255 . 255
Screen Width*

Screen Height*

LED Title

Block Number®

Show Time |

Automatic Distribute Data v

Delete data in device when new 1

Block Lavout

Coovemanon 0§ corcer |

Fields are as follows:

Device Name: Name of the LED device.

|P Address: IP address of the LED device.

Communication Port: The default port is 5200.

Default Pass Code: The default value is 255.255.255.255.

Screen Width: Width of the dot matrix (resolution).

Screen Helght: Height of the dot matrix (resolution).

LED Title: Select whether to display the title. If the parameter is left blank, the title is not displayed.

Block Number: Number of blocks that the LED is divided into (Note that the blocks do not contain
the title and system time blocks).

Automatic Distribute Data: By default, this parameter is selected. You send data to the LED in the
access control module only when you select this parameter. Otherwise, the content to be sent needs
to be manually defined.

Delete data in device when new: Delete the original data in the device when adding LED device.

Block Layout: After you click the block coordinate, the following box is displayed:
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A\ Starting point ', the starting point of ' is the X ads of the selected block and the left upper
vertesxx of the X axis, the sds distance. Width, height. width, height.

4 [ Block Layout

ot
[ Bilock

S me)(:_po-: With: o px

7 Blocks From Y:|0 p:-c Height: 12 ptx

[ Blocks Font:  |1Zox Diispiay Effect Display Ir
W

D EEE T

= Notes:
1. Parameters must be set for each block.

2. The height of each block must be equal to or larger than 12. Otherwise, the letters cannot be
completely displayed.

3. The total height of all blocks cannot be larger than the screen height.
® Edit

Click a device name or [Edit] under [Operation] to go to the edit page. After editing the device, click
[OK] to save the setting.

® Delete

Click a device name or [Delete] under [Operation] in the device list and click [OK] to delete the
device or click [Cancel] to cancel the operation. Select one or more devices and click [Delete] above
the list and click [OK] to delete the selected device(s) or click [Cancel] to cancel the operation.

® fnable and Disable
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Select a device and click [Enable/Disable] to start/stop using the device. If the device is enabled, data
is transmitted to the device. Otherwise, no data is transmitted to the device.

Synchronize the LED block layout and LED data setting in the system to the device. Select a device,
click [Synchronize All Data To Devices], and then click [Synchronize] to synchronize the data.

After you restart the device, the LED control card system will be restarted, data on the screen is
cleared and data saved in the system is restored. After the device is successfully restarted, click
[Synchronize All Data To Devices] to display all distributed content on the LED screen.

Modify the IP address of the device. The default IP address of the control card is 192.168.1.222.

Select a device and click [Manually defined content]. The page is displayed as follows:

Manually defined content

Device Mame 192 168 214138

block-1 Please enter the content
block-2 Flease enter the content
block-3 Please enter the content

zNotes:
1. At least one block must be selected for distribution of manually defined content.

2. After the manually defined content is selected, the access control module cannot send data to the
LED device.
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13. Appendices

Common Operations
® Select Personnel

The selected personnel page in the system is always as below:

e

The current query conditions: Nong

Alternative Selected(D)

Personnel No MName Department

Personnel No. Name Department
Name

Name
o 1 Staff1 Department Name

o 33 Staff2 Department Name

<] < From1Te2 [ (5[ 50 rows per page

. TN

You can select the personnel in the Alternative list, or you can also click [More] to filter by gender or
department.

Name Retracta Q TgJ

The current query conditions: None

Department =| Gender |

Click * to move the selected personnel in to the selected lists. If you want to cancel the
movement, click = .

® SetDate and Time

Click the date and time box:
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HostVisited* | 11(Staff 1)

ID Type*

ID Number*

Visitor Name* |First Middle Last

Company |

Visit Reason Visit

Visited Date” |2CI'1 5-03-20

Ma  Tu
m- -
3
10
17
24
k3l

Click the Year to select by rolling click 4 or [.Click the Month and Date to select directly.
® Import (take the personnel list importing as an example)
If there is a personnel file in your computer, you can Import it into the system.

1. Click [Import]:

File Format ® Excel () Csv

Destination File Choose File |No file chosen

Header Start Rows The default is the second row.
Delimiter |:|

Fields are as follows:

File Format: Select the file format to be imported.
Destination File: Choose file to be imported.

Head Start Rows: which row is the first row to be imported.

Delimiter: The delimiter of CSV format file, only “." and “-" are available.

2. Click [Next Step]:
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Database fields

Personnel No.*
MName
Department Name
Card Number
Gender

Passwaord

Maobile Phone
Create Time
Email

Birthday

Pin exists to update the data: @Yes ( No

Importing data fields

‘F‘ersonnel MNao.

‘Name

‘Department

‘Card Number

‘Gender

‘ Fassward

‘Mobile Phone

‘ Create Time

‘Email

\ Birthday

" "

3. Select the feeds to be imported to the system. "-------------- indicates the fields will not be

imported.

4. Click [Next Step]:

All data impaorted successfully!
Succeed: 2, Failed: 0.

The data is imported successfully.

= Notes:

Complete

1) When importing department table, department name and department number must not be
empty, the parent department can be empty. Duplicated number does not affect the operation, it

can be modified manually.

2) When importing personnel table, personnel number is required. If the personnel number already
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exists in the database, it will not be imported.

1. Click [Export]:

Export

The File Type EXCEL File v

Export Mode * All data (Can export up to 50000 data)
Select the amount of data to export (Can export up to 60000 data)
From the article 1 Strip, is derived 100 Data

2. Select the file format and export mode to be exported. Click [OK].
3. You can view the file in your local drive.

#sNote: 10000 records are allowed to export by default, you can manually input as required.

. In [Only Card] verification mode, the person having open door levels
punch card at valid time period, open the door, and trigger the normal event.

- In [Only Fingerprint] or [Card or Fingerprint] verification mode,
the person having open door levels press fingerprint at valid time period, the door is opened, and
trigger the normal event.

. In [Card and Fingerprint] verification mode, the person having the
open permission, punch the card and press the fingerprint at the valid time period, and the door is
opened, and trigger the normal event.

. press the exit button to open the door within the door valid time zone, and
trigger this normal event.

: indicates the normal event triggered by pressing the exit button
when the exit button is locked

. At the normal open period (set normal open period for a
single door or for first-person normally open), or through the remote normal open operation, the
person having open door permission punch effective card at the opened door to trigger this normal
event.

. At the normal open period (set normal open
period for a single door or for first-person normally open), or through the remote normal open
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operation, the person having open door permission press the effective fingerprint at the opened
door to trigger this normal event.

. In [Only Card] verification mode, the person having
first-person normally open permission, punch at the setting first-person normally open time period
(the door is closed), and trigger the normal event.

:In [Only Fingerprint] or [Card plus Fingerprint]
verification mode, the person having first-person normally open permission, press the fingerprint at
the setting first-person normally open period (the door is closed), and trigger the normal event.

- In [Card plus Fingerprint] verification mode,
the person having first-person normally open permission, punch the card and press the fingerprint
at the setting first-person normally open period (the door is closed), and trigger the normal event.

. After the normal open time zone over, the door will close
automatically.

Remote Normal Opening: When set the door state to normal open in the remote opening operation,
this normal event is triggered.

: When Punch the valid card or use remote opening function to cancel the
current door normal open state, this normal event is triggered.

:In door normal open state, punch effective card for five
times (must be the same user), or select [Disable Intraday Passage Mode Time Zone] in remote
closing operation, and this normal event is triggered.

. If the intraday passage mode time zone is disabled,
punch effective card for five times (must be the same user), or select [Enable Intraday Passage Mode
Time Zone] in remote opening operation, and this normal event is triggered.

:In [Only Card] verification mode, Multi-Person combination
can be used to open the door. After the last card is verified, the system triggers this normal event.

. In [Only Fingerprint] or [Card plus Fingerprint]
verification mode, Multi-Person combination can be used to open the door. After the last fingerprint
is verified, the system triggers this normal event.

- In [Card plus Fingerprint] verification mode,
Multi-Person combination can be used to open the door. After the last card plus fingerprint is
verified, the system triggers this normal event.

: Emergency password (also known as super password) set for
the current door can be used for door open. This normal event will be triggered after the emergency
password is verified.

- If the current door is set a normally open period,
the door will open automatically after the setting start time has expired, and this normal event will
be triggered.

. After linkage configuration takes effect, this normal event will be
triggered.
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Cancel Alarm: When the user cancels the alarm of corresponding door successful, this normal event
will be triggered.

: When the user opens a door by [Remote Opening] successful, this normal event
will be triggered.

: When the user closes a door by [Remote Closing] successful, this normal event will
be triggered.

. In linkage setting, if the user selects Auxiliary Output for Output Point,
selects Open for Action Type, this normal event will be triggered when the linkage setting takes
effect.

. In linkage setting, if the user selects Auxiliary Output for Output Point,
selects Close for Action Type, or closes the opened auxiliary output by [Door Setting] > [Close
Auxiliary Output], this normal event will be triggered.

: When the door sensor detects the door has been properly opened,
triggering this normal event.

: When the door sensor detects the door has been properly closed, triggering
this normal event.

: Will be triggered auxiliary input point is disconnected.

: When the auxiliary input point short circuit, trigger this normal event.

: Will be triggered if device starts (This event of PULL devices will not appear in real-time
monitoring and can be viewed only in event records of reports).

:When the interval between two punching is less than the set time interval,
this abnormal event will be triggered.

:When the interval between two fingerprints pressing is less
than the set time interval, this abnormal event will be triggered.

:In [Only Card] verification mode, if the user having the door
open permission punch but not at door effective period of time, this abnormal event will be
triggered.

- If the user having the door open permission, press the
fingerprint but not at the door effective time period, this abnormal event will be triggered.

. If the user having the door open permission, press exit
button but not at the effective period of time, this abnormal event will be triggered.

- If the user with the permission of opening the door, punches during the invalid
time zone, this abnormal event will be triggered.

. If the registered card without the permission of current door is punched to open the
door, this abnormal event will be triggered.

:When the anti-pass back takes effect, this abnormal event will be triggered.
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:When the interlocking rules take effect, this abnormal event will be triggered.

: When Multi-Person combination opens the door, the card
verification before the last one (whether verified or not), this abnormal event will be triggered.

In [Only Fingerprint] or [Card or Fingerprint]
verification mode, When Multi-Person combination opens the door, the fingerprint verification
before the last one (whether verified or not), this abnormal event will be triggered.

- If the current card is not registered in the system, this abnormal event will be
triggered.

. If the current fingerprint is not registered or it is registered but not
synchronized with the system, this abnormal event will be triggered.

. If the door sensor detects that it is expired the delay time after opened, if
not close the door, this abnormal event will be triggered.

. If the person with the door access level, punches after the effective time of the access
control and cannot be verified, this abnormal event will be triggered.

. If the person with the door access permission, presses fingerprint after the
effective time of the access control and cannot be verified, this abnormal event will be triggered.

. If using [Card plus Password] verification mode, duress password or emergency
password to open door, this abnormal event will be triggered.

- If the current door is in normal open state,
but the user cannot close it by [Remote Closing], this abnormal event will be triggered.

:If the user opening door mode is inconsistent with that set for current door,
this abnormal event will be triggered.

. If the background verification fails, this abnormal event will be
triggered.

. If the background verification succeeds, this abnormal event will
be triggered.

. If no background verification result is returned in the specified
period, this abnormal event will be triggered.

: When Multi-Person combination opens the door, the verification is
failed, and triggers this abnormal event.

: Use the duress password of current door for verifying successfully
and trigger this alarm event.

. Use the duress fingerprint of current door for verifying
successfully and trigger this alarm event.

: Use the duress password or duress fingerprint set for current door for
verifying successfully and trigger this alarm event.
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: Except all normal events, if the door sensor detects that the door is opened,
and this alarm event will be triggered.

: This alarm event is triggered when the opened door is not locked at closing
door time.

: This alarm event will be triggered when AlO device is tampered.

This alarm event will be triggered when the device is disconnected from
the server.

- Inbio5 series controller events, external power down.
:Inbio5 series controller event, built-in battery power-down.
: Alarm event trigger when invalid card swiping five consecutively.

#Notes: The user can customize the level of each event (Normal, Abnormal, and Alarm).

: This normal event is triggered if the verification mode is associated with cards,
and a user with the floor opening right punches his/her card and passed the verification.

: This normal event is triggered if a valid card is punched
after a user with the floor opening right sets the Normally Open periods for a specific floor, or sets
the floor to the Normally Open state through the remote opening floor operation.

: This normal event is triggered if a fingerprint is pressed after
a user with the floor opening right sets the Normally Open periods for a specific floor, or sets the
floor to the Normally Open state through the remote opening floor operation.

: This normal event is triggered if a user remotely releases a button successfully.
: This normal event is triggered if a user remotely locks a button successfully.

: This normal event is triggered if a user performs this
operation on the Remotely Release Button page when a floor is in Normally Open state.

: This normal event is triggered if the user performs this
operation on the Remotely Lock Button page when the Normally Open periods of the floor are
prohibited on the day.

: This normal event is triggered if a user with the button releasing right
presses his/her fingerprint in the "Card or fingerprint" verification mode and the verification is
passed.

: This normal event is triggered if a fingerprint is
pressed after a user with the floor opening right sets the Normally Open periods for a specific door,
or sets the door to the Normally Open state through the remote opening door operation.

- When the preset Normally Open period arrives, the button is
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automatically locked.

: This normal event is triggered if a user selects the continuously releasing
button to set the button in continuously released state on the page for remotely opening the floor.

: This normal event is trigger upon startup of the device. (This event will not appear in
the real-time monitoring, and can only be viewed through the event records in the report.)

: This normal event is triggered if a user with the button releasing right presses the
password in the "Password only" or "Card or fingerprint" verification mode and the verification is
passed.

: This normal event is triggered if the super user remotely releases a button
successfully.

: Release all buttons in the case of emergency so that users can select floors.

: This normal event is triggered if the super user remotely closes floors
(locks the buttons) successfully.

: Restart the elevator control function.
: Temporarily disable the elevator control function.

. This normal event is triggered if the auxiliary input point is
disconnected.

: This normal event is triggered if the auxiliary input point is short circuited.

: This abnormal event is triggered if the actual interval between two times
of card punching is smaller than the interval that is set for this floor.

: This abnormal event is triggered if the actual interval between
two times of fingerprint pressing is smaller than the interval that is set for this floor.

: This abnormal event is triggered if the verification mode is
associated with cards, and a user with the floor opening right punches his/her card beyond the
effective periods.

: This abnormal event is triggered if a user with the floor opening right punches
his/her card beyond the effective periods.

: This abnormal event is triggered if a registered card is punched before the elevator
control right of the current floor is set for this card.

: This event is triggered if the current card number is not registered in the system yet.

: This event is triggered if a person, for whom the elevator control effective time is set,
punches his/her card beyond the elevator control effective periods and verification fails.

: This event is triggered if a person, for whom the elevator control effective time
is set, presses his/her fingerprint beyond the elevator control effective periods and verification fails.

: This event is triggered if the verification mode is associated with the password and
the password verification fails.
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: This event is triggered if the current fingerprint is not registered in the system
or has been registered but not synchronized to the device.

: This abnormal event is triggered if a user with the
floor opening right presses his/her fingerprint beyond the effective periods of the floor.

: This abnormal event is triggered if the current
floor is in Normally Open state and the button cannot be locked by performing the Remotely locking
Button operation.

: This abnormal event is triggered if a card is punched and the Wiegand
format of this card is incorrectly set.

#Note: User can self-define the level of each event (normal, abnormal and alarm).

To use offline elevator control mode, you must use an offline elevator control license.

Add the offline elevator control device to facilitate user management of device in the software.
Among them, rights management is the same as online elevator control, offline elevator control
module does not support most of the functions, such as synchronization data, equipment
monitoring, real-time monitoring. Compared with the online elevator control, the following
functions are missing: event type, device monitoring, real-time monitoring, holidays, global linkage,
all records, all abnormal records, currently only supports synchronization time and modify button
open duration and card writing operation.

New offline elevator devices:
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Click [Elevator Device] > [Device] > [New] on the Action Menu, the following interface will be shown:

Device Name* “ ‘

Device Number* {Range1-254)
Firmware Version™ ACVer 7.0.0.Jul 1 201;

Mumber of Expansion 0

Board

Each expansion board relay 16
numkber

Area® Area Name

£ B T

Fields are as follows:

Device Name: Any character, up to a combination of 20 characters.

Device Number:Range 1 ~ 254, the machine number cannot be repeated.
Firmware Version: Firmware version number of elevator control device.

Number of Expansion Board: Expands the number of floors that the elevator control device can
control.

Fach expansion board relay number: 16 relays per expansion board.

Area: Specify areas of devices. After Area Setting, devices (doors) can be filtered by area upon
Real-Time Monitoring.

#Note: When adding a device, the device number in the software should be the same as the 485
address setting number on the device.

® Synchronize Time

Click [Elevator Device] > [Device] > [Synchronize Time] on the Action Menu, the following interface
will be shown:
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Synchronize Time” 2017-11-30 17:24:48

A Swipe the card on the reader of the controller, the reader will

synchronize the time from the card.

Synchronize device time with current server time.
® Modify Button Open Duration

Click [Elevator Device] > [Device] > [Modify Button Open Duration] on the Action Menu, the
following interface will be shown:

Button Open Duration” | }secmd[{}zﬁsl}
Start Time* 2017-11-30 17:26:39 End Time* 2017-12-10 17:26:39
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Button Open Duration: It is used to control the time period to press floor button after verification.
The default value is 5 seconds; the range is 0~254 seconds.

13.3.2 Initialize Card

Users can initialize the card to restore the default password and sector operation.

Click [Elevator Device] > [Card] > [Initialize Card] on the Action Menu, the following interface will be
shown:

A After initialization, the card will become 3 blank card!

13.3.3 Write Card

Write device number, personnel ID, personnel password, personnel authority, start time, end time,
card number (calculated logic card number) and other related information to the card.

Click [Elevator Device] > [Card] > [Write Card] on the Action Menu, the following interface will be
shown:
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First Name Come

Last Mame

Personnel ID* 21

Card Number* E5B55358
Start Time*

End Time*

A Please set the start time and end time in the edit person page and then write card operation.

Total Progress

[ |

e T
fa]
L

Fields are as follows:

First/Last Name: The maximum length can not exceed 50, does not support comma; value sources
Personnel field, can not add, modify, delete.

Personnel |D: The default maximum length of personnel ID is 9, the effective range is 1-799999999,
which can be configured according to the actual situation. Value sources Personnel field, can not be
added, modified or deleted.

Card number: Card number can not be repeated, the maximum length of 10; value sources
Personnel field, can not add, modify, delete. .

Start time: The effective starting time of the card; value sources Personnel field, can not add, modify,
delete.

End time: The effective cut-off time of the card; value sources Personnel field, can not add, modify,
delete.

#sNote: Personnel related authority (elevator levels), card number and related data can only be write
when the personnel editing page is completely filled in. The card number is calculated logical card
number; the logical card number stored in the database shall prevail.
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13.3.4 Write management card

Management card is mainly used to loss and revert card. When the card is lost or reverted, you need
to write the card information into the management card, thus loss and revert card take effect.

Click [Elevator Device] > [Card] > [Write management card] on the Action Menu, the following
interface will be shown:

Loss Card”

Revert card®

Start Time*® 2017-11-29 173821
End Time* 2017-12-1017:38:21
A The quantity of Lost cards and reverted cards can not be greater than 18

e ca

Fields are as follows:

Function selection: Management card is used to write the loss and revert card data in the software
system to the management card and then loss and revert card by brushing the management card
on the device.

Loss Card: Lost Card collection, drop-down selection.
Revert card: Revert Card collection, drop-down selection.

Start Time: The effective starting time of the card; value sources Personnel field, cannot add, modify,
delete.

End Time: The effective deadline of the card; value sources Personnel field, cannot add, modify,
delete.
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13.3.5 Personnel System - Card

Check the list of cards in the system and batch issue card, assigning cards to personnel.
® Batch Issue Card

Click [Personnel] > [Card Manage] > [Card] > [Batch Issue Card]:

A Personnel |D only supports input figures, and only shows persons with no card sswed (max. 300)! The device only resds the unregistered card when the issuing way is reader.

Start Parsonnel D |:| End Parsonnel ID Generse List

Card Enroliment Method USE Reader put Card Number OHK Clear
Device:
Number of Persons with No Card Issued:ll Number of Issued Cards:0

Personned ID First Name Last Name Department Mame Mumber Personnel First Mame LastMame Department Card Number
D MName

Card Enrollment Method: USB Reader or device.

Input Card Number: It can be generated by swiping an ID card on the USB reader and device, or
entering it manually. The card manually entered may be IC card.

® Report Lost Card

Click [Personnel] > [Card Manage] > [Card] > [Report Lost Card]:

Card Mumber Personnel ID Department Name Marew ()
| | | | | Q ®

The current query conditions: None

(v Refresh [y Batch Issue Card &5 Report Lost Card ) Reactivate Lost Card

O Card Number Personnel ID First Name Last Name Department Department lzsue Card Date Card State
Number Name
[ 2853224 1004 1004 1 General 2017-12-11 14:42:17 Invalid
[l 6155266 1003 1003 1 1 General 2017-12-12 16:41:28 Invalid
[J 8015159 1002 1002 1 1 General 2017-12-12 16:41:53 Invalid
O 1411237 1001 1001 1 1 General 2017-12-12 16:42:09 Invalid
[ 6323984 1000 1000 1 General 2017-12-12 16:42:32 Invalid
] 4628038 1005 1005 1 1 General 2017-12-12 16:43:.02 Invalid

&Note: Report Lost Card is applicable to all functional modules, not to the offline elevator module.
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After the report of loss, the status of the card becomes invalid but not written into the management
card. Need to write management card in the appropriate module, such as offline elevator control
module [Write management card] ([Elevator Device] > [Card] > [Write management card]).

Click [Personnel] > [Card Manage] > [Card] > [Reactivate Lost Card]:

Card Number Personnel ID Department Name Mare

The current query conditions: None

(_* Refresh |1‘_? Batch Issue Card q Report Lost Card l;« Reactivate Lost Card

Card Number Parsonnel ID First Name Last Name Department Department Issue Card Date Card Stats
Number Name
2883224 1004 1004 1 General 2017-12-11 144217 Effective
6155266 1003 1003 1 1 General 20171212 16:41:28 Effective
80151549 1002 1002 1 1 General 2017-12-12 16:41:53 Effective
1411237 1001 1001 1 1 General 2017-12-12 16:42:09 Effective
6323004 1000 1000 1 General 2017-12-12 16:42:32 Effective
4628036 1005 1005 1 1 General 2017-12-12 16:43:02 Effective

#sNote: Reactivate Lost Card is applicable to all functional modules, not to the offline elevator
module. After reactivating lost card, the status of the card becomes valid but not written into the
management card. Need to write management card in the appropriate module, such as offline
elevator control module [Write management card] ([Elevator Device] > [Card] > [Write management
card)).

A: Connect the card issuer to PC through USB port, and then select individual personnel card issue or
batch card issue. Move the cursor to the card number input box, and punch the card on the card
issuer, then the card number will be automatically shown in the input box.

A: Role setting has the following uses: 1. To set unified level for the same type of users newly added,
just directly select this role when adding users; 2. When setting system reminder, and determine
which roles can be viewed.

A: First, create a new role in system setting and configure the functions to be used for this role. Then
add a user, set user information, and select the user’s role, thus adding a new account. For other
accounts, do the same.
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A: This problem occurs because that Server 2003 has [Security Configuration Option] settings. If you
want to access the system, please configure it as follows: click Start — Control Panel — Add or Remove
Program, select [Add and remove Windows components] in the interface and click [Internet Explorer
Enhanced Security Configuration] option, cancel the tick before it. Then click [Next] to remove it
from the system. Open the system again the browser will access the system properly.

: Please check the system environment variables, please go to Properties > Advanced to
set the environment variables as “C:\Program Files\ZKBioSecurity3.0\MainResource\postgresgl\bin:".
“C:\Program Files” is the system installation path, you can modify by your actual situation.

: There are several reasons: The system version is too high or too low, or the database
has been damaged, you need to follow the prompts to change the system version or repair the
system, re-install the database.

Important - read carefully:

This End-User License Agreement ("EULA") is a legal agreement between you (either an individual or
a single entity) and the mentioned author of this Software for the software product identified above,
which includes computer software and may include associated media, printed materials, and
"online" or electronic documentation ("SOFTWARE PRODUCT"). By installing, copying, or otherwise
using the SOFTWARE PRODUCT, you agree to be bound by the terms of this EULA. If you do not
agree to the terms of this EULA, do not install or use the SOFTWARE PRODUCT.

SOFTWARE PRODUCT LICENSE

The SOFTWARE PRODUCT is protected by copyright laws and international copyright treaties, as well
as other intellectual property laws and treaties. The SOFTWARE PRODUCT is licensed, not sold.

1. GRANT OF LICENSE. This EULA grants you the following rights: Installation and Use. You may install
and use an unlimited number of copies of the SOFTWARE PRODUCT.

Reproduction and Distribution. You may reproduce and distribute an unlimited number of copies of
the SOFTWARE PRODUCT; provided that each copy shall be a true and complete copy, including all
copyright and trademark notices, and shall be accompanied by a copy of this EULA. Copies of the
SOFTWARE PRODUCT may be distributed as a standalone product or included with your own
product.

2. DESCRIPTION OF OTHER RIGHTS AND LIMITATIONS.

Limitations on Reverse Engineering, Recompilation, and Disassembly. You may not reverse engineer,
decompile, or disassemble the SOFTWARE PRODUCT, except and only to the extent that such
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activity is expressly permitted by applicable law notwithstanding this limitation.
Separation of Components.

The SOFTWARE PRODUCT is licensed as a single product. Its component parts may not be separated
for use on more than one computer.

Software Transfer.

You may permanently transfer all of your rights under this EULA, provided the recipient agrees to the
terms of this EULA.

Termination.

Without prejudice to any other rights, the Author of this Software may terminate this EULA if you fail
to comply with the terms and conditions of this EULA. In such event, you must destroy all copies of
the SOFTWARE PRODUCT and all of its component parts.

Distribution.

The SOFTWARE PRODUCT may not be sold or be included in a product or package which intends to
receive benefits through the inclusion of the SOFTWARE PRODUCT. The SOFTWARE PRODUCT may
be included in any free or non-profit packages or products.

3. COPYRIGHT.

All title and copyrights in and to the SOFTWARE PRODUCT(including but not limited to any images,
photographs, animations, video, audio, music, text, and "applets" incorporated into the SOFTWARE
PRODUCT), the accompanying printed materials, and any copies of the SOFTWARE PRODUCT are
owned by the Author of this Software. The SOFTWARE PRODUCT is protected by copyright laws and
international treaty provisions. Therefore, you must treat the SOFTWARE PRODUCT like any other
copyrighted material except that you may install the SOFTWARE PRODUCT on a single computer
provided you keep the original solely for backup or archival purposes.

LIMITED WARRANTY
NO WARRANTIES.

The Author of this Software expressly disclaims any warranty for the SOFTWARE PRODUCT. The
SOFTWARE PRODUCT and any related documentation is provided "as is" without warranty of any
kind, either express or implied, including, without limitation, the implied warranties or
merchantability, fitness for a particular purpose, or no infringement. The entire risk arising out of use
or performance of the SOFTWARE PRODUCT remains with you.

NO LIABILITY FOR DAMAGES.

In no event shall the author of this Software be liable for any damages whatsoever (including,
without limitation, damages for loss of business profits, business interruption, loss of business
information, or any other pecuniary loss) arising out of the use of or inability to use this product,
even if the Author of this Software has been advised of the possibility of such damages.
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Acknowledgment of Agreement.

I have carefully read and understand this Agreement, ZKTeco, Inc.'s Privacy Policy Statement.
If YOU ACCEPT the terms of this Agreement:

| acknowledge and understand that by ACCEPTING the terms of this Agreement.

IF YOU DO NOT ACCEPT the terms of this Agreement.

| acknowledge and understand that by refusing to accept these terms, | have rejected this license
agreement and therefore have no legal right to install, use, or copy this Product or the Licensed
Software that it incorporates.
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